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1. Introduction

At the last SA plenary, TR 23.836 was presented for information to SA #30. There are still a few missing references and reference numbers. This document proposes to add them to this TR.
2. Discussion
	1st Modified Section


1
Scope

Some 3GPP PS based services (e.g. VoIP over IMS, PS streaming, etc) require strict QoS provisioning. In order to support such services over I-WLAN, QoS Provisioning in 3GPP-WLAN Interworking is required. 

IEEE 802.11 WLAN standards are currently not supporting QoS mechanisms, therefore QoS provisioning was not considered in Rel-6 work for 3GPP-WLAN Interworking. As IEEE is currently finalizing QoS amendments to 802.11 WLAN standards, QoS-related aspects of the 3GPP-WLAN architecture should be studied.
In the context of end-to-end QoS provisioning being studied in TR 23.802[11], provisioning of QoS within I-WLAN as an IP-CAN is important. It shall be defined if and how QoS provisioning in I-WLAN can interact with the end-to-end QoS framework.

Flow based charging and service/subscription based policy control are studied in TR 23.803[3] as generic features to support the access to PS based services from different IP-CANs. In order to leverage the generic charging and service/subscription based policy control within I-WLAN as another IP-CAN, the Gateway element in case of 3GPP-WLAN Interworking has to provide the needed functionalities, e.g. for Policy Enforcement.
The followings are objectives of the document.

-
investigate the necessity and reliability of the applicable QoS mechanism between the WLAN UE and PDG, and the possible impacts to the 3GPP-WLAN interworking entities;

-
ensure that the architecture for 3GPP/WLAN Interworking defined by TS 23.234[1] is supported by the following  QoS-related mechanisms being developed in 3GPP:

a.
E2E QoS architecture being studied in TR 23.802[11];

b.
Policy and charging evolution capabilities being studied in TR 23.803[3].

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]
3GPP TS 23.234: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; 3GPP system to Wireless Local Area Network (WLAN) interworking; System description".

[2]
3GPP TS 22.234: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Requirements on 3GPP system to Wireless Local Area Network (WLAN) interworking".
[3]
3GPP TR 23.803: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Evolution of Policy Control and Charging".
[4]
3GPP TS 23.125: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Overall High Level Functionality and Architecture Impacts of Flow Based Charging".
[5]
3GPP TS 23.008: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Organization of subscriber data".
[6]
3GPP TS 23.107: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Quality of Service (QoS) concept and architecture".
[7]
IEEE 802.1D, 1998 Edition (ISO/IEC 15802-3:1998), "IEEE Standard for Information technology--Telecommunications and information exchange between systems--IEEE standard for local and metropolitan area networks--Common specifications--Media access control (MAC) Bridges".

[8]
IEEE 802.11e [draft].
[9]
3GPP TS 23.203: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Policy and Charging Control Architecture".
[10]
3GPP TR 21.905: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications".
[11]
3GPP TR 23.802: “Architectural enhancements for end-to-end Quality of Service (QoS)”
[12]          3GPP TS 33.234: “Wireless Local Area Network (WLAN) interworking security”
	2nd Modified Section


5.2    Procedures

5.2.1  QoS Provisioning Call Flow

[image: image1]
1.  UE starts the Authentication process for WLAN access.
Note: This authentication process is not for accessing 3GPP PS domain services.

2.  WLAN sends out its capabilities along with the user Access Request to 3GPP AAA server. Standardized techniques for capabilities exchange are FFS, e.g., based on draft-lior-radext-end-to-end-caps-00.txt, draft-lior-radius-bandwidth-capability-01
3. User QoS profile is downloaded into AAA Server from HLR/HSS

4. Authentication message exchanges occur per TS 33.234[12]  

5. The user request for access is accepted and Access Accept message along with the authorized QoS profile is sent by 3GPP AAA server to WLAN. Standardized techniques for including the QoS profile in AAA messages is FFS.

6. WLAN informs the UE of successful authentication

7. The accounting messages from WLAN include the QoS profile being used. Standardized techniques for including the QoS profile in AAA messages is FFS.

Note: While roaming, AAA proxy in the visited network will be in the path of AAA messages and will therefore have access to the authorized QoS profile in case of a successful authentication.
	3rd Modified Section


6
Policy control for I-WLAN

Policy control for WLAN 3GPP IP Access is covered by the work done in TR 23.803[3], and will not be further studied within this TR.

The PDG contains the gateway functionalities, as defined in TR 23.803[3].
	4th Modified Section


7
Conclusions

This feasibility study has the following objectives:

-
investigate the necessity and reliability of the applicable QoS mechanism between the WLAN UE and PDG, and the possible impacts to the 3GPP-WLAN interworking entities;
-
ensure that the architecture for 3GPP/WLAN Interworking defined by TS 23.234[1] is supported by the following QoS-related mechanisms being developed in 3GPP:
a.
E2E QoS architecture being studied in TR 23.802[11];

b.
policy and charging evolution capabilities being studied in TR 23.803[3].

It is concluded that it is feasible to specify reliable QoS mechanisms for 3GPP-WLAN Interworking, which can inter-work with Policy and charging evolution capabilities as studied in TR 23.803[3]. There is no relation to the E2E QoS architecture as studied in TR 23.802[11]. The impact on the 3GPP-WLAN interworking entities has been studied in chapter 5.3 'New functions in network elements and reference points'.

It is recommended that:

-
DiffServ is used as QoS mechanism between WLAN UE and PDG;
-
existing AAA reference points are extended to transport QoS authorization and charging information;

-
QoS profile information is added to the WLAN user profile.
	End of changes


3. Conclusion and proposal
It is proposed to add described changes to TR 23.836.




























































































































































































































































6- Authentication Accept 
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2 – Access Request
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 1– Authentication Begins





 





 





 





3 – Download user profile. 





 





 





 





7. Accounting Msgs


+ QoS Profile used





 





 





 





4 - More Authentication exchanges
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