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Introduction

Initial Filter Criteria (iFC) is used by IMS to invoke application server, by routing messages to appropriate application servers. iFCs contain service point triggers (SPT) that could be based on SIP headers that contain public user identity. Since technically GRUUs can exist in a SIP header anywhere where a SIP URI exists, for example Request URI and public user identity, it is important to consider the impact of GRUU on iFCs and specify how the S-CSCF should evaluate iFCs when SIP message headers contains GRUUs.

Discussion
Services Impacted by GRUU

Service behaviours for GRUUs
A SIP request addressed to a GRUU must be provided with terminating services, in the same way that requests addressed to a Public User Identity are provided services. There will be some cases where the same services apply, whether the request is addressed to a GRUU or a Public User Identity. For example, if a user has terminating call blocking based on caller identity, then the same blocking treatment should be applied whether the request is addressed to the Public Identity or the GRUU. There are also cases where requests addressed to a GRUU should receive different services than requests addressed to the Public Identity. For example, if a user activates call-forwarding-all-calls, then requests routed to the Public User Identity should be forwarded, while requests addressed to the GRUU should not be forwarded since these call are addressed to a specific UE instance.

A user may have a service such as call blocking that is applied even when the user is unregistered. Providing the same treatment to the blocked caller for both the registered and unregistered case prevents disclosure of registration status to the blocked user. The effect should be the same when the blocked caller uses a GRUU. 

Mechanisms for enabling service behaviour for GRUUs
There are two possible mechanisms for enabling the GRUU service behaviours: (i) by creating iFCs that are triggered when the request URI is a GRUU, or (ii) by building rules into ASs that are triggered based on presence of GRUU in Request-URI. iFCs were created to avoid traversing all ASs for every SIP INVITE. iFCs enable the selection of appropriate ASs based on combination of public user identities and matching other SIP headers. The same benefit of iFCs should also be extended in case the Request-URI is a GRUU.

Introduction and Proposal

This paper proposes an initial high level functional description on allocation and usage of GRUUs. It is proposed to incorporate the following additions to TR 23.808:
*** FIRST CHANGE ***
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*** END FIRST CHANGE ***

*** Second CHANGE ***

4 Relationship between Services and GRUU

4.2    Analysis of IMS functions requiring GRUU

The IMS architecture supports the possibility for multiple UEs to register with the same Public User Identity. However when since current IMS addressing and routing is based solely on Public User Identities this can result in SIP requests in IMS being forked to multiple contacts when more than on UE is registered with the same Public User Identity. For some IMS applications this forking to multiple contacts registered with the same Public User Identity is not always a desirable behavior when what is needed is a mechanism to identify and route to a specific UE instance.  

Many IMS based applications need to be able to identify the origin of and route SIP signalling to a specific UE instance even when multiple UEs use the same Public User Identity. The IETF GRUUs (Globally Routable User Agent URIs)  offers a solution to this problem  A GRUU URI enables routing to a specific user agent instance. There are several IMS applications where the GRUU properties may be needed in order for the application to operate correctly:
…

4.1 Services Impacted by GRUU

4.2.1 Service behaviours for GRUUs
A SIP request addressed to a GRUU must be provided with terminating services, in the same way that requests addressed to a Public User Identity are provided services. There will be some cases where the same services apply, whether the request is addressed to a GRUU or a Public User Identity. For example, if a user has terminating call blocking based on caller identity, then the same blocking treatment should be applied whether the request is addressed to the Public Identity or the GRUU. There are also cases where requests addressed to a GRUU should receive different services than requests addressed to the Public Identity. For example, if a user activates call-forwarding-all-calls, then requests routed to the Public User Identity should be forwarded, while requests addressed to the GRUU should not be forwarded since these call are addressed to a specific UE instance.

A user may have a service such as call blocking that is applied even when the user is unregistered. Providing the same treatment to the blocked caller for both the registered and unregistered case prevents disclosure of registration status to the blocked user. The effect should be the same when the blocked caller uses a GRUU. 

4.2.2. Mechanisms for enabling service behaviour for GRUUs
There are two possible mechanisms for enabling the GRUU service behaviours: (i) by creating iFCs that are triggered when the request URI is a GRUU, or (ii) by building rules into ASs that are triggered based on presence of GRUU in Request-URI. iFCs were created to avoid traversing all ASs for every SIP INVITE. iFCs enable the selection of appropriate ASs based on combination of public user identities and matching other SIP headers. The same benefit of iFCs should also be extended in case the Request-URI is a GRUU.

*** End SECOND CHANGE ***

*** THIRD CHANGE ***

6 
Impacts on UE and on the IM CN subsystem
Editor’s Note: Impacts related to support of privacy and security requirements for GRUU are FFS.
6.1


UE

6.1.1 Obtaining a GRUU during registration

A UE supporting gruu mechanism and wishing to request a gruu during registration shall indicate the support for the gruu mechanism in the registration request and retain the GRUU in the registration response. 

When UE wishes to request a gruu during registration it shall add an instance identifier in the registration request such that the instance id  is unique across other registrations of the same public user identity.

If the registered Public User Identity is part of an implicit registration set, the UE must also obtain and retain the GRUU for each implicitly registered Public User Identity which would be sent by the S-CSCF in accordance to [3].

6.1.2 Using a GRUU

When sending SIP requests from an explicitly or implicitly registered Public User Identity for which a UE obtained GRUU, the UE shall use the corresponding retained GRUU as a Contact address, rather than the contact address that UE sent in the  registration request.
When responding to SIP requests where the P-Called-Party is a registered Public User Identity Identity for which a UE obtained GRUU, the UE must use the corresponding retained GRUU as a Contact address, rather than the contact address that was registered..
Any UE may learn a GRUU of another UE using mechanisms that are outside the scope of this specification. A UE may learn a gruu from the contact header of a request, from presence information, or by other mechanisms. 

Since a gruu can be used as a request URI wherever a request URI would normally be inserted, a UE that issues a request towards a gruu does not necessarily need to support the gruu mechanism itself.

If a UE has subscribed to the reg event package, and subsequently receives a notification indicating that an implicit registration has occurred for a contact the UE has registered, then the UE must retain the GRUU from the notification for future use.
6.2


Core Network Entities

6.2.1

HSS

6.2.2.1 Allocating a GRUU during registration

There are no changes to HSS procedures during registration due to support of gruu. 
6.2.2.2 Using a GRUU 


Editor’s Note: When routing requests addressed to a GRUU to the terminating S-CSCF, whether the I-CSCF derives the Public Identity from the GRUU and hence does not impact the HSS, or the I-CSCF simply passes the GRUU to the HSS which then derives the Public Identity from the GRUU, is FFS. 

6.3


IP Multimedia (IM) Core Network (CN) Subsystem entities
Editors notes Probably will contain mechanism for IMS Core Network to generate and store GRUUs during IMS registration.  Mechanism for IMS Core Network to update GRUUs during re-registrations. 
6.3.1
P-CSCF

There are no changes to the P-CSCF procedures due to gruu.
6.3.2
S-CSCF

6.3.2.1 Allocating a GRUU during registration

The S-CSCF, when receiving a registration request from a UE that includes an  instance id, should allocate a gruu. If the UE indicates support of gruu in the REGISTER request, then the S-CSCF should return the gruu that is returned in the registration response. The gruu shall be formed by combining the public user identify and the instance id such that the public user identity can be readily extracted from the gruu.

Note that as long as the instance id provided in the register request is the same, the resulting gruu will always be the same for a given public user identity.
If there are implicitly registered public user identities, the S-CSCF shall generate a gruu for each implicitly registered public user identity.

When sending notification for the registration event package, the S-CSCF shall  use the extension defined in [3] to include the GRUU for each registered Contact that has been assigned a GRUU.
6.3.2.2 Using a GRUU 

When an S-CSCF receives a terminating initial request where the Request-URI is a gruu, it shall be possible to differentiate which services are to be applied to the request based on whether the target of the request is a GRUU, or not. 
When an S-CSCF receives a terminating initial request where the Request-URI is a gruu, , the S-CSCF shall apply the  terminating  services  to the request when the Public User Identity-Instance ID pair is registered. The application of terminating services for this case when the Public User Identity-Instance ID pair is not registered is FFS.  
If the SIP message is destined to a GRUU, then the S-CSCF shall associate the request with the corresponding public user identity. The S-CSCF will not fork this request and direct the call to the identified instance.
6.3.3
I-CSCF

Editor’s Note: When routing requests addressed to a GRUU to the terminating S-CSCF, whether the I-CSCF derives the Public Identity from the GRUU and hence does not impact the HSS, or the I-CSCF simply passes the GRUU to the HSS which then derives the Public Identity from the GRUU, is FFS.
*** END THIRD CHANGE ***
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