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1. Introduction

In 4.1, architecture principle the call back from PSAP is possible for user who has valid credentials.

12.
Emergency centres and PSAPs shall be able to call back the user for an emergency session from a UE that has registered (i.e. containing valid credentials).

This contribution proposes to include a statement to indicate that the call back mechanism does not impact the already defined procedure in TS 23.228 and PSAP can use any IMPU or Tel-URI that it has received.
This contribution does not cover the case that “usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS”. This requirement is open.
2. Proposal

<< First Change >>
7.7
Interworking with PSAP

7.7.1
PSAP/Emergency centre located at the GSTN

Editor's Note: this section is intended for routing aspect when PSAP is acting as a PSTN end point.

No special procedure is defined. PSAP uses the MSISDN (E.164) of the user for call back.
7.7.2
PSAP/Emergency centre connected via IP using SIP

Editor's Note: this section is intended for routing aspect when PSAP is acting as a SIP end point.

No special procedure is defined. PSAP uses any public user identity that it has received from the user for call back.

<< End of Change >>
3. Conclusion

Accept for inclusion to TS 23.167.
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