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1 Introduction

This contribution proposes a solution to implement a roaming architecture
2 Discussion

Some basic architectural requirements for the roaming architecture are as follows (the following list is not exhaustive):
1) it shall be possible for the UE to obtain an IP address from both the VPLMN (e.g. to avoid routing of UE traffic through the HPLMN; in the following, this scenario is referred as local breakout) and the HPLMN (e.g.: to access home operator controlled services);
2) it shall be possible for the HPLMN/VPLMN to reject the Attach of a UE belonging to a HPLMN that does not have roaming agreements with the VPLMN;
3) it shall be possible for both the VPLMN and the HPLMN to apply policies (e.g. QoS, security, charging,…) to the UE data traffic;
4) the Authentication/Authorization architecture for roaming shall be scalable and shall allow a simple and secure deployment (e.g. via Proxy AAA in Visited PLMN);
Based on these requirements two alternative architectures are possible, depending on whether UE traffic has to be routed to the HPLMN or not.
In case UE traffic is routed to the home network, the SAE architecture is depicted in Figure 1.
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Figure 1: SAE Roaming architecture – Home routed traffic
In case UE traffic is not routed to the HPLMN, the SAE architecture is depicted in the following Figure 2.
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Figure 2: SAE Roaming architecture – Local Breakout
Home operator controlled services require the UE to obtain a IP address from the HPLMN (i.e. Home Inter AS Anchor); in this way it is possible to force the user plane path to transit through the Home network. Due to this reason, an interface between the Visited MME/UPE and Home Inter AS Anchor is needed. This interface is referred as S5’ in figure 1 and is the same reference point as S5 plus possible supplementary functions, if needed, related to roaming scenarios.
Note that S5 and S5’ can coexist simultaneously, when UE accesses to both home based services and services with local breakout.

In both the architectures it is supposed that authentication/authorization procedures are executed towards a home AAA server (named SAE AAA Server).
Visited SAE AAA Proxy performs the following functions:

· AAA routing to/from the SAE AAA Server/HSS;
· UE IMSI/NAI screening at the Attach procedure, in order to let the VPLMN to reject UEs whose roaming is not allowed;
· Enforce possible local security policies (e.g. firewall policies).
The usage of SAE AAA Proxy simplifies MME functions and configuration and makes roaming architecture more scalable and flexible.
It is FFS the relationship between 3GPP AAA Proxy/Server (used in the I-WLAN infrastructure) and the SAE AAA Proxy/Server.

The AAA interface between SAE AAA Proxy and SAE AAA Server is referred as S6’ in the pictures above.

The enforcement of policies (e.g.: QoS and charging policies) from the Home PLMN down to the visited Inter AS Anchor is performed through the interaction of Home and Visited PCRF. Possibly, the Visited PCRF may add/modify policies according to those defined in the VPLMN. The related interface is referred as S7’ in the pictures above.
3 Proposal

It is proposed to add the following text into the TR 23.882.

<< Begin of changes >>

4.2
Architecture for the evolved system – non-roaming case

Figure 4.2-1 depicts the base line high level architecture for the evolved system.

Editor’s note: It is not the finalized architecture model for the evolved system. I.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
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Figure 4.2-1. Logical high level architecture for the evolved system

The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core. 

The separation of MME/UPE into two separate entities is FFS.

Inter Access System Anchor (Inter AS Anchor)

Inter AS Anchor is the user plane anchor for mobility between different access systems. 

It performs or supports handover between different access systems.

It is FFS whether an open interface separates the inter access system anchor into an anchor for mobility between 3GPP access systems and an anchor for mobility between 3GPP and non-3GPP access systems.

Reference points
S1:
 It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic.

S2: 
It provides the user plane with related control and mobility support between WLAN 3GPP IP access or non 3GPP IP access and Inter AS Anchor. 
S3:
 It enables user and bearer information exchange for inter 3GPP access system mobility in idle and/or active state.

User data forwarding for inter 3GPP access system mobility in active state (FFS).

It may provide the user plane with related control and mobility support between GPRS Core and MME/UPE in case the MME/UPE is combined with the Inter AS Anchor, which is FFS. 

S4: 
It provides the user plane with related control and mobility support between GPRS Core and Inter AS Anchor. S4 does not exist in case S3 provides this functionality (FFS).

S5:
 It provides the user plane with related control and mobility support between MME/UPE and Inter AS Anchor.

It is FFS whether S5 exists or whether MME/UPE and Inter AS Anchor are combined into one entity.

S6:
 It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface).

S7:
 It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEP). 
The allocation of the PCEP is FFS. Allocation options for PCEP:
a) common PCEP in Inter AS Anchor,
b) individual PCEP per access system
4.3
Architecture for the evolved system –roaming cases
Some basic architectural requirements for the roaming architecture are listed below (the following list is not exhaustive):
1) it shall be possible for the UE to obtain an IP address from both the VPLMN (e.g. to avoid routing of UE traffic through the HPLMN; in the following, this scenario is referred as local breakout) and the HPLMN (e.g.: to access home operator controlled services);

2) it shall be possible for the HPLMN/VPLMN to reject the Attach of a UE belonging to a HPLMN that does not have roaming agreements with the VPLMN;

3) it shall be possible for both the VPLMN and the HPLMN to apply policies (e.g. QoS, security, charging,…) to the UE data traffic;

4) the Authentication/Authorization architecture for roaming shall be scalable and shall allow a simple and secure deployment (e.g. via Proxy AAA in Visited PLMN).
4.3.1 Scenario 1: Evolved packet core in the Visited network – Evolved packet core in the Home network

In this section it is considered the the high level roaming architecture in case both the visited and the home networks are evolved Packet Core networks. Based on the requirements listed in Section 4.3, two alternative architectures are possible, depending on whether UE traffic has to be routed to the HPLMN or not.

In case UE traffic is routed to the home network, the SAE architecture is depicted in figure 4.3-1.
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Figure 4.3-1: SAE Roaming architecture – Home routed traffic.
When the UE is in roaming in a VPLMN, in order to access to home operator controlled services, it is required that the UE obtains an IP address from the HPLMN (i.e. from the Home Inter AS Anchor); in this way it is possible to force the user plane path to transit through the Home network. Due to this reason, an interface between the Visited MME/UPE and Home Inter AS Anchor is needed.
The MME/UPE acts as the first hop IP router to the UE, i.e. it has IP access service enabling functions such as e.g. (local) IP address allocation/relaying etc.
This interface is referred as S5’ in figure 4.3-1 and is the same reference point as S5 plus possible supplementary functions, if needed, related to roaming scenarios.
The vPCRF and the SAE AAA Proxy are located in the VPLMN, while hPCRF and SAE AAA Server are in the HPLMN.

In case UE traffic is not routed to the HPLMN, the SAE architecture is depicted in the following figure 4.3-2.
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Figure 4.3-2: SAE Roaming architecture – Local Breakout.
Note that S5 and S5’ can coexist simultaneously, when UE accesses to both home based services and services with local breakout.

In both the architectures it is supposed that authentication/authorization procedures are executed towards a home AAA server (named SAE AAA Server).
Moreover, a Visited SAE AAA Proxy is used to performs the following functions:

· AAA routing to/from the SAE AAA Server/HSS;

· UE IMSI/NAI screening at the UE’s Attach procedure, in order to let the VPLMN to reject UEs whose roaming is not allowed;

· Enforce possible local security policies (e.g. firewall policies).

The usage of SAE AAA Proxy simplifies MME functions and configuration and makes roaming architecture more scalable and flexible.

It is FFS the relationship between 3GPP AAA Proxy/Server (used in the I-WLAN infrastructure) and the SAE AAA Proxy/Server.

The AAA interface between SAE AAA Proxy and SAE AAA Server is referred as S6’ in the pictures above.

The enforcement of policies (e.g.: QoS and charging policies) from the Home PLMN down to the visited Inter AS Anchor is performed through the interaction of Home and Visited PCRF. Possibly, the Visited PCRF may add/modify policies according to those defined in the VPLMN. The related reference point is referred as S7’ in the pictures above.
Additional reference points for roaming scenarios

S5’: indicates the roaming interface when the Inter AS Anchor point is located in the HPLMN
S6’: indicates the AAA roaming interface between the AAA Proxy Server in the VPLMN and the AAA/HSS server in the HPLMN

S7’: indicates the roaming interface for the enforcement in the VPLMN of dynamic control policies from the HPLMN
Note: S2 and S4 reference points could be interoperator when the GGSN/PDG and the Inter AS anchor belong to different PLMNs.

<< End of changes >>
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