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1. Introduction

Pls see S2-060840, “TS clean up (part 1 of 2)” for background info.

This contribution moves the relevant contents from the informative Annex X to section 7.2, and 7.3, and eliminate the informative Annex X completely.

2. Proposal

<< start of change >>
7.2
IMS Registration for Emergency Session
Editor's Note:
This section describes any special procedures related to IMS Registration for Emergency Session with UICC.

The IMS emergency registration procedure shall follow the procedures as described in clause 5.2.2.3 of TS 23.228 [1] with the following modifications:

· If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS emergency registration
· The UE shall include an emergency indication in the emergency registration request. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure and to inform the home network that roaming restrictions may not be applied.
· The user’s home network should ignore roaming restrictions for emergency session requests.

· No originating and terminating services should be applied to emergency Public User Identifiers.

· The UE shall use a special emergency Public User Identifier in the emergency registration request if emergency registration is performed. The format of this public user identity has to be defined by stage 3.
NOTE:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.

P-CSCF handles the registration requests with an emergency indication like any other registration requests and forward the request to the IBCF or I-CSCF in the user’s home network.
7.3
Emergency Session Establishment in the Serving IMS network

If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request.

If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

Editor's note: how the UE gets the policy related to domain selection is FFS.

If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). If these emergency session attempts failed or are not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P-CSCF, see section 7.5.

Upon receiving an initial request for an emergency session, the P-CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:
· The P-CSCF is the IMS network entity, which detects an emergency session.
· A P-CSCF in the home network should, when it can recognise the emergency number or emergency indication, respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).
· For the case that the initial request carries an indication that the request is for emergency services and the UE is not registered in the IMS network, see section 7.5 for details.
· For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P-CSCF is able to detect that the request is for emergency services, the P-CSCF, based on local policy, may reject the request with a 380 response (Alternative Service) with the type set to "emergency". If local policy allows P-CSCF to accept the request without an emergency indication, the P-CSCF shall add the emergency session indication in the request, select an Emergency CSCF (E-CSCF) in the same network to handle the session and forward the emergency session establishment there.

· On receipt of a session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether the UE provided a Tel URI as its identity in the request. If a Tel URI is present in the request, the P-CSCF shall check the validity of this Tel URI. If no Tel URI is present in the request and the P-CSCF is aware about the Tel URI associated with the emergency Public User Identifier, it shall provide the Tel URI in the session establishment request.
· P-CSCF shall prioritize emergency sessions over other non-emergency sessions.

Upon receiving an initial request for an emergency session from P-CSCF, the E-CSCF shall perform the following:

· if the request does not carry an indication that the request is for emergency services then the E-CSCF rejects this session with an appropriate response.

· based on local policy (e.g. depending on access type used and other information) the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
· If needed, retrieve the UE's location information as described in Section 7.7 Retrieving Location information for Emergency Session
· determine the appropriate PSAP destination by examining the type of emergency service requested and UE’s location. Based on local policy, it may invoke an external function (RDF or LRF) to determine the proper PSAP destination and/or UE location.

Editor’s note: This “routing” interface and RDF interaction is FFS! It is expected that the input parameter to the RDF to determine the proper PSAP routing is location information, user’s identity, and type of emergency service requested.

Editor’s note: Location interface and E-CSCF interaction is FFS!
Editor's note: How the IMS network routes the emergency session based on location information is FFS.
Editor's note: The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.
· determine the default PSAP destination if routing based on UE’s location is required but the location is unknown.

· If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
· If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF translates the received SIP-URI or Tel-URI to a number that is routable in the GSTN if the emergency request is to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), and forwards the request including this number to a MGCF (via BGCF). This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).
· Based on operator policy (e.g. depending on access type used and other information) the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
<< Next Change >>

































































<< End of  Change >>
3. Conclusion

Accept as proposed.
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