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Introduction
This contribution adds details about the QoS control to the TS.
Proposed Changes

Start of new section

6.1.x
Policy Control
Policy control comprises functionalities for:

- Gating control, i.e. the blocking or allowing of packets, belonging to a service data flow, to pass through to the desired endpoint;
- Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user plane as well as the reporting of events related to the IP-CAN bearer;
- QoS control, i.e. the authorisation and enforcement of the maximum QoS that is authorised for a service data flow or an IP-CAN bearer.
 In case of an aggregation of multiple service data flows within one IP-CAN bearer (e.g. for GPRS a PDP context), the combination of the authorised QoS information of the individual service data flows is provided as the authorised QoS for the IP-CAN bearer. 
The enforcement of the authorized QoS of the IP-CAN bearer may lead to a downgrading of the requested bearer QoS by the GW as part of IP-CAN bearer establishment or modification. If the PCRF provides authorized QoS for both, the IP-CAN bearer and PCC rule(s), the enforcement of authorized QoS of the individual PCC rules shall take place first.
QoS control information may be dynamically provisioned by the PCRF or predefined as a default policy in the GW. In case the PCRF provides PCC rules dynamically, authorised QoS information for the IP-CAN bearer (combined QoS) is provided. When the PCRF activates predefined PCC rules within the TPF it can be assumed also that corresponding authorized QoS information are predefined in the GW and activated at same time. The GW shall combine the different sets of authorized QoS information, i.e. the information received from the PCRF and the information corresponding to the predefined PCC rules. 

For policy control, the AF does not interact with the GW directly; instead, it interacts with the PCRF and the PCRF acts on certain events as instructed by the AF. For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e. based on the service information currently available. The following events are subject to instructions from the AF:

- The authorization of the IP-CAN bearer establishment or modification; 
- The revoke of authorization;
- The gate control;
- The forwarding of IP-CAN bearer events.
Editor's note: It is FFS how to control whether a service may start on any bearer that could transfer the traffic or whether a bearer dedicated for this traffic is required (traffic mapping information). For such services the PCRF may permit the service on an already established bearer. When the UE requests the dedicated bearer, the PCRF shall map the service data flow to this bearer.
End of new section

Start of modified section

6.4
IP-CAN bearer and IP-CAN session related policy information

The purpose of the IP-CAN bearer  and IP-CAN session related policy information is to provide policy and charging control related information that is applicable to a single IP-CAN bearer or the whole IP-CAN session respectively. The PCRF provides the IP-CAN bearer and IP-CAN session related policy information to the PCEF using the PCC rule provision procedure. The IP-CAN bearer related policy information may be provided together with PCC rules or separately.

Table 6.2 lists the PCC related IP-CAN bearer and IP-CAN session related policy information:

	Attribute
	Description
	PCRF permitted to modify the attribute
	Scope

	Charging information
	Defines the containing OFCS and/or OCS addresses.
	No
	IP-CAN session

	Event trigger
	Defines the event(s) that shall cause a re-request of PCC rules for the IP-CAN bearer.
	Yes
	IP-CAN session

	Authorized QoS
	Defines the maximum authorised QoS for the IP-CAN bearer.
	Yes
	IP-CAN bearer


Table 6.2 PCC related IP-CAN bearer and IP-CAN session related policy information

Upon the initial interaction with the PCEF, the PCRF may provide Charging information containing OFCS and/or OCS addresses to the PCEF defining the offline and online charging system addresses respectively. These shall override any possible predefined addresses at the PCEF.

Upon every interaction with the PCEF, the PCRF may provide event triggers for the IP-CAN session. Event triggers are used to determine which IP-CAN bearer modification causes the PCEF to re-request charging rules.

The authorized QoS provides an upper bound on the resources that can be reserved or allocated for the IP-CAN bearer. The authorized QoS applies for an IP-CAN bearer and may be included to the initial or to subsequent PCC rule provisioning procedures. The authorized QoS is specific for each IP-CAN and described in clause A.
End of modified section

Start of new section

A.1.3.4
IP-CAN bearer and IP-CAN session related policy information 

For GPRS, the authorized QoS consists of the QoS class and the bitrate for uplink and downlink. The authorized QoS parameters shall be mapped by the PCEF to the QoS parameters of the PDP context: the QoS class to the UMTS traffic class and the bitrate to the maximum/guaranteed bitrate depending on the QoS class.

End of new section
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