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Introduction

The intention of VCC is to re-use the security architectures provided by existing domains. It is proposed to place the appropriate (modified where necessary) text from TR 23.806 in clause 7 of the TS.

Proposed Changes

**** First Change ****

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TS 22.228: " Service requirements for the Internet Protocol (IP) multimedia core network subsystem (IMS)".

[2]
3GPP TS 23.228: " IP Multimedia Subsystem (IMS)".
[n]
3GPP TS 33.102: "3G security; Security architecture"

[n]
3GPP TS 33.203: "Access security for IP-based services".
**** Second Change ****
7
Security

7.1 General

Before a VCC capable UE operating in the CS Domain transfers to IMS, the VCC capable UE must register with the IMS domain. Domain transfer from the CS domain to the IMS begins with a new IMS session establishment originated by the VCC capable UE. Since the keys are established during IMS registration, the new session will be established securely.
Before a VCC capable UE operating in the IMS transfers to the CS Domain, the VCC capable UE must have performed a location update with the CS domain.  Domain transfer from the IMS to the CS domain begins with a new CS domain call originated by the VCC capable UE. The new call will be established securely using existing authentication procedures.
7.2
Access security for Domain Transfer to CS Domain 

TS 33.102 [n] describes the Security Architecture for GSM and UMTS subscribers, VCC places no additional requirements upon the CS domain above those described in TS 33.102 [n]. 

7.3
Access Security for IP-based Services

TS 33.203 [n] describes Access Security for IP-based services. VCC places no additional requirements upon the IMS above those described in TS 33.203 [n].
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