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1
Discussion

TS 23.167 contain a possibility for the P-CSCF and S-CSCF to convert a normal IMS session establishment into an emergency session establishment, but it is unclear whether it is required to set appropriate QoS at the IP-CAN due to this conversion. For GPRS it is especially critical as the QoS is requested from the UE, i.e. unless the requirement is clarified the GPRS work for emergency calls cannot be progressed in a timely manner.
It is proposed to not require informing the UE about the conversion, i.e. the UE will not be required to update the QoS in such cases. 

2
Proposal

This contribution proposes that the following text is included into TS 23.167.

6.2.1
Proxy-CSCF

-
Handle registration requests with an emergency indication like any other registration requests and forward the request to the IBCF or I-CSCF in the user’s home network.

-
Detect an emergency session establishment request and perform one of the following:

-
On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether unmarked emergency requests are allowed based upon local policy (e.g., checking access type). 
-
If such requests are not allowed, the P-CSCF shall send a response with a 380 (Alternative Service) with the type set to "emergency". 
-
If such requests are allowed, the P-CSCF shall mark the session establishment request as an emergency session, select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. There is no requirement to inform the UE that the session has been marked as an emergency session, i.e. the UE can treat the session as a normal session establishment.

The selection method is not standardized in the present document.

-
On receipt of a marked emergency service session establishment request, the P-CSCF shall prioritize the emergency session and shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

-
On receipt of a session establishment request with an "anonymous user" indication, the P-CSCF shall check whether anonymous emergency requests are allowed. If such requests are not allowed, the request is rejected with an appropriate response.

-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether the UE provided a Tel URI as its identity in the request. If a Tel URI is present in the request, the P-CSCF shall check the validity of this Tel URI. If no Tel URI is present in the request and the P-CSCF is aware about the Tel URI associated with the emergency Public User Identifier, it shall provide the Tel URI in the session establishment request.


7.1.2
Non UE detectable Emergency Session
As the UE could not detect the emergency session, the session establishment request will be sent to the P-CSCF as per a normal session establishment procedure. Prior to sending the session establishment request the UE must be registered in the IMS.

In the case that the P-CSCF can detect that this is a request to establish an emergency session, then the following shall apply based upon local policy (e.g., checking access type):

-
when the P-CSCF receives the session initiation request and detects that this is an emergency request, the P-CSCF may reject the session initiation request with an indication that this is for an emergency session. When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the "UE Detectable Emergency Session" described in subclause 7.1.1 above.
-
when the P-CSCF receives the session initiation request and detects that this is an emergency request, the P-CSCF may allow the session initiation request to continue by inserting the explicit emergency indication in the session request and forward that request to an Emergency CSCF in the same network. 
In the case that the P-CSCF does not detect that that this is a request to establish an emergency session, and the S-CSCF does detect that this is a request to establish an emergency session, then the following shall apply:

In the case that the subscriber is roaming:

-
Upon the reception of the session initiation request without an emergency service indication, the S-CSCF, upon detecting that this is an emergency request will reject the session initiation request with an indication that this is for an emergency session.

-
When the UE receives the session rejection with the indication that the session initiation was for an emergency service, then the UE would initiate the "UE Detectable Emergency Session" described in subclause 7.1.1 above.

In the case that the subscriber is at home:

-
Upon the reception of the emergency session initiation request, the S-CSCF shall route the signalling towards the emergency centre or PSAP.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the S-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the S-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling. There is no requirement to inform the UE that the session has been marked as an emergency session, i.e. the UE can treat the session as a normal session establishment.

7.3
Emergency Session Establishment in the Serving IMS network

Upon receiving an initial request for an emergency session, the P-CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:

· if the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, the P-CSCF shall check whether anonymous emergency calls are allowed in this network; if they are, P-CSCF selects an Emergency CSCF (E-CSCF) in the same network to handle the session and forwards the emergency session establishment there; if anonymous emergency calls are not allowed in the network, the P-CSCF shall respond to the user with an appropriate error response

· if the initial request does not carry an indication that the request is for emergency services, and the P-CSCF is able to detect that the request is for emergency services, the P-CSCF, based on local policy, may reject the request with an error response indicating that the UE has tried an emergency session. Based on the response the UE should take necessary actions to complete the emergency session (e.g. try to use CS network or re-try the IMS emergency session including the emergency indication in the initial request). If local policy allows P-CSCF to accept the request without an emergency indication, the P-CSCF shall add the emergency session indication in the request, select an Emergency CSCF (E-CSCF) in the same network to handle the session and forward the emergency session establishment there. There is no requirement to inform the UE that the session has been marked as an emergency session, i.e. the UE can treat the session as a normal session establishment.
· P-CSCF shall prioritize emergency sessions over other non-emergency sessions.

Upon receiving an initial request for an emergency session, the E-CSCF shall perform the following:

· if the request does not carry an indication that the request is for emergency services then the E-CSCF rejects this session with an appropriate response.

· based on local policy (e.g. depending on access type used and other information) the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.

· determine the appropriate PSAP destination by examining the type of emergency service requested and UE’s location. Based on local policy, it may invoke an external function (RDF or LRF) to determine the proper PSAP destination and/or UE location.

Editor’s note: This “routing” interface and RDF interaction is FFS! It is expected that the input parameter to the RDF to determine the proper PSAP routing is location information, user’s identity, and type of emergency service requested.

Editor’s note: Location interface and E-CSCF interaction is FFS!
· determine the default PSAP destination if routing based on UE’s location is required but the location is unknown.

· translate the received SIP-URI or Tel-URI to a number that is routable in the GSTN if the emergency request is to be routed to an emergency centre or PSAP in the GSTN (PSTN or CS domain), and forwards the request including this number to a BGCF. This number shall have the same format as used for CS emergency calls.
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