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Discussion

Most commercial services provide automatic means for the initialisation of newly acquired devices and for addition of new subscribers. These processes are referred to by various names such as “initial configuration download”, “over-the-air activation” (OTA), etc. Many users prefer the ability to configure their own services via the Web when they acquire a new device or when they change operators. In general the users’ expectations are for “plug-and-play” (or almost) and it is thus very necessary and desirable for IMS to integrate and enable this kind of services.  

The initialisation of devices and subscriptions differs from regular sessions in at least two ways:

a) The S-CSCF and HSS may not be involved since a new device/subscriber may not have any service profile or record in the HSS; and

b) The secure channel between the UE and P-CSCF may not be established since the two parties may not have enough information about each other (identities, keys, domain names) to set up security associations.

Typically, the initialisation of devices and user services occurs as some form of dialog between the device and/or user, on one side, and some configuration server in the operator’s domain, on the other. The world of SIP seems to be following the same paradigm, with the definition of the ua-profile event package (http://www.ietf.org/internet-drafts/draft-ietf-sipping-config-framework-07.txt). CableLabs is in process of adopting this solution, for their IMS-based specifications.

Due to the desirability of this capability, this contribution proposes text in support of initial configuration download. 

Proposed Text

*** Add new subsection to section 4 of 23.228 ***

4.15
Initial Configuration Download concepts

IMS provides, though it does not mandate its use, an enabling mechanism for the automation of the initialisation of newly acquired devices and of new subscriptions. The mechanism, which constitutes an exception from the general mode of operation, entitles the following:
-
Uninitialized devices may be allowed controlled access to parts of the system necessary for enabling the downloading and uploading of information required for correct interoperation between the device and the operator’s system;
-
Unknown users may be allowed controlled access to parts of the system necessary for enabling the downloading and uploading of information required for correct handling of subscription and service profile information between the operator’s system and the user’s device(s);

· Access may be possible without core network level registration and authentication and the S-CSCF and HSS may not be involved;
· Security association and SIP compression between the P-CSCF and the UE may not apply.

· Routing from the visited network based on the home domain of the targeted operator may be possible via standard IMS gateways (e.g. I-CSCF, IBCFs).
NOTE 1:
The security functions, if applied, will occur between the device and the configuration download server associated to the target operator, with IMS being only a conduit.
Following successful completion of the Initial Configuration Download, it is expected that the just initialised user subscription and/or device be able to access the IMS system in a normal fashion.
NOTE 2:
Only the initial sub-phases of the configuration download may need to bypass the normal IMS mode of operation. Once enough configuration information has been exchanged, the UE may have to connect to IMS in the normal manner (i.e. by registering and establishing security associations with P-CSCF) and complete its configuration download by running an application over IMS.
*** END OF CHANGES ***
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