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1. Introduction

At the SA2 #48 meeting, QoS provisioning call flow in WLAN access was introduced to section 5.2.1. This document proposes to add QoS provisioning call flow in tunnel establishment to section 5.2.2 in TR 23.836 in order to enable the PDG to control QoS of UEs.
2. Discussion
Section 5.2.1 describes QoS provisioning call flow in WLAN access. For end-to-end QoS, PDG operates as a QoS edge router between I-WLAN and external network and should have authorized QoS profile of UE for charging, resource management and flow control. Therefore, after QoS provisioning call flow in WLAN access described in section 5.2.1 has been accomplished, for specific 3GPP PS domain services, the procedure to send authorized QoS profile being stored in AAA server to PDG should be added. 

3. Conclusion and proposal
It is proposed to add following changes to TR 23.836.
	1st Modified Section


5.2    Procedures

5.2.1  QoS Provisioning Call Flow  in WLAN Access

[image: image1]
1.  UE starts the Authentication process for WLAN access.

Note: This authentication process is not for accessing 3GPP PS domain services.

2.  WLAN sends out its capabilities along with the user Access Request to 3GPP AAA server. Standardized techniques for capabilities exchange are FFS, e.g., based on draft-lior-radext-end-to-end-caps-00.txt, draft-lior-radius-bandwidth-capability-01
3. User QoS profile is downloaded into AAA Server from HLR/HSS

4. Authentication message exchanges occur per TS 33.234.
5. The user request for access is accepted and Access Accept message along with the authorized QoS profile is sent by 3GPP AAA server to WLAN. Standardized techniques for including the QoS profile in AAA messages is FFS.

6. WLAN informs the UE of successful authentication

7. The accounting messages from WLAN include the QoS profile being used. Standardized techniques for including the QoS profile in AAA messages is FFS.

Note: While roaming, AAA proxy in the visited network will be in the path of AAA messages and will therefore have access to the authorized QoS profile in case of a successful authentication.
5.2.2  QoS Provisioning Call Flow in Tunnel Establishment 
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1. UE initiates W-APN resolution and selects PDG following TS 23.234[1] after QoS provisioning in WLAN access has been accomplished.
2. UE initiates IKE connection and tunnel establishment procedures following TS 33.234[12].

3. PDG sends the Access Request message to 3GPP AAA server, containing the W-APN and user identity for specific 3GPP PS domain services. 
4. 3GPP AAA server retrieves the user profile and AVs(Authentication Vectors) from HSS/HLR and checks in user’s subscription if tunnel is allowed.
5. More authentication message exchanges occur following TS 33.234[12].
6. 3GPP AAA server sends the Access Accept message to PDG along with the authorized QoS profile. Standardized techniques for including the QoS profile in AAA messages is FFS.

7. UE and PDG terminate the tunnel establishment procedure with successful authentication.
Note: PDG will be in the VPLMN or HPLMN. In case that PDG is in the HPLMN, AAA proxy in the visited network relays AAA messages to AAA server.
	End of changes






























































































































































































































































6- Authentication Accept 
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2 – Access Request
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 1– Authentication  Begins





 





 





 





3 – Download user profile. 





 





 





 





7. Accounting Msgs
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4 - More Authentication exchanges
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