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1. Introduction
This paper proposes the Wu-type interface for the S2 reference point and discusses the implications of the other alternative for S2 reference point.  The authentication/authorization, the private network access, and the handover will be several of the items that are discussed in this paper.
The logical high level architecture for the evolved system is shown in Figure 1 for reference.  
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Figure 1 High level architecture for the evolved system
2. Analysis of S2 
2.1 Authentication/Authorization
As described in TS 33.234, the authentication/authorization needs several nodes in 3GPP network, including the WLAN/3GPP dual-mode UE, WAG, PDG, AAA server, and the HSS as minimum.  The PDG plays an important role in WLAN-3GPP interworking in a sense that it terminates the Wu interface (i.e. the end point of IPsec SA) and it relays the authentication/authorization information to and from the AAA server, which in turn communicates with HSS.  When the authentication and authorization is finished, the PDG establishes the IKE and IPsec SA with the UE and can guarantee that the traffic from the UE is valid and good for forwarding.
Figure 2 shows the authentication/authorization boundaries.  The red line shows the authentication/authorization boundary when Wi-like interface is used for S2. In this case, S2 is not protected by the IPsec, unless there is another IPsec SA between the PDG and another node north of PDG, e.g. Inter AS Anchor.
As the red line boundary shows, the Inter AS Anchor is not a part of the authentication/authorization.  Therefore, when the traffic comes to the Inter AS Anchor from the PDG, it cannot guarantee that the user is authenticated and that the packets have not been modified.  Since the Wi interface is native IP, basically any traffic can be carried here and (with some hacking) pretend that it is valid traffic.  The 3GPP-WLAN interworking mechanism is carefully designed to provide a strong level of security (both for the user and the network), but it cannot be guaranteed when another node north of PDG is acting as an anchor.  The MN-HA NAI extension may be used for user authentication at the HA, but some issues, including the key management, correlation of the EAP-AKA authentication and the Mobile IP authentication, and IMSI information availability, should be solved first to provide the same level of security as current 3GPP-WLAN interworking, at the least. The current 3GPP-WLAN interworking mechanism solves the key management by EAP-SIM/EAP-AKA to derive the dynamic shared secret for IPsec. 

The blue line shows the authentication/authorization boundary when Wu-like interface is used for S2.  In this case, the Inter AS Anchor is an active part of the I-WLAN authentication/authorization and will be able to provide the same level of strong security without any more implications. 
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Figure 2 Authentication/authorization scope
2.2 Private network access 
Current practice of supporting the private network access is by using the APN for that specific private network.  The GGSN (when the user is accessing 3GPP) or the PDG (when the user is accessing WLAN) can distinguish each private network by the APN and establishes an appropriate tunnel to that site.  
When S2 is based on Wi, there is currently no mechanism to carry the APN information, and the Inter AS Anchor, acting as HA, does not know how to establish a tunnel to the related site.  This mechanism shall be newly defined to support the private network access, and this will consequently deviate the Mobile IP used by the 3GPP from the standard Mobile IP. 
The same problem arises not only for the private network access, but also for all other GGSN-based services, e.g. MMS.  The Inter AS Anchor should be aware of all the requested services over Wi interface. 

With the Wu-like interface, the APN interface is provided via already defined mechanism, i.e. IKEv2, and all the private network access and other APN-based services can be supported without implications.
2.3 Handover delay – obstacle for seamless service continuity 

This mainly applies to the case when the MIP is used for S2 reference point.  To support the Mobile IP, the registration request/reply or Binding update/acknowledgement should be used.  As can be seen from many papers, the delay caused by the registration can be big, especially in the case of WLAN to 3GPP handover.  Most of the experiments, including the lab test result performed by Azaire Networks, show about 2 seconds of delay during WLAN to GPRS handover.  It takes much less for GPRS to WLAN handover, less than 200 msec.  
Even though Mobile IP can provide the service continuity in a sense that it maintains the application IP address, it is hard to tell the seamless service continuity is achieved by MIP.  As the real-time services (e.g. streaming and VoIP) become more and more popular among users and become more and more important for user experience, the seamless service continuity will be the key aspect.
When Wu-like interface is used, there is no further protocol or mechanisms to be supported, and the handover delay is reduced to a great extent.
2.4 The benefits from Wu-like S2 interface
Existing 3GPP-WLAN interworking specifications define Wu interface between the UE and the PDG, both being the IPsec SA end points.  The Wu interface is native IP, and is not restricted or limited by the nature of the ANs. The Wu-like interface will terminate the security SA and it will also handle the authentication/authorization.  
3. Conclusion
This paper discussed several points to be clarified on S2 reference points and compared the Wi-like and Wu-like interface for S2 reference point.  As shown in this paper, the Wi-like interface has several implications to be clarified while Wu-like interface provides the same functionalities without sacrificing the security or adding complexity.
Hence, it is proposed here that all the benefits and the implications of the possible alternatives (e.g. Wu, Wi, etc.) are thoroughly discussed in further defining the architecture and the protocols of SAE work.
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