SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#50
S2-060046
16 - 20 January 2006

Budapest, Hungary

Source:
TeleCommunication Systems, Cingular, LG, Lucent

Title:
North America IMS Emergency Service Solution

Document for:
Discussion and Approval 

Agenda Item:
8.4

Work Item / Release:
IMS Emergency

1.  Introduction

This paper documents the requirements for a system to determine PSAP routing based upon an IMS emergency caller’s location.  This system is in support of Voice over IP-based emergency services in North America.

Companion documents provide high level descriptions of different solutions on the routing aspect using IMS that are possible with the architecture required to support the emergency services. Location aspect is outside the scope of this document.

2.  Scope

There are two aspects to supporting of VoIP-based Emergency Service.  The first aspect, deals primarily with static wireline customers where IP-based systems are currently being deployed today in large numbers, as a replacement for “static” residential wireline phone service, but which are not technically limited to only being used at that same physical location.  The sometimes occasional relocation of an end device constitutes a “nomadic” use case, (e.g. where a home phone may get plugged into hotel room). The second aspect, is that of a fully mobile user. It is this mobile use case, which this paper seeks to address directly, and by doing so, satisfies the requirements for the use of IMS within a static or nomadic mode as well.
3.  U.S. Federal Government Requirements

In the United States, the Federal Communications Commission (FCC) issued a First Report and Order on June 3, 2005 for VoIP 911 Calls. The key requirements are summarized below:

· Interconnected VoIP providers must transmit all 911 calls to a PSAP, (Public Safety Answering Point), the designated statewide default answering point, or appropriate local emergency authority, and to include the following information:



-- caller’s  Callback Number



-- caller’s  Registered Location

· 911 calls must be routed through the use of an ANI (Automatic Number Identifier), or if necessary, a ‘pseudo-ANI’ via the dedicated Wireline E911 Network.  Additionally, (as in Wireline Service), the Registered Location must be made available via the ALI Database interface.

· Interconnected VoIP providers must obtain from each customer, prior to the initiation of service, the physical location at which the service will first be utilized (i.e.. the ‘Registered Location’).

· In addition, Interconnected VoIP providers must provide their end users one or more methods of updating information regarding the user’s physical location.

4.  Meeting the FCC Requirements in IMS

Technically, in order to support VoIP/IMS emergency calls per the FCC requirements, the network needs to support the following functionality:

· The network shall be able to retrieve the caller’s location;

· Due to the fact that there are more than 6134 PSAPs in the United States, it is required to route an emergency call to the PSAP that is associated with the caller’s location, and as default route an emergency call to an Emergency Communication Center (ECC). The network shall be able to determine the local PSAP based on the caller’s location; 

· The network shall be able to pass the emergency caller’s location information to the local PSAP with the caller’s call back number. However, due to the trunk limitation of the existing networks to the non-SIP capable PSAP, the caller’s location cannot be passed to the PSAP “in band” with the call signalling messages, instead, the network shall assign a routable location key (i.e. Emergency Services Query Key, a.k.a. ESQK) to the emergency call, to allow the PSAP to query the network for the caller’s location information; this is the same as the existing wireline and wireless 911 services in North America. Thus, the implementation requires an ESQK management function as per the NENA I2 recommendations. Note that ESQK is a routable number which is used to determine the destination PSAP during the call routing and the destination GMLC when PSAP initiates a location service request, and it is also used as a key by the GMLC to identify the cached location information associated with an emergency call.

· The network shall provide a “fallback” routing to a default answering point given the scenario where the local PSAP can not be determined.

· The network shall provide methods to allow the end users to provision and update their physical locations.

5.  Leveraging existing 3GPP/IMS standards

In the existing 3GPP SA2 TR 23.867 and TS 23.167 documents, the requirements listed in 2nd, 3rd and 4th bullets above have not been specifically addressed. This contribution proposes a technical solution that fulfils the FCC requirements mentioned above, while leveraging a solution that is completely based on the existing standards.

6.  Key Requirements and Assumptions

· The UE will be able to retrieve its location or location code from the serving IP-CAN (e.g. FBI) and pass it as a location object (LO) within the SIP INVITE message. 

· Mutliple PSAPs exist, each responsible for a geographic region and IMS emergency calls have to be routed to the appropriate PSAP based on the location of the emergency call. 

· In some cases, better location accuracy than cell identity is needed for routing to the correct PSAP. It is assumed that for the foreseeable future, the PSAPs will not have IP Internet connectivity supporting SIP signalling, and therefore the MGCF/MGW will remain involved in call signalling via the legacy networks currently in place.

· PSAP selective routing is accomplished through the existing TDM-based Emergency Services Network, reusing the standard NENA/i2 ESQK (Emergency Services Query Key), a type of “pseudo-ANI” data element.

· The delivery of the “registered location” is delivered to the PSAP based on existing standardized query mechanisms, namely ESQK query key data over standard ALI (Automated Location Identifier) interfaces, based on definitions from TR45.2/J-STD-036/E2 (or NENA/i2/V-E2).

· The solution is aligned with NENA’s i2 solution in the specification of ESQKs as selective routing keys, and assumes existing ESQK pools, (by PSAP/ESN), are reused without modification to support IMS emergency calls. 

7. New Functional Entity

Many of the key requirements listed above can not be met with the currently documented architecture. For example, it is not possible to route emergency calls to the appropriate PSAP based on the location of the emergency call while using the currently documented architecture. In order to fulfil these requirements, a new functional entity, E-AS (Emergency Application Server), is introduced into the IMS domain. Its function is described below.

7.1 E-AS

The Emergency Application Server (E-AS) may act as a redirection server or a SIP proxy, and provides the proper PSAP destination address to the E-CSCF for routing the emergency request. E-AS has the necessary functionality to interact with the location entities, e.g. GMLC ref [3GPP TS 23.271] and VPC in ref [NENA/i2], for proper ESQK allocation and management and delivering location information to the PSAP. E-AS needs call termination notification from E-CSCF. This is required to enable ESQK reuse.  This call termination can be obtained two ways: 1) E-AS stays in the signalling call path or 2) E-AS uses SIP SUBSCRBIE/NOTIFY ref [RFC 3265] methods.  .

8.  High level call flow
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Description of the procedure:

1) A UE initiates an emergency call by sending a SIP INVITE message with 911 or other well known emergency number as the dialled number. 

2) If required, E-CSCF may retrieved the UE’s location as currently stated in TS 23.167 section 6.2.2 

3) If required, E-CSCF invokes the E-AS to determine the proper PSAP destination. E-CSCF forwards the SIP INVITE message, including the location information, to the E-AS. E-AS returns the necessary routing information (e.g., ESQK for N. America) to E-CSCF

4) The E-CSCF uses the ESQK to route the emergency session using the routing functionality as defined for S-CSCF in ref [TS 23.228].

9. Conclusion

The current TR 23.867 and TS 23.167 do not support the basic requirements of Voice over IP based emergency services as specified by the Federal Communications Commission (FCC).
This contribution outlined the key technical issues to be resolved for North America VoIP emergency services.
10. Reference

NENA I2 VoIP E911 Service specification can be found at:

http://www.nena.org/9-1-1TechStandards/Standards_PDF/NENA_08-001_V1_12-06-05.pdf
In particular, Section 2.2 provides the overall I2 architecture; Section 2.7 provides call routing scenarios.
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