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Introduction

During the last RAN3 and plenary joint meeting there was discussion on the need for a MME mobility.  This document discusses this topic further and makes recommendations.

Discussion

There are several topics to be considered before deciding on the need for inter-MME and inter-UPE mobility.

A recap of the functional entities and their placement with logical nodes:

The current definition of MME in RAN terminology is the functional entity that holds the subscriber records, including the temporary id and the UE location in Idle.

UPE is the functional entity that initiates the paging of the UE when there is downlink data for UEs in dormant state.


No detailed discussion has taken place on the mobility anchor.  It not clear if the mobility anchor in the figure is part of inter-system mobility anchor or intra-LTE mobility anchor.

It is important to remember that these are just functional entities and their placement in logical nodes is still under discussion.  The inter-system mobility anchor is expected to be a separate logical node.  The location of the intra-LTE mobility anchor has not been discussed yet.  There is wide consensus that LTE will only have two nodes in the user plane (for the non-roaming scenario) and hence it seems likely that the mobility anchor will be collocated with the UPE function in the same logical node.   

The need for inter-MME mobility

It was decided in the joint meeting that all the nodes other than cell-site node will not cause single point of failure and will be based on load-sharing principles.  In other words, there is full connectivity between the cell site nodes and the higher node at least within a “domain”.  These “domains” are administrative regions within which the pool of MME/UPE share the load in the domain.  Thus mobility between the nodes of a “domain” does not result in an inter-MME mobility. 

Even though this discussion is on LTE-Idle, it should be noted that inter-domain mobility can happen in LTE-Idle and connected mode and one can’t just study one case in isolation.  Inter-domain mobility in connected mode will require one of two possibilities:

1) the inter-connect mesh also extends outside the domain.  In this case, even when the UE moves outside the domain, the UE continues to be temporarily anchored in the same MME/UPE entity in connected mode.  The UE may then be moved to another MME/UPE entity when convenient through an detach/re-attach procedure. 

2) There is no inter-connection between cell-site nodes to the higher node outside of its domain.  This will then require an immediate relocation of the MME/UPE entity every time a UE moves between the domains.  Thus it should be possible to relocate the MME/UPE entity quite quickly to meet the inter-cell change timing requirements.
Alternatively, there could be inter-MME legs established for certain periods of time like the Iur in UMTS.  However, the optional Iur interface in UMTS has a significant source of complexity and hopefully, LTE/SAE will not consider such an optional inter-connection possibility.

One of the other the motivation for inter-MME/UPE mobility quoted is for route optimisation.  It is worth remembering that in UMTS today, the user path is always anchored at the GGSN irrespective of the user current location or user mobility.  There are no procedures defined to support GGSN mobility until the user deactivates the PDP context (normally happens only on detach).  If the higher node is a similar anchor for the UE, then this should be treated similar to the GGSN of today and stay anchored for the duration of the PDP context.

In fact the main motivation for inter-MME mobility are likely to be due to other considerations like load distribution, maintenance etc rather than user mobility.  These inter-MME mobility can happen also within a domain.  This will thus always require a form of network initiated re-registration in the new MME/UPE.  Note that this is required to be supported in any case.  Normal registration procedures are sufficient to  support this.

Other open issues

Support of multiple APNs: There is no decision yet on whether SAE should support multiple APNs.  If there is a need to support multiple APNs, then one can expect a one to many relationship between MMEs and UPEs.  This decision will also have a bearing on the need for relocation MME or UPE or both. 

Summary and proposal

While inter-MME mobility is not a significantly complex procedure, one must question whether there is indeed a need for it in a full mesh network that is agreed for LTE/SAE.  Inter-MME mobility procedure in LTE-Idle will then be an optional procedure that is not essential.   Simple Re-attach procedure can be reused here and should be sufficient.  In keeping with the principles of LTE of not having options, there should be a clear motivation before specific inter-MME mobility procedures are agreed.

It is proposed to study the connected mode procedures and have a deeper understanding of the mobility anchor and MME-UPE relationship first before taking a firm decision on the need for a specific inter-MME mobility procedure for LTE-Idle or one can re-use the Attach procedure.

It is also proposed to add the following text to the TR:

FIRST PROPOSED CHANGE

=============================================================

7.7.2.2
Intra LTE- inter-MME change in idle state with re-attach


A MME/UPE may trigger a change of MME/UPE while the UE is in LTE-IDLE state using the Network initiated Re-Attachment procedure described in section 7.13.2.
While performing the Re-attachment procedure, the UE shall establish the same bearers as used before reattach and also enough information may be provided to the network to make sure the same Inter-AS Anchor could be selected as the one which was used before re-attach, if it is necessary for the service continuity.
SECOND PROPOSED CHANGE

============================================================= 

7.13
Key Issue Network Attachment

7.13.1
Description of Network Attachment

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the SAE system is enabled by establishing a basic IP bearer during Network Attachment.

The network keeps UE/user registration information. The UE/user registration information, e.g. the mapping between temporary and permanent user identities and the last registered tracking area, is kept by the network for an (implementation) specific time after the UE/user detached before being deleted to allow for Network Attachment with user identity confidentiality. 

7.13.2
Solution for Key Issue Network Attachment

The following information flow shows the network attachment of a UE. (The dashed entity is involved optionally.)  MME and UPE are shown as combined; though they may be separate (in this case an additional interface must be realized).

The steps shown in the information flow describe individual functional steps. This does not preclude any combining of multiple functional steps into one message or separating one step into a message sequence. The sequence of the steps shown in the information flow may change depending on the solutions for related key issues.


[image: image1]Figure 7.13-1: Network Attachment information flow 

1) The UE discovers the SAE/LTE access system(s) and performs access system and network selection. If network sharing is present, a shared network may be selected. Further details of this process are FFS. 

2) The UE sends an attach request to the MME/UPE, including its old registration information, e.g. temporary identity. If the UE has no old registration information it includes its permanent identity. 

In case of network sharing is applied the attach request includes information for selecting network or MME/UPE.

In case of MME/UPE redundancy the Evolved RAN may select the MME/UPE.

The attach request may include information on  Default IP Access Bearer (e.g. user preferred IP address and APN).

3) If old registration information was sent by the UE the MME/UPE tries to retrieve user information from the old MME/UPE by sending the old registration information.

4) The old MME/UPE sends user information, e.g. the permanent user identity, to the MME/UPE.

5) The user/UE is authenticated in the new MME/UPE. 

6) The MME/UPE registers itself as serving the UE in the HSS.

7) The user/UE information in the old MME/UPE is deleted or the user/UE is marked as not present.

8) The HSS confirms the registration of the new MME/UPE. Subscription data authorising the  Default IP Access Bearer are transferred. Information for policy and charging control of the Default IP Access Bearer is sent to the MME/UPE. 

9) An Inters AS Anchor is selected. The selection mechanism is FFS. The IP address configuration is determined by user preferences received from the UE, by subscription data, or by HPLMN or VPLMN policies.

10) The Inter AS Anchor configures the IP layer with the determined user IP address. The user plane is established and the default policy and charging rules are applied. The user plane establishment is initiated by the UE or by the MME/UPE, which is FFS.

11) The MME/UPE provides  the Evolved RAN with QoS configurations for the Default IP Access Bearer, e.g. the upper limits for transmission data rates. It is FFS whether this provision of QoS configuration requires an additional trigger, e.g. the need to transfer uplink or downlink user data.

12) The MME/UPE accepts the UE’s network attachment and allocates a temporary identity to the UE. Also the determined user IP address is transferred. 

Roaming restrictions are checked and if violated the network attachment is rejected.

13) The UE acknowledges the success of the network attachment.

It shall be possible for a MME/UPE to trigger the UE to reattach (for reasons like load redistribution, attachment to a topologically more optimal MME/UPE due to current user location etc.). In this case, the following procedure would apply:

Figure 7.13-2: Network initiated Re-Attachment information flow
1) The Old MME/UPE requests the UE to re-attach.
2)
The UE discovers the SAE/LTE access system(s) and perform access system and network selection. However, this could be skipped in the case of Re-attachment required to move the UE to a topologically more optimal MME/UPE. 

3)
The UE sends an attach request to the MME/UPE, including its old registration information, e.g. temporary identity. If the UE has no old registration information it includes its permanent identity. 

In case of network sharing is applied the attach request includes information for selecting network or MME/UPE.

The Evolved RAN selects the MME/UPE.

The attach request may include information on Default IP Access Bearer (e.g. user preferred IP address and APN).

4)
If old registration information was sent by the UE the MME/UPE tries to retrieve user information from the old MME/UPE by sending the old registration information.

5)
The old MME/UPE sends user information, e.g. the permanent user identity, to the MME/UPE.

6)
The user/UE is authenticated in the new MME/UPE. 

7)
The MME/UPE registers itself as serving the UE in the HSS.

8)
The user/UE information in the old MME/UPE is deleted or the user/UE is marked as not present.

9)
The HSS confirms the registration of the new MME/UPE. Subscription data authorising the Default IP Access Bearer are transferred. Information for policy and charging control of the Default IP Access Bearer is sent to the MME/UPE. 

10)
An Inters AS Anchor is selected. The selection mechanism is FFS. 


11)
The Inter AS Anchor configures the IP layer with the determined user IP address. The user plane is established and the default policy and charging rules are applied. The user plane establishment is initiated by the UE or by the MME/UPE, which is FFS. 


12)
The MME/UPE provides the Evolved RAN with QoS configurations for the Default IP Access Bearer, e.g. the upper limits for transmission data rates. It is FFS whether this provision of QoS configuration requires an additional trigger, e.g. the need to transfer uplink or downlink user data.

13)
The MME/UPE accepts the UE’s network attachment and allocates a temporary identity to the UE. Also the determined user IP address is transferred. 

Roaming restrictions are checked and if violated the network attachment is rejected.

14)
The UE acknowledges the success of the network attachment.
Note: It is FFS whether the re-attach procedure includes IP address re-allocation and Inter AS Anchor re-selection or whether the UE does not change IP address and Inter AS Anchor during re-attach procedure.
7.13.3
Impact on the baseline CN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.13.4
Impact on the baseline RAN Architecture

Editors Note: It is FFS whether there is any particular impact.

7.13.5
Impact on terminals used in the existing architecture
Editors Note: It is FFS whether there is any particular terminal impact. 
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