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***** First Change *****

5.1.2
Procedures related to Serving‑CSCF assignment

5.1.2.1
Assigning a Serving‑CSCF for a user

When a UE attaches and makes itself available for access to IMS services by explicitly registering in the IMS, a S‑CSCF shall be assigned to serve the UE.

The assignment of an S‑CSCF is performed in the I‑CSCF. The following information is needed in the selection of the S‑CSCF:

1.
Required capabilities for user services
This information is provided by the HSS.

2.
Operator preference on a per-user basis 
This information is provided by the HSS.

3.
Capabilities of individual S‑CSCFs in the home network
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

4.
Topological (i.e. P‑CSCF) information of where the user is located
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. The P‑CSCF name is received in the registration request. The topological information of the P‑CSCF is obtained by the I‑CSCF by methods not standardised in this Release.

5.
Topological information of where the S‑CSCF is located
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

6.
Availability of S‑CSCFs
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

In order to support the S‑CSCF selection described above and to allow the S‑CSCF to perform its tasks, it is required that the following types of information be transferred between the CSCF and the HSS:

1
The Cx reference point shall support the transfer of CSCF-UE security parameters from HSS to CSCF.

-
This allows the CSCF and the UE to communicate in a trusted and secure way (there is no à priori trust relationship between a UE and a CSCF)

-
The security parameters can be for example pre-calculated challenge-response pairs, or keys for an authentication algorithm, etc.

2
The Cx reference point shall support the transfer of service parameters of the subscriber from HSS to CSCF.

-
This may include e.g. service parameters, Application Server address, triggers, information on subscribed media etc. The information on subscribed media is provided in the form of a profile identifier; details of the allowed media parameters associated with the profile identifier are configured in the S‑CSCF.

3
The Cx reference point shall support the transfer of CSCF capability information from HSS to CSCF.

-
This may include e.g. supported service set, protocol version numbers etc.

4
The Cx reference point shall support the transfer of session signalling transport parameters from CSCF to HSS. The HSS stores the signalling transport parameters and they are used for routing mobile terminated sessions to the Serving‑CSCF.

-
The parameters may include e.g. IP-address and port number of CSCF, transport protocol etc.

The information mentioned in items 1 – 4 above shall be transferred before the CSCF is able to serve the mobile user. It shall also be possible to update this information while the CSCF is serving the user, for example if new services are activated for the user.

5.1.2.2
Cancelling the Serving‑CSCF assignment

Cancellation of the assigned Serving CSCF is either:

-
Initiated from the Serving CSCF itself, e.g. due to timeout of the registration

-
Performed as a result of an explicit deactivation/de-registration from the IMS. This is triggered by the UE.

-
Performed due to a request from the HSS over the Cx interface, e.g. due to changes in the subscription.

5.1.2.3
Void



***** Next Change *****

5.2.2
Registration flows

5.2.2.1
Requirements to consider for registration

The additional requirement for the registration information flow for this section is:

1.
A Serving‑CSCF is assigned at registration, this does not preclude additional Serving‑CSCFs or change of CSCF at a later date. Procedures for use of additional CSCFs are not standardised in this release.

5.2.2.2
Assumptions

The following are considered as assumptions for the registration procedures as described in subclause 5.3.2.3:

1.
IP-CAN bearer is already established for signalling and a mechanism exists for the first REGISTER message to be forwarded to the proxy.

2.
The I‑CSCF shall use a mechanism for determining the Serving‑CSCF address based on the required capabilities. The I‑CSCF obtains the name of the S‑CSCF from its role as an S‑CSCF selector (Figure 5.1) for the determination and allocation of the Serving‑CSCF during registration.

3.
The decision for selecting the S‑CSCF for the user in the network is made in the I‑CSCF.

4.
A role of the I‑CSCF is the S‑CSCF selection.

In the information flows described in subclauses 5.2.2.3 and 5.2.2.4, there is a mechanism to resolve a name and address. The text in the information flows indicates when the name-address resolution mechanism is utilised. These flows do not take into account security features such as user authentication. The description of the impact of IMS security features is done in TS 33.203 [19].

5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered
1.
After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned the I‑CSCF shall perform the new S‑CSCF selection function based on the capabilities returned.
If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.

The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF shall store the P‑CSCF Network ID information.

6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS.
7.
The HSS shall store the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S‑CSCF. The S‑CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S‑CSCF.

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.
9.
The S‑CSCF shall return the 200 OK information flow (home network contact information) to the I‑CSCF.

10.
The I‑CSCF shall send information flow 200 OK (home network contact information) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK to the UE.

***** End of Changes *****
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