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1 Introduction

At the last SA2#49 a new key issue was created on Support for Multiple APNs. This contribution discusses the real need for multiple APNs in a SAE network.
2 Discussion

Support for multiple APNs in a SAE network needs to be addressed considering two distinct scenarios:

1. (SAE specific scenario): UE that registers to SAE network and requires simultaneous access to different IP services (e.g.: private corporate access and/or public Internet browsing);
2. (Interworking scenario): Idle or active UE coming from 2G/3G to SAE, maintaining active PS connections to different APNs.
2.1 SAE specific scenario

S2-052517 [1] already questioned whether to adopt in all-IP environment the same approach used in GPRS, where multiple PDP contexts are used to access different services.
Our belief is that in the SAE architecture it is possible to reach different services independently from the point of attachment to the network.

The basic idea behind the proposed solution is that, after establishing the default IP bearer, the user/UE can get access to additional services through one or more anchor points, named Service Anchors, located within the evolved packet core. Each Service Anchor provides the suitable type of IP connectivity (e.g.: public/private IPv4, IPv6) to get access to the services. The bearer service control may be realized by the Service Anchor itself or in a different way (e.g.: using PCRF functionality).
Moreover, in order to let the ongoing PS connections to survive to an access system change (e.g.: due to handover from 2G/3G to SAE and viceversa), the Service Anchor is also in charge of forwarding data to the access system where the UE is currently reachable, acting as a Mobile IPv6 Home Agent.

The Inter-3GPP Mobility Anchor can be regarded as the Service Anchor for the default IP bearer service.
The suitable Service Anchor address to get access to a specific service can be statically configured on the UE or dynamically discovered (e.g. though a DNS Address Resolution [4]).
After selection of these anchor entities, a Mobile IPv6 signalling exchange [2] towards these anchors will take place in order to obtain a specific IP connectivity (v4 and/or v6) to access to an operator defined set of services, which could be either IP access to specific private/public network (e.g.: Corporate, Internet) or Operator Services (e.g.: MMS, etc.).
This concept is illustrated in Figure 1.
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Figure 1: Example of handling multiple IP connectivity services, using Mobile IPv6
At power on, the UE will get an IP address and the default IP connectivity (i.e.: default IP bearer service).
At this point, if the user wants to access an additional service (e.g.: Home Operator Services, Corporate Network Services, etc.), it specifies the name of the service (e.g.: in the form of an APN or of a FQDN of the Service Anchor) to be sent to a DNS Server in order to obtain the IP Address of a Service Anchor (i.e. the Home Agent) that handles that particular service.
At this point, through a Mobile IPv6 signalling exchange, the UE acquires an IP address depending on the particular connectivity/service required (public/private IPv4 address, IPv6 address, etc).
In this document, it is assumed that in order to obtain IPv4 and/or IPv6 connectivity it is only necessary the usage of Mobile IPv6 signalling towards a dual stack Home Agent as specified in [3].
For example, considering the case in which the user want to access services provided in the Home Network (e.g.: MMS), the UE can discover the IP address of a particular Home Agent that provides IP connectivity towards the MMS server.
This Home Agent will remain unchanged even though the UE moves among different SAE MME/UPE.
Of course, depending on operator policies, it is also possible to use the same Service Anchor to access multiple services.

The number of IP addresses (and corresponding Home Agents) owned by the UE depends on the number and on the type of services requested by the user, e.g.: there could be:

· a private IPv4 address (and the related Home Agent) to access a specific Corporate;
· an IPv6 address (and the related Home Agent) to access an Operator server farm;
· etc.
2.2 Interworking scenario

This scenario addresses the case of an idle or active UE coming from 2G/3G to SAE and maintaining active PS connections to different APNs.
The proposed solution is to mandate that when a SAE-capable UE is in 2G/3G network, it establishes default IP bearer service using a single (default) APN, and thus using a single GGSN.

If the UE wants to get access to an additional service, the IP address acquired at PDP context activation is used as a Care-of-Address in a Mobile IPv6 signalling exchange towards a designated Service Anchor, which also assigns a Home Address to the UE.

When the UE moves towards the LTE coverage, it acquires a new IP address in SAE network. This newly acquired address will be subsequently registered as a Care-of-Address, using Mobile IPv6 signalling exchange towards the previously activated Service Anchor.
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Figure 2: Proposed approach for supporting multiple APNs in SAE
2.3 Proposal

It is then proposed to add in the TR the following text:
<< Start of changes >>
7.10
Key issue – Support for Multiple APNs

7.10.1
Description of Key Issue – Support for Multiple APNs

According to 3GPP UMTS standards, the scenario where the UE has several APNs accessed through single or different GGSNs is possible. In the following the term IP Gateway is used to describe the GGSN functionality of interfacing with external networks in a general way.
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Figure 7.10-4: Multi-APN support in 2G/3G access systems

In most of the cases, it will be possible to provide a UE with connectivity to several APNs through a single IP Gateway. 

However, it requires further study whether simultaneous access to several APNs may be required in SAE e.g. for situations where the APNs are specialised per bundle of operator services/connectivity (public Internet access/corporate access e.g. where IPSec tunnelling is provided by the operator between the IP Gateway node and corporate network), or by service type (IMS/Web browsing), or even because one APN supports IPv4 while the other supports IPv6. Further, multiple APNs might be needed for the case that the UE uses different access systems in parallel. As the support of multiple APNs through separate IP Gateway nodes for a UE may have an important impact on the architecture, it is important to determine whether this feature is actually needed in SAE.

Moreover, even if this feature is not required in SAE, a UE with several APNs accessed through different GGSNs in the pre-SAE/LTE access system might need to handover to the SAE access system without releasing any PS session. Or any potential SAE APN rules or limitations have to apply for SAE UEs on pre-SAE/LTE access systems that support handover with SAE system. This could simply be solved by mandating that a SAE-capable UE in 3G always establishes IP bearer services towards an IP Gateway node as it would be able to handle all APNs.

In the case of multiple APNs through separate IP Gateway nodes for a UE, there are two or more IP Gateway nodes providing services for the UE.

Further analysis is needed in this area based on the roaming and non-roaming converged architectures.

7.10.2
Solution for Key Issue Support for Multiple APNs
7.10.2.1
Alternative solution A

According to this solution, in addition to the default IP access service, a SAE-capable UE can get access to additional services using different IP addresses assigned by functional entities named Service Anchors. A Service Anchor is implemented as a Mobile IPv6 Home Agent (HA) and the address assignment is performed using Mobile IPv6 signalling.

Each Service Anchor may provide one or more services, such as MMS or access to private networks (e.g. corporate networks), depending on the user’s request.

The Service Anchor provides the following functionality:

· it assigns to the UE an IP address suitable for accessing the requested service. This IP address can be an IPv6 address or a public (or private) IPv4 address. As an example, in case of corporate access, the IP address allocated by the Service Anchor belongs to the corporate network;

· it is in charge of keeping alive the IP connectivity for ongoing PS sessions in case an handover occurs, for example between 2G/3G and SAE. For that purpose, the Service Anchor acts as Mobile IPv6 Home Agent, with the IP address allocated to the UE being the Home Address.
To some extent, the Inter-3GPP Mobility Anchor defined in section 4.2 of the TR can be regarded as the Service Anchor for the default IP access service.

The Figure 7.10-5 illustrates the solution.
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Figure 7.10-5: Support of multiple APNs in SAE

When the UE moves from LTE to 2G/3G coverage, it continues to get access to the services previously established using the same Service Anchors. In order to do that, it establishes a default PDP Context in the 2G/3G network, acquiring an IP address. This newly acquired IP address is subsequently registered as a Care-of-Address, using Mobile IPv6, to each Service Anchor with which the UE was registered when connected with the 2G/3G network. In case the 2G/3G network provides only IPv4 connectivity, Mobile IPv6 is still used exploiting the extensions specified in [3].

The resulting architecture is shown in Figure 7.10-6.
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Figure 7.10-6: Alternative solution A for supporting multiple APN

Further enhancements to this solution to reduce the amount of signaling over the air interface are FFS. A possible approach may be the usage of Proxy MIP.

An example of the message flow in case of handover from 2G/3G to SAE is illustrated in Figure 7.10-7:
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Figure 7.10-7: Message Flow for alternative solution A. Handover from 2G/3G to SAE

In the following it is described an example of the related message flow:

1. The UE establishes an IP Bearer (PDP Context) towards a 2G/3G MME/UPE (SGSN/GGSN) using a default APN. During this phase, the UE acquires an IP address.

2. The UE may discover the IP address of the Inter 3GPP Mobility Anchor that is supposed to be a dual stack Home Agent.

3. The UE starts Mobile IPv6 signalling in order to acquire a suitable Home Address from the Inter 3GPP Mobility Anchor [4] and to register the IP address acquired during PDP Context Activation as the UE Care-of-address.
4. In order to access additional service(s) that cannot be provided by the default APN, the UE may discover a suitable Service Anchor. Possible mechanisms include static configuration on the UE or dynamic discovery via DNS Service Resource Record [4].
5. The UE obtains a new Home Address from the selected Service Anchor and registers the IP address acquired during PDP Context Activation as Care-of Address.
Step 4 and 5 could be not necessary if the UE does not need to access services other than Default IP connectivity.

6. When an Handover occurs, the UE executes the necessary steps to move from a 2G/3G MME/UPE to a SAE UPE in order to re-establish the layer 2 path.
7. The UE obtains a new IP address in the SAE network.
8. The UE registers this IP address as the new Care-of Address with the Inter-3GPP mobility Anchor.
9.
In case the UE has any active service through one or more Service Anchors, the UE repeats step (8) registering the new Care-of-address acquired in the SAE with the Service Anchors.

<< End of changes >>
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