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Start of 1st modified section

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 21.905 [2] and in TS 32.251 [7] and the following apply:

Charging key: information used by the online and offline charging system for rating purposes.

Charging rule: a set of information including the service data flow filters, and the charging key, for a single service data flow (further details can be found in 5.2).

Dynamic charging rule: Charging rule where some of the data within the charging rule (e.g. service data flow filter information) is assigned via real-time analysis, which may use dynamic application derived criteria.

FBC Policy Functions: The charging rules may be configured in such a way to allow FBC for a certain usage that allows/disallows traffic to pass through the TPF (further details can be found in 5.8).

IP network connection: The unique UE association with an IP network (for GPRS, APN) and the allocated IP address at the TPF.

Packet flow: a specific user data flow carried through the TPF. A packet flow can be an IP flow.

Predefined charging rule: A charging rule which is predefined in the TPF. A predefined charging rule is either applicable for all bearers of all users or dynamically activated for an individual bearer.

Service identifier: An identifier for a service. The service identifier may designate an end user service, a part of an end user service or an arbitrarily formed group thereof. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow. A concrete instance of a service may only be identified if additional AF information is available (further details to be found in 5.4).
Service data flow: aggregate set of packet flows. In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

Service Data Flow Filter: a set of filter parameters used to identify one or more of the packet flows constituting a service data flow. At least the following means for the packet flow identification shall be supported: source and destination IP address+port, transport protocol, or application protocol.
TPF/CRF dialogue: A dialogue, between a TPF and a CRF, with a unique identity, There is one TPF/CRF dialogue per user and IP network connection.
End of 1st modified section

Start of 2nd modified section

5.3
Service data flow detection and counting

This section refers to the detection process that identifies and counts the packets of each service data flow that requires different FBC treatment, e.g. they are to be charged individually (e.g. at different rates). Separate treatment is possible when the resulting charging key values are different.

-
Service data flow filters are unidirectional, so that independent detection and counting can be applied for downlink and uplink.

NOTE:
A charging rule may include service data flow filters for one direction, or for both directions.

-
Service data flow filters identifying the service data flow may be more or less detailed:

-
Filters based on the IP 5 tuple (source IP address, destination IP address, source port number, destination port number, protocol ID of the protocol above IP). Port numbers and protocol ID may be wildcarded. IP addresses may be wildcarded or masked by a prefix mask.

-
Predefined filters may extend the packet inspection beyond the IP 5 tuple and look further into the packet, or define other operations (e.g. maintaining state). Such filters may be predefined in the TPF and activated by the CRF using standardised means. Such filters may be used to support filtering with respect to a service data flow based on the transport and application protocols used above IP. This shall be possible for HTTP and WAP. This includes the ability to differentiate between TCP, Wireless-TCP according to WAP 2.0, WDP, etc, in addition to differentiation at the application level. Filtering for further application protocols and services may also be supported.

-
In the case of GPRS, the TPF supports simultaneous and independent service data flow detection on each individual active PDP context.

-
The TPF shall discard a packet in case there is no installed and matching service data flow filter for that particular bearer (PDP context in the case of GPRS). To avoid the TPF discarding packets due to no matching service data flow filter, the operator may define generic charging rules (with wild-carded service data flow filters) to allow for default charging for the packets that don't match any service data flow filter of the other charging rules.

-
The service data flow detection and counting are functions in the TPF (the GGSN in the case of GPRS).

-
The TPF shall maintain a counter per bearer (for GPRS, PDP context) and Charging Key and per Service identifier if Service identifier level reporting is required.
-
The TPF shall maintain a counter per bearer (for GPRS, PDP context) and Charging Key and per Service identifier and per AF record information for charging rules with AF record information.
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Figure 5.1: Relationship of service data flow, packet flow and service data flow filter
End of 2nd modified section

Start of 3rd modified section

5.4
Reporting

Reporting refers to the differentiated charging information being reported to the online or offline charging functions. Note that reporting usage to the online charging function is distinct from requesting quotas for online credit control. Hence multiple charging rules may share the same charging key for which one quota is assigned whereas reporting may be at higher granularity if serviced identifier level reporting is used.

-
The TPF shall report bearer charging information for online charging;

-
The TPF shall report bearer charging information for offline charging;

-
Charging information is reported based on the result from the service data flow detection and counting process and in the case of GPRS reporting occurs as specified in TS 32.251 [7] (per PDP context);

-
The TPF shall report triggered Events of an existing charging rule for both offline and online charging;

-
The TPF shall report triggered re-authorisation of existing charging keys for online charging;

-
The TPF shall report charging information for each bearer and charging key value;

-
The TPF shall report charging information for each charging key/service identifier;

-
For reporting purposes a) the charging key value identifies a service data flow if the charging key value is unique for that particular service data flow and b) if the service identifier level reporting is present then the service identifier value of the charging rule together with the charging key identify the service data flow.

-
The TPF shall report charging information for each combination of charging key/service identifier/AF record information for charging rules with AF record information;
-
A report may contain multiple containers, each container associated with a charging key/service identifier/AF record information;

-
It shall be possible to associate per PDP context charging information with the corresponding service data flow based charging information.
End of 3rd modified section
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