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Introduction

It is proposed to clarify the Key Issue “Support of Multiple APNs” as the intent to enable concurrent connectivity with multiple Packet Data Networks (PDNs) /Services (according to TS 23.003) or with different administrative operator, private or corporate network domains. Multiple APNs are one solution for this key issue. Most interesting seems the separation of user data traffic into different administrative domains (PDNs). The PCC and its evolution provide already means to separate user data traffic depending on services within an administrative domain (PDN).

This paper proposes a figure showing this intent for the key issue description. And this paper proposes three alternative solutions for the key issue.

Proposed Addition 1
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Figure 7.10-a: Concurrent connectivity with multiple PDNs

Proposed Addition 2

7.10.2
Solution A for Key Issue Support for Concurrent PDNs

7.10.2.1
Description 

This Solution has per UE only one Inter AS Anchor that provides all connectivity for the UE

The UE needs one IP address for IPv4 and one IP address for IPv6.  A single Inter AS Anchor provides all PDN and Services connectivity for a UE.  One APN is sufficient to describe a specific set of connectivity. Policies related to the APN enable the Inter AS Anchor to separate user data traffic into concurrent PDNs and Services. Depending on these policies the Inter AS Anchor transfers the user data traffic into the operator backbone  or tunnels it to the corporate/private PDN. Similarly, IPv6 user data traffic may be tunnelled in case the Inter AS Anchor has no IPv6 operator backbone connectivity. Separation between operator and corporate PDN traffic may be performed by PCC functionality.

This solution enables a combined MME/UPE/Anchor entity with only one IP address per type (v4 or V6) and one APN related context for the UE. The user data traffic separation is performed in the network only. It is fully transparent for the UE. The UE needs no control or configuration for concurrent PDN or Service connectivity and one APN with related policies is sufficient to describe user data traffic separation within the network. All configuration, management and traffic separation is performed in the network. A dual stack UE requires one Default IP bearer per IP address type or the default IP bearer has one IPv4 and one IPv6 address. 

This solution enables a combined MME/UPE/Anchor entity as every such entity can support any PDN/Service by policy and tunnelling functionality. For roaming with “home-GGSN” S5 may be used in case entities are separated into MME/UPE and Inter AS Anchor. Or, the traffic may be tunnelled from a combined MME/UPE/Inter AS Anchor to a similar network entity in the HPLMN.
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Figure 7.10-b: One Inter AS Anchor provides all connectivity for the UE

7.10.2.2
Impact on the baseline CN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.2.3
Impact on the baseline RAN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.2.4
Impact on terminals used in the existing architecture
Editors Note: It is FFS whether there is any particular terminal impact.

7.10.3
Solution B for Key Issue Support for Concurrent PDNs

7.10.3.1
Description 

This solution uses one MME/UPE per UE and one Inter AS Anchor for each connectivity required for the UE.

The UE needs one IP address per connectivity and one APN identifying each connectivity. The UE has to support multiple IP addresses and related configuration for support of concurrent PDNs. The UE needs to activate the proper connectivity and has to route traffic from its applications to the appropriate connectivity, which is comparable to the use of concurrent APNs in UMTS. The UE transfers the traffic for concurrent PDNs on different bearers. The MME/UPE routes the traffic from the UE to an Inter AS Anchor depending on the bearer used by the UE. The solution requires multiple UE contexts in UE and network. In addition an Inter AS Anchor needs to tunnel the traffic to the corporate/private PDN and also to the IPv6 domain in case the Inter AS Anchor has no IPv6 operator backbone connectivity.

This solution uses separated MME/UPE and Inter AS Anchor. Tunnelling is assumed between Inter AS Anchor and PDN as other wise the corporate/private PDN would need to operate an Inter AS Anchor with S5 as interface over PDN borders.

For roaming with “home-GGSN” S5 may be used.
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Figure 7.10-c: One MME/UPE per UE and one Inter AS Anchor for each connectivity of the UE

7.10.3.2
Impact on the baseline CN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.3.3
Impact on the baseline RAN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.3.4
Impact on terminals used in the existing architecture
Editors Note: It is FFS whether there is any particular terminal impact.
7.10.4
Solution C for Key Issue Support for Concurrent PDNs

7.10.4.1
Description 

This solution uses one MME per UE and one UPE/Inter AS Anchor for each connectivity required for the UE.

UE needs one IP address per connectivity and one APN identifying each connectivity. The UE has to support multiple IP addresses and related configuration. The UE needs to activate the proper connectivity and has to route traffic from its applications to the appropriate connectivity, which is comparable to the use of concurrent APNs in UMTS. The UE transfers the traffic for concurrent PDNs on different bearers, which end at the related Inter AS Anchor. The solution requires multiple UE contexts in UE and network. In addition the Inter AS Anchor needs to tunnel the traffic to the corporate/private PDN and also to the IPv6 domain in case the Inter AS Anchor has no IPv6 operator backbone connectivity.

This solution uses separated MME and UPE/Inter AS Anchor. Tunnelling is assumed between Inter AS Anchor and corporate/private PDN as other wise the corporate/private PDN would need to operate an UPE/Inter AS Anchor with S1 and S5 as interface over PDN borders.

For roaming with “home-GGSN” the traffic is preferably tunnelled from one UPE/Inter AS Anchor in the VPLMN to a similar network entity in the HPLMN. Alternatively, Inter AS Anchor and UPE may be separated for “home-GGSN” roaming scenarios, which would results in different functional grouping for roaming and non-roaming.

Encryption is distributed on MME and multiple UPE/Inter AS Anchors.


[image: image4.emf] 

corporate/private   PDN  

IPv4 Op. Serv.    (IMS, PSS, e tc)  

IPv6 Op. Serv.    (IMS, PSS, e tc)  

Rx+  

(tunnelled) Gi  

Gi  

(tunnelled) Gi  

Inter AS  A. / UPE    

Inter AS  A. / UPE    

Inter AS  A. / UPE  

S7  

S5  

S2    connects with all Inter   AS Anchors  

S2  

S4    to all Anchors  

MME  

S1  

Evolved  RAN  

GERAN  

UTRAN  

GPRS Core  

Gb  

Iu  

S3  

PCRF  

* Color coding:   red  indicates new functional element / interface  

non 3GPP   IP Access  

WLAN   3GPP IP Access  


Figure 7.10-d One MME per UE and one UPE/Inter AS Anchor for each connectivity of the UE

7.10.4.2
Impact on the baseline CN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.4.3
Impact on the baseline RAN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.4.4
Impact on terminals used in the existing architecture
Editors Note: It is FFS whether there is any particular terminal impact.
7.10.5
Comparison of Alternative Solutions

Alternative solution A enables a combined MME/UPE/Anchor entity with only one IP address per type (v4 or V6) and one APN related context for the UE. The user data traffic separation is performed in the network only. It is fully transparent for the UE. The UE needs no control or configuration for concurrent PDN or Service connectivity and one APN with related policies is sufficient to describe user data traffic separation within the network. All configuration, management and traffic separation is performed in the network. The interconnection by private/corporate PDNs may be done by standard IP means.

The usage of one IP address (one v4 and one v6) as with alternative A seems to be advantageous for mobility with non-3GPP access systems. Such systems are assumed to have no support for concurrent connectivity with multiple PDNs. Such functionality would have to be implemented on the UE and could become transparent for the network, which would complicate PCC. 

Further considerations on PCC are required to determine the impact from distributing policy control for a single UE onto multiple network entities.

Alternative solutions B and C perform user data traffic separation already in the UE by means comparable to multiple PDP contexts for different APNs. For concurrent PDNs/Services the UE needs to know about user data traffic separation, i.e. about different APNs and the related filter rules like addresses or QoS or combinations. The UE needs configuration for this and mechanisms to activate concurrent. An IP bearer is required per APN. Although some separation/policing are already performed the network has also to perform APN based policy control to verify whether the UE obeys the rules. A drawback of alternatives B and C is the use of multiple encryption entities in multiple network entities for the support of concurrent PDN connectivity.

Alternative B may take advantage from a separation into MME/UPE and Inter AS Anchor. Inter AS Anchors may be centralised or located at the border to the private/corporate PDN, which may limit the number of such Inter AS Anchors. The MME/UPE may be located close to the RAN, which avoids that mobility management (every NodeB change) propagates throughout the PLMN. Signalling throughout the whole PLMN would happen if the MME/UPE is centralised together with Inter AS Anchors. This separation into MME/UPE and Inter AS Anchor seem to have no advantages for interconnection with private/corporate PDNs as it seems to require 3GPP protocols between PLMN and private/corporate PDN when the Inter AS Anchor is located in the private/corporate PDN.

Alternative C may take advantage from a separation into MME and UPE/Inter AS Anchor. The MME may be located close to the RAN, which avoids that mobility management control propagates throughout the PLMN. Inter AS Anchors may be centralised or located at the border to the private/corporate PDN. However any change in the user plane, i.e. any NodeB change, propagates throughout the PLMN. This separation into MME and UPE/Inter AS Anchor seem to have no advantages for interconnection with private/corporate PDNs as it seems to require 3GPP protocols between PLMN and private/corporate PDN when the Inter AS Anchor is located in the private/corporate PDN.
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