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Introduction

This paper proposes to authorize the Allocation/Retention Priority (ARP) in the policy and charging control so that this UMTS QoS attribute can also be changed dynamically according to the network status.

Discussion

In the description of the TS 23.107, the ARP attribute is a subscription attribute specifying the importance compared to other UMTS bearers for allocation and retention of the UMTS bearer which is not negotiated from the mobile terminal. So it is a static attribute which will not be changed unless the subscription information has been updated.
While in some cases, the ARP attribute needs to be changed according to the current network status. For example, the customer has been upgraded from a silver category to a gold category because of the increasing scores got from the operator so that this customer’s IP-CAN bearer may need to be treated with a higher ARP value as a bonus from the operator. At the same time, the ARP attribute in the subscription information may not be updated as well. So, it needs the PCRF to send the updated ARP attribute to the PCEF for guiding the related IP-CAN bearer operation.
As well as the QoS class attribute and the data rates attribute, the ARP attribute should be sent through the Gx+ reference point as part of the authorised QoS which is determined considering both the service information and the subscriber’s information, e.g. the subscriber’s category defined by the operator. Then, the relevant network elements can use this attribute when performing admission control in the IP-CAN.
Proposal

The following changes are proposed to TS 23.203.
**** Start of changes ****

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

authorised QoS: The maximum QoS that is authorised for a service data flow. In case of an aggregation of multiple service data flows within one IP-CAN bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual service data flows is the "Authorised QoS" for the IP-CAN bearer. It contains the QoS class, the data rate and the Allocation/Retention Priority.

binding: The association between a service data flow and the IP-CAN bearer (for GPRS the PDP context) transporting that service data flow.

binding mechanism: The method for creating, modifying and deleting bindings.
charging key: information used by the online and offline charging system for rating purposes.
gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. 

IP-CAN bearer: An IP transmission path of defined capacity, delay and bit error rate, etc. See TS 21.905 [8] for the definition of bearer.
IP-CAN session: The association between a UE and an IP network (for GPRS, APN) and the allocated UE IP address. An IP-CAN session incorporates one or more IP-CAN bearers. An IP-CAN session is established when the first IP-CAN bearer for a UE IP address is established. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific, see Annex A. The IP-CAN session is terminated when the last IP-CAN bearer for the associated UE IP address is terminated.
packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow. 

PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control. 

service data flow: An aggregate set of packet flows. 

service data flow filter: A set of IP header parameter values/ranges used to identify one or more of the packet flows constituting a service data flow. A service data flow filter of a PCC rule that is predefined in the GW may use parameters that extend the packet inspection beyond the IP 5 tuple.

service data flow template: The set of service data flow filters in a PCC rule, required for defining a service data flow.

service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow.

session based service: An end user service requiring application level signalling, which is separated from service rendering.

PCC decision: A decision consists of PCC rules and IP-CAN bearer attributes, which is provided by the PCRF to the PCEF for policy and charging control.
**** End of changes ****
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