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BEGIN OF 1st CHANGE
4a.7.6
Breakout Gateway Control Function (BGCF)

The Breakout Gateway control function (BGCF) selects the network in which PSTN breakout is to occur and - within the network where the breakout is to occur - selects the MGCF.

4a.7.7
Application Server (AS)

An Application Server (AS) i.e., SIP Application Server, OSA Application Server, or CAMEL IM-SSF, offers value added IM services and resides either in the user's home network or in a third party location. The third party could be a network or simply a stand-alone AS.

NOTE:
The OSA Application Server does not directly interact with the IMS network entities but through the OSA Service Capability Servers (OSA SCS-s). Further information on OSA is provided in TS 22.127 [4].

The AS (SIP Application Server and/or the OSA Service Capability Server and/or IM-SSF) can communicate with the HSS. The Sh and Si interfaces are used for this purpose.

The Serving-CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:

-
Serving-CSCF to an AS in Home Network.

-
Serving-CSCF to an AS in a trusted External Network (e.g., Third Party or Visited). The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM Subsystem. The OSA framework provides a standardized way for third party access to the IM Subsystem.

The Interrogating-CSCF to AS interface is used to forward SIP requests destined to a Public Service Identity hosted by the AS directly to that AS.

An Application Server may influence and impact the SIP session on behalf of the services supported by the operator's network. An AS may host and execute services.
4a.7.8
IMS Application Level Gateway (IMS ALG)

An IMS ALG provides application specific functions at the SIP/SDP protocol layer in order to perform interconnection between two operator domains. It enables communication between IPv6 and IPv4 SIP applications. Details are described in TS 23.228 [34].

4a.7.9
Transition Gateway (TrGW)

A TrGW is located within the media path and controlled by an IMS ALG. It provides functions like network address/port translation and IPv4/IPv6 protocol translation. Details are described in TS 23.228 [34].
4a.7.10
Transit Routing Control Function (TRCF)
A TRCF determines whether a session request coming from the PSTN or another SIP network has to be terminated in the IMS network where the TRCF is located or has to be routed further on to the PSTN or another SIP network. Details are described in TS 23.228 [34].
4a.8
Signalling Gateway Function (SGW)

The SGW performs the signalling conversion (both ways) at transport level between the SS7 based transport of signaling used in pre-Rel 4 networks, and the IP based transport of signalling possibly used in post-R99 networks (i.e. between Sigtran SCTP/IP and SS7 MTP). The SGW does not interpret the application layer (e.g. MAP, CAP, BICC, ISUP) messages but may have to interpret the underlying SCCP or SCTP layer to ensure proper routing of the signaling.
END OF 1st CHANGE
BEGIN OF 2nd CHANGE
5.5
Configuration of IM CN Subsystem entities

The configuration of IM CN Subsystem entities is presented in figure 6. In the figure, all the functions are considered implemented in different logical nodes. If two logical nodes are implemented in the same physical equipment, the relevant interfaces may become internal to that equipment.

Only the interfaces specifically linked to the IM subsystem are shown, i.e. all the SGSN, GGSN and HSS interfaces depicted in figure 1 are still supported by these entities even if not shown.
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Legend:

Bold lines:
interfaces supporting user traffic;

Dashed lines:
interfaces supporting only signalling.

Figure 6: Configuration of IM Subsystem entities

The figure below depicts an overall view of the functional architecture for services.
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Figure 6a: Functional architecture for the provision of service in the IMS

The purpose of the IM SSF is to host the CAMEL network features (i.e. trigger detection points, CAMEL Service Switching Finite State Machine, etc) and to interwork with CAP.

The IM SSF and the CAP interface support legacy services only.

The application server may contain "service capability interaction manager" (SCIM) functionality and other application servers. The SCIM functionality is an application which performs the role of interaction management. The internal components are represented by the "dotted boxes" inside the SIP application server. The internal structure of the application server is outside the standards. The Sh interface shall have sufficient functionality to enable this scenario.

The figure below depicts an overall view of the functional architecture for enabling the management of the user's service related information via the Ut interface.
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Figure 6b: Functional architecture for the management of the user's service related information

The figure below depicts an overall view of the functional architecture for routing SIP requests between I-CSCF and Application Server.
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Figure 6c: Functional architecture for the routing of SIP requests between I-CSCF and AS
The figure below depicts an overall view of the functional architecture of a Transit IMS network. Besides the normal IMS routing functionality, such a network is able to route requests coming from the PSTN or another SIP network further on to the PSTN or another SIP network.
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Figure 6d: Functional architecture of a Transit IMS network
5.6
Configuration of Signalling Gateway Function

The Signalling gateway function is used to interconnect different signalling networks i.e. SCTP/IP based signalling networks and SS7 signalling networks. The application layer (e.g. ISUP, BICC, MAP or CAP) is not affected. The signalling gateway function may be implemented as a stand alone entity or inside another entity.


[image: image6.wmf]SGW

SCTP/IP

MTP

IP

Signalling

transport

NW

SS7

Signalling

transport

NW


Figure 7: Configuration of a signalling gateway function

NOTE:
SS7 application transport and SCTP/IP adaption protocols are not shown.
END OF 2nd CHANGE
BEGIN OF 3rd CHANGE
6a.7.2
Reference Point CSCF – UE (Gm Reference Point)

The Gm reference point supports the communication between UE and IM CN subsystem, e.g. related to registration and session control.

The protocol used for the Gm reference point is SIP (as defined by RFC 3261 [61], other relevant RFC's, and additional enhancements introduced to support 3GPP´s needs).

6a.7.3
Reference Point MGCF – IMS-MGW (Mn Reference Point)

The Mn reference point describes the interfaces between the MGCF and IMS-MGW in the IMS. It has the following properties:

-
full compliance with the H.248 standard functions for IMS – PSTN/PLMN interworking.-
flexible connection handling which allows support of different call models and different media processing purposes not restricted to H.323 [54] usage.

-
open architecture where extensions/Packages definition work on the interface may be carried out.

-
dynamic sharing of IMS-MGW physical node resources. A physical IMS-MGW can be partitioned into logically separate virtual MGWs/domains consisting of a set of statically allocated Terminations.

-
dynamic sharing of transmission resources between the domains as the IMS- MGW controls bearers and manage resources according to the H.248 [52] protocols and functions for IMS.

6a.7.4
Reference Point MGCF – CSCF/TRCF (Mg Reference Point)

The Mg reference point allows the MGCF to forward incoming session signalling (from the PSTN) to the CSCF or TRCF for the purpose of interworking with PSTN networks.

The protocol used for the Mg reference point is SIP (as defined by RFC 3261 [61], other relevant RFC's, and additional enhancements introduced to support 3GPP´s needs).

6a.7.5
(void)
6a.7.6
Reference Point CSCF - MRFC (Mr Reference Point)

The Mr reference point allows interaction between an S-CSCF and an MRFC.

The protocol used for the Mr reference point is SIP (as defined by RFC 3261 [61], other relevant RFC's, and additional enhancements introduced to support 3GPP´s needs).

6a.7.6a
Reference Point MRFC – MRFP (Mp Reference Point)

The Mp reference point allows an MRFC to control media stream resources provided by an MRF.

The Mp reference point has the following properties:

-
Full compliance with the H.248 [52] standard.

-
Open architecture where extensions (packages) definition work on the interface may be carried out.

6a.7.7
Reference Point CSCF/TRCF – CSCF (Mw Reference Point)

The Mw reference point allows the communication and forwarding of signalling messaging between CSCFs or between TRCF and Interrogating CSCF, e.g. during registration and session control.

6a.7.8
(void)

6a.7.9
(void)
6a.7.10
Reference Point CSCF/TRCF – BGCF (Mi reference point)

This reference point allows the Serving CSCF or TRCF to forward the session signalling to the Breakout Gateway Control Function for the purpose of interworking to the PSTN networks.

The Mi reference point is based on external specifications i.e. SIP [61].

6a.7.11
Reference Point BGCF – MGCF (Mj reference point)

This reference point allows the Breakout Gateway Control Function to forward the session signalling to the Media Gateway Control Function for the purpose of interworking to the PSTN networks.

The Mj reference point is based on external specifications i.e. SIP [61].

6a.7.12
Reference Point BGCF/IMS ALG – BGCF (Mk reference point)

This reference point allows the Breakout Gateway Control Function/IMS ALG to forward the session signalling to another Breakout Gateway Control Function.

The Mk reference point is based on external specifications i.e. SIP [61].

6a.7.13
Reference Point CSCF- SLF (Dx Reference Point)

This interface between CSCF and SLF is used to retrieve the address of the HSS which holds the subscription for a given user.

This interface is not required in a single HSS environment. An example for a single HSS environment is a server farm architecture.

Details are described in TS 23.228 [34], subclause 5.8.1.

6a.7.14
Reference Point to IPv6 network services (Mb reference point)

Via the Mb reference point IPv6 network services are accessed. These IPv6 network services are used for user data transport. Note, that GPRS provides IPv6 network services to the UE, i.e. the GPRS Gi reference point and the IMS Mb reference point may be the same.

6a.7.15
Reference Point S-CSCF – AS (ISC Reference Point)

This interface between Serving CSCF and the Application Servers (i.e., SIP Application Server, OSA Service Capability Server, or CAMEL IM-SSF) is used to provide services for the IMS.

Details are described in TS 23.228 [34], subclause 4.2.4.

6a.7.16
Reference Point HSS – SIP AS or OSA SCS (Sh Reference Point)

The Application Server (SIP Application Server and/or the OSA Service Capability Server) may communicate to the HSS. The Sh interface is used for this purpose. Details are described in TS 23.228 [34], subclause 4.2.4.

6a.7.17
Reference Point HSS – CAMEL IM-SSF (Si Reference Point)

The CAMEL Application Server (IM-SSF) may communicate to the HSS. The Si interface is used for this purpose. Details are described in TS 23.228 [34], subclause 4.2.4.
6a.7.18
Reference Point UE – AS (Ut Reference Point)

The Ut interface resides between the UE and the SIP Application Server.
The Ut interface enables the user to manage information related to his services. Such as creation and assignment of Public Service Identities, management of authorization policies that are used e.g. by Presence service, conference policy management, etc.

The AS may need to exhibit security related functions for the Ut interface, the details of these security functions are described in TS 33.222 [72].

For the protocol at the Ut reference point HTTP shall be supported.

6a.7.19
Reference Point AS- SLF (Dh Reference Point)

This interface between AS and SLF is used to retrieve the address of the HSS which holds the subscription for a given user.

This interface is not required in a single HSS environment. An example for a single HSS environment is a server farm architecture.

Details are described in TS 23.228 [34], subclause 5.8.1.
6a.7.20
Reference Point CSCF/BGCF/TRCF - IMS ALG (Mx Reference Point)

The Mx reference point allows the communication and forwarding of signalling messages between a CSCF/BGCF/TRCF and an IMS ALG, e.g. during session establishment.

6a.7.21
Reference Point IMS ALG - TrGW (Ix Reference Point)

This interface is used by the IMS ALG to control the TrGW, e.g. to request network address translation binding.

6a.7.22
Reference Point I-CSCF – AS (Ma Reference Point)

This interface between Interrogating-CSCF and the Application Servers (i.e. SIP Application Server, OSA Service Capability Server, or CAMEL IM-SSF) is used to forward SIP requests destined to a Public Service Identity hosted by an Application Server directly to the Application Server.

Details are described in TS 23.228 [34], subclause 5.4.12.

END OF 3rd CHANGE
BEGIN OF 4th CHANGE
7.3
Reference point GMLC - external LCS Client (Le reference point)

At this reference point external LCS Clients request services from the PLMN.

7.4
Reference Point CSCF/IMS ALG/TRCF – Multimedia IP networks (Mm Reference Point)

This is an IP interface between CSCF/IMS ALG/TRCF and IP networks. This interface is used, for example, to receive a session request from another SIP server or terminal. Detailed specifications of the Mm reference point are not provided in this release of specifications.
7.5
(void)
END OF 4th CHANGE
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