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1
Introduction

The key issue Support for Multiple APNs was created at the SA2 Yokosuka meeting. Since then, there has been active offline discussion between several SA 2 participants, unfortunately, consensus does not seem to have been reached. 

As a consequence, this document attempts to describe some of the use cases for "multiple APNs". Hopefully this helps to clarify the requirements and/or to lead to a request to SA 1 to clarify and/or revise the requirements.

2
Discussion

The existing 3GPP system supports simultaneous access to multiple "APNs" with these access points (potentially) being located on physically separate GGSNs.

Hence, one starting assumption for LTE/SAE is that SAE should also support simultaneous access to multiple packet data networks via physically diverse 'gateways'.

A potentially conflicting desire is that the SAE system should be significantly simpler than the existing 3GPP packet access. One way to simplify the system might be to only have "a single APN".

However, if the 3GPP system's capabilities are reduced when we move to SAE, the change in capability, and its impacts, need to be understood by operators at an early phase of the SAE development. 

3
Use Cases

3.1
Diverse routeing of IPv4 and IPv6

Unless UEs always only support IPv4, there are likely to be many mobiles that are simultaneously using both IPv4 and IPv6.

Operators would like the freedom to have clusters of IPv4 and IPv6 servers in different locations, and, to provide "reasonably-optimal routeing" from the BTS sites to the servers.

Having physically separate UPEs/GGSNs for IPv4 and IPv6 traffic could provide this when the UPEs are located at the server sites.

3.2
"wireless corporate site" plus IMS based telecommunications

A corporate customer may wish to have some/all of their employees using the LTE system for their "corporate LAN" access, and, at the same time wish them to use their UE for "phone calls".

From the PLMN operator perspective, it will be unnecessarily expensive to "trombone" all the user plane LAN traffic from the corporate (via leased lines), to a Gateway (UPE/GGSN) within the PLMN and (via 'last mile' links) back to BTSs within/near the corporate's premises.

Conversely, the operator will probably desire the "GGSN" for the IMS system to be within their trust domain so that charging, LI etc can be performed securely. 

Can this be solved without multiple UPEs per MME (cf multiple APNs)?

3.3
OMA Device Management while using secure VPN to a corporate

Corporate customers frequently use VPNs to provide secure access to their LANs for their employees who are working remotely away from the corporate site. 

While the VPN is in use, how does the HPLMN operator perform OMA Device Management to the UE? 

Use of separate GGSNs for the VPN and Device Management would appear to solve this.

3.4
Other use cases

Are there other significant use cases that should be added?

4
Proposal

It is proposed that:

a) if they exist, additional use cases are identified and documented;

b) this list of use cases is added to TR 23.882 as part of the text on key issue relating to "multiple APNs" (and possibly relating to MME/UPE separation).
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