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Introduction

The current version of TS 23.203 supports PCRF selection by the PCEF based primarily on PDN or APN identity, with UE or subscription identity as a secondary option. This contribution proposes more flexible selection criteria.
Discussion
In order to provide optimised policy and charging control over multiple accesses types, with support for inter-access mobility, it will be important to ensure that the same PCRF can identified by each participating Gateway (e.g. GGSN or PDG) where Gateway functionality is implemented separately for each IP-CAN. 
This may not be optimal based only on the identity of the packet data network connected to, since in effect this might result in only one PCRF being defined for all subscribers. It should therefore be possible to define additional criteria such as UE identity or subscription identity that allows an optimised selection of PCRF but still ensures that a single PCRF is able to support multi access usage by a specific UE. (It should nonetheless be recognised that the subscription identity may vary between the various access types and may need to be mapped).   

Furthermore, it is proposed that it should not be mandatory to configure PCRF selection based primarily on the PDN or APN connected to. It may alternatively be desirable to configure PCRF selection based primarily on subscription identity, without a need to identify specific PDNs or APNs).
Accordingly the following changes are proposed to TS 23.203.
**** Start of 1st set of changes ****

6.2.2
Policy and Charging Enforcement Function (PCEF)

The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities. 

Editor’s note: This functional entity encompass the harmonization of the PEP and TPF release 6 logical entities. 

This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). It provides service data flow detection, user plane traffic handling, QoS handling, and service data flow measurement as well as online and offline charging interactions.

A PCEF shall ensure that an IP packet, which is discarded at the PCEF as a result from policy enforcement or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging.

Note:
For certain cases e.g. suspected fraud an operator shall be able to block the service data flow but still be able to account for any packets associated with any blocked service data flow.

For a service data flow that is subject to policy control, the PCEF shall allow the service data flow to pass through the PCEF if and only if the corresponding gate is open. 

The PCEF controls the QoS that is provided to a combined set of IP flows. The policy enforcement function ensures that the resources which can be used by an authorized set of service data flows are within the “authorized resources” specified via the Gx interface by “authorized QoS”. The authorized QoS provides an upper bound on the resources that can be reserved (GBR) or allocated (MBR) for the IP-CAN bearer. The authorized QoS information is mapped by the PCEF to IP-CAN specific QoS attributes.

For a service data flow that is subject to charging control, the PCEF shall allow the service data flow to pass through the PCEF if and only if there is a corresponding active PCC rule with and, for online charging, the OCS has authorized credit for the charging key. The PCEF may let a service data flow pass through the PCEF during the course of the credit re-authorization procedure.

A PCEF may be served by one or more PCRF nodes. The PCEF shall contact the appropriate PCRF based on the packet data network (PDN) connected to, or based on UE identity information (which may be IP-CAN specific), or based on a combination of PDN and UE identity information. It shall nevertheless be possible to ensure that the same PCRF is contacted for a specific UE irrespective of the IP-CAN used.
The PCEF shall, on request from the PCRF, modify a PCC rule, using the equivalent PCEF behaviour as the removal of the old and the installation of the new (modified) PCC rule. The PCEF shall modify a PCC rule as an atomic operation. The PCEF shall not modify a predefined PCC rule on request from the PCRF.

Editor´s note: It is FFS whether PCC rules need to be installed and activated as separate procedures.

**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

A.1.3.2.2


Policy and Charging Enforcement Function (PCEF)

This functional entity is located in the GGSN. The GGSN provides the GPRS-specific bearer QoS handling.

If the GGSN receives an Authorization token and Flow Id(s) from an UE, the PCEF shall report them to the PCRF over Gx.

The PCEF shall contact the PCRF based on PCRF address information that shall be configured for the access point name (APN) or for the IMSI or MSISDN, or for a combination of APN and IMSI or MSISDN. 
**** End of 2nd set of changes ****

References

[1]
xxx

3GPP

SA WG2 TD


