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***** First Change *****

1
Scope

This document defines the stage-2 service description for the IP Multimedia Core Network Subsystem (IMS), which includes the elements necessary to support IP Multimedia (IM) services. ITU‑T Recommendation I.130 [4] describes a three-stage method for characterisation of telecommunication services, and ITU‑T Recommendation Q.65 [3] defines stage 2 of the method.

This document does not cover the Access Network functionality except as they relate to provision of IM services, these aspects are covered in the normative Annex E. 
This document identifies the mechanisms to enable support for IP multimedia applications. In order to align IP multimedia applications wherever possible with non-3GPP IP applications, the general approach is to adopt non-3GPP specific IP based solutions.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.002: "Network Architecture".

[2]
CCITT Recommendation E.164: "Numbering plan for the ISDN era".

[3]
CCITT Recommendation Q.65: "Methodology – Stage 2 of the method for the characterisation of services supported by an ISDN".

[4]
ITU Recommendation I.130: "Method for the characterization of telecommunication services supported by an ISDN and network capabilities of an ISDN".

[5]
GSM 03.64: "Digital cellular telecommunication system (Phase 2+); Overall Description of the General Packet Radio Service (GPRS) Radio Interface; Stage 2".

[6]
GSM 01.04: "Digital cellular telecommunications system (Phase 2+); Abbreviations and acronyms".

[7]
3GPP TS 23.221: "Architectural Requirements".

[8]
3GPP TS 22.228: "Service requirements for the IP multimedia core network subsystem".

[9]
3GPP TS 23.207: "End-to-end QoS concept and architecture".

[10]
3GPP TS 24.228: "Signalling flows for the IP multimedia call control based on SIP and SDP".

[10a]
3GPP TS 24.229: " IP Multimedia Call Control based on SIP and SDP; Stage 3".

[11]
Void
[11a]
3GPP TS 29.207: " Policy control over Go interface".

[12]
IETF RFC 3261: "SIP: Session Initiation Protocol".

[13]
IETF RFC 2396: "Uniform Resource Identifiers (URI): Generic Syntax".

[14]
IETF RFC 2486: "The Network Access Identifier".

[15]
IETF RFC 3966: "The tel URI for Telephone Numbers".

[16]
IETF RFC 3761 (April 2004): "The E.164 to Uniform Resource Identifiers (URI) Dynamic Delegation Discovery System (DDDS) Application (ENUM)".

[16a]
IETF RFC 3041: "Privacy Extensions for Stateless Address Autoconfiguration in IPv6".

[17]
ITU Recommendation G.711: "Pulse code modulation (PCM) of voice frequencies".

[18]
ITU Recommendation H.248: "Gateway control protocol".

[19]
3GPP TS 33.203: "Access Security for IP-based services".

[20]
3GPP TS 33.210: "Network Domain Security: IP network layer security".

[21]
3GPP TS 26.235: "Packet Switched Multimedia Applications; Default Codecs".

[22]
3GPP TR 22.941: " IP Based Multimedia Services Framework".

[23]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[24]
3GPP TS 23.003: "Technical Specification Group Core Network; Numbering, addressing and identification".

[25]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[26]
3GPP TS 32.260: "Telecommunication Management; Charging Management; IP Multimedia Subsystem (IMS) charging".

[27]
3GPP TS 22.071: "Technical Specification Group Services and System Aspects, Location Services (LCS); Service description, Stage 1".

[28]
3GPP TS 23.271: "Technical Specification Group Services and System Aspects, Functional stage 2 description of LCS".

[29]
3GPP TS 23.078: "Customised Applications for Mobile network Enhanced Logic (CAMEL) Phase 3 - Stage 2".

[29a]
3GPP TS 22.340: "IMS Messaging; Stage 1".

[30]
3GPP TS 29.228 : "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and message contents".
[31]
3GPP TS 23.240: "3GPP Generic User Profile - Architecture; Stage 2".
[32]
3GPP TS 22.250: "IP Multimedia Subsystem (IMS) group management"; Stage 1".
[33]
RFC 2766: "Network Address Translation-Protocol Translation (NAT-PT )".
[34]
RFC 2663: "IP Network Address Translator (NAT) Terminology and Considerations".
[35]
Void.
[36]
3GPP TS 23.141: "Technical Specification Group Services and System Aspects, Presence Service".
[37]
3GPP TS 26.141: "IMS messaging and Presence; Media formats and codecs".
[38]
IETF RFC 3840: "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)" .

[39]
IETF RFC 3323 (2002): "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[40]
IETF RFC 3325 (2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Network".
[41]
IETF RFC 3312 (October 2002): "Integration of resource management and Session Initiation Protocol (SIP)" .
[42]
IETF RFC 3841: "Caller Preferences for the Session Initiation Protocol (SIP )".

[43]
IETF RFC 3428 (2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".

[44]
IETF RFC 3263: "Session Initiation Protocol (SIP): Locating SIP Servers".
***** Next Change *****

4
IP multimedia subsystem concepts
4.0
General

The IP Multimedia CN subsystem comprises all CN elements for provision of multimedia services. This includes the collection of signalling and bearer related network elements as defined in TS 23.002 [1]. IP multimedia services are based on an IETF defined session control capability which, along with multimedia bearers, utilises the IP-Connectivity Access Network (this may include an equivalent set of services to the relevant subset of CS Services).

In order to achieve access independence and to maintain a smooth interoperation with wireline terminals across the Internet, the IP multimedia subsystem attempts to be conformant to IETF "Internet standards". Therefore, the interfaces specified conform as far as possible to IETF "Internet standards" for the cases where an IETF protocol has been selected, e.g. SIP.

The IP multimedia core network (IM CN) subsystem enables PLMN operators to offer their subscribers multimedia services based on and built upon Internet applications, services and protocols. There is no intention here to standardise such services within the IM CN subsystem, the intention is that such services will be developed by PLMN operators and other third party suppliers including those in the Internet space using the mechanisms provided by the Internet and the IM CN subsystem. The IM CN subsystem should enable the convergence of, and access to, voice, video, messaging, data and web-based technologies for the wireless user, and combine the growth of the Internet with the growth in telecommunications.

The complete solution for the support of IP multimedia applications consists of terminals, IP-Connectivity Access Networks (IP-CAN), and the specific functional elements of the IM CN subsystem described in this technical specification. An example of IP-Connectivity Access Network is the GPRS core network with GERAN and/or UTRAN radio access networks.

Figure 4.0 below represents the IMS reference architecture including interfaces towards legacy networks and other IP based multimedia systems. Details of the roles of these nodes are described in sections 4.6 and 4.7.

***** Next Change *****

4.3.5
E.164 address to SIP‑URI resolution in an IM CN subsystem

The S‑CSCF shall support the ability to translate the E.164 address contained in a Request-URI in the non-SIP URI Tel: URI format IETF RFC 3966 [15] to a SIP routable SIP URI using an ENUM DNS translation mechanism with the format as specified in IETF RFC 3761 [16]. If this translation fails, then the session may be routed to the PSTN or appropriate notification shall be sent to the originating endpoint, depending on network operator configuration..

The actual ENUM/DNS database(s) used to perform address translations are outside the scope of 3GPP andare therefore a matter for the IM operator. There is no requirement that the Universal ENUM service on the internet be used. As such, it is possible that the ENUM/DNS mechanism uses a different top level domain to that of "e164.arpa." (as mandated in IETF RFC 3761 [16], section 1.2), therefore, the top level domain to be used for ENUM domain names shall be a network operator configurable option in all IMS nodes that can perform ENUM/DNS resolution.
***** Next Change *****

4.4
Signalling concepts

A Single session control between the UE and CSCF:

-
For Multi-Media type services delivered via the IP-CAN within this architecture, a single session control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point).

Protocols over the Gm reference point :

-
The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture will be based on SIP (as defined by RFC 3261 [12], other relevant RFC's, and additional enhancements required to support 3GPP's needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk, Mx:

-
A single session control protocol shall be used on the session control interfaces between:

-
MGCF and CSCF (Mg),

-
between CSCFs (Mw),

-
between a CSCF/IMS ALG and external IP networks (Mm),

-
between CSCF and BGCF (Mi),

-
between BGCF and MGCF (Mj),

-
between BGCF/IMS ALG and BGCF (Mk), and 

-
between BGCF/CSCF and IBCF (Mx).

Protocols for the Mw, Mm, Mg, Mi, Mj, Mk, Mx:

-
The single session control protocol applied to these interfaces will be based on SIP (as defined by RFC 3261 [12], other relevant RFC's, and additional enhancements required to support 3GPP´s needs).

UNI vs. NNI session control :

-
The SIP based signalling interactions between CN elements may be different than SIP based signalling between the UE and the CSCF.

Based on operator preference, border control functions may be applied between two IM CN subsystem networks or between an IM CN subsystem network and other SIP based multimedia network, see Section 4.14 and Annex I for details.

Restrict access from external networks :

-
The signalling solution shall allow the operator to restrict access from external networks (application level).

Access to HSS :

-
A network operator can control access to the HSS.

***** Next Change *****

5.1.2
Procedures related to Serving‑CSCF assignment

5.1.2.1
Assigning a Serving‑CSCF for a user

When a UE attaches and makes itself available for access to IMS services by explicitly registering in the IMS, a S‑CSCF shall be assigned to serve the UE.

The assignment of an S‑CSCF is performed in the I‑CSCF. The following information is needed in the selection of the S‑CSCF:

1.
Required capabilities for user services
This information is provided by the HSS.

2.
Operator preference on a per-user basis 
This information is provided by the HSS.

3.
Capabilities of individual S‑CSCFs in the home network
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

4.
Topological (i.e. P‑CSCF) information of where the user is located
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. The P‑CSCF name is received in the registration request. The topological information of the P‑CSCF is obtained by the I‑CSCF by methods not standardised in this Release.

5.
Topological information of where the S‑CSCF is located
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

6.
Availability of S‑CSCFs
This is internal information within the operator's network. This information may be used in the S‑CSCF selection. This information is obtained by the I‑CSCF by methods not standardised in this release.

In order to support the S‑CSCF selection described above and to allow the S‑CSCF to perform its tasks, it is required that the following types of information be transferred between the CSCF and the HSS:

1
The Cx reference point shall support the transfer of CSCF-UE security parameters from HSS to CSCF.

-
This allows the CSCF and the UE to communicate in a trusted and secure way (there is no à priori trust relationship between a UE and a CSCF)

-
The security parameters can be for example pre-calculated challenge-response pairs, or keys for an authentication algorithm, etc.

2
The Cx reference point shall support the transfer of service parameters of the subscriber from HSS to CSCF.

-
This may include e.g. service parameters, Application Server address, triggers, information on subscribed media etc. The information on subscribed media is provided in the form of a profile identifier; details of the allowed media parameters associated with the profile identifier are configured in the S‑CSCF.

3
The Cx reference point shall support the transfer of CSCF capability information from HSS to CSCF.

-
This may include e.g. supported service set, protocol version numbers etc.

4
The Cx reference point shall support the transfer of session signalling transport parameters from CSCF to HSS. The HSS stores the signalling transport parameters and they are used for routing mobile terminated sessions to the Serving‑CSCF.

-
The parameters may include e.g. IP-address and port number of CSCF, transport protocol etc.

The information mentioned in items 1 – 4 above shall be transferred before the CSCF is able to serve the user. It shall also be possible to update this information while the CSCF is serving the user, for example if new services are activated for the user.

***** Next Change *****

5.4
Procedures for IP multi-media sessions
5.4.0
General

Basic IMS sessions between users will always involve two S‑CSCFs (one S‑CSCF for each). The session flow is decomposed into two parts: an origination part between the UE & the S‑CSCF and termination part between the S‑CSCF and the UE, including all network elements in the path.
A basic session between a user and a PSTN endpoint involves an S‑CSCF for the UE, a BGCF to select the PSTN gateway, and an MGCF for the PSTN.
The session flow is decomposed into three parts – an origination part, an inter-Serving‑CSCF/ MGCF part, and a termination part. The origination part covers all network elements between the UE (or PSTN) and the S‑CSCF for that UE (or MGCF serving the MGW). The termination part covers all network elements between the S‑CSCF for the UE (or MGCF serving the MGW) and the UE (or PSTN).

***** Next Change *****

5.4.2a
IP version interworking
Following interworking scenarios exist:
Application Level Interworking

It should be possible for users connected to an IMS network to communicate with users that are connected to SIP based networks that use a different IP version via interworking. Annex I describes in more detail how such interworking is performed for IMS.

Transport Level Interworking

Inter-working also includes tunnelling level interconnection of IMS networks via transit networks that use a different IP version using for example, configured tunnels as described in TS 23.221 [7]. Figure 5.5b below shows an example configuration scenario where two IPv6 IMS networks are connected via an IPv4 network.

***** Next Change *****

5.6
Origination procedures
5.6.0
General

This section presents the detailed application level flows to define the Procedures for session originations.

The flows presented in the section assume the use of service-based local policy.
The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving‑CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P‑CSCF) associated with it. This P‑CSCF performs resource authorisation, and may have additional functions in handling of emergency sessions. The P‑CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P‑CSCF determines the next hop toward the Serving‑CSCF. This next hop is to the S‑CSCF in the home network (MO#1). These next-hop addresses could be IPv6 addresses, or could be names that are translated via DNS to an IPv6 address.

Sessions originated in the PSTN to an IMS destination are a special case of the Origination procedures. The MGCF uses H.248 [18] to control a Media Gateway, and communicates with the SS7 network. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S‑CSCF.

***** Next Change *****

5.10.1
UE initiated session release

The following flow shows a UE initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases). Furthermore, the flow also assumes that service-based local policy is in use.
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Figure 5.22: UE initiated session release

1.
One party hangs up, which generates a message (Bye message in SIP) from the UE to the P‑CSCF.

2.
Steps 2 and 3 may take place before or after Step 1 and in parallel with Step 4. The UE initiates the release of the IP-CAN bearer. The IP-CAN releases the IP-CAN bearer. The IP network resources that had been reserved for the message receive path to the endpoint for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

3.
The IP-CAN responds to the UE's bearer release request.

4.
The P‑CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the IP-CAN to confirm that the IP bearers associated with the session have been deleted

5.
The P‑CSCF sends a hangup to the S‑CSCF of the releasing party.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF of the releasing party forwards the Hangup to the S‑CSCF of the other party.

8.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

9.
The S‑CSCF of the other party forwards the Hangup on to the P‑CSCF.

10.
The P‑CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

11.
The P‑CSCF forwards the Hangup on to the UE.

12.
The UE responds with an acknowledgement, the SIP OK message (number 200), that is sent back to the P‑CSCF.

13.
Steps 13 and 14 may be done in parallel with step 12. The UE initiates the release of the IP-CAN bearer .

14.
The IP-CAN releases the IP-CAN bearer. The IP network resources that were reserved for the message receive path to the endpoint for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

15.
The SIP OK message is sent to the S‑CSCF.

16.
The S‑CSCF of the other party forwards the OK to the S‑CSCF of the releasing.

17.
The S‑CSCF of the releasing party forwards the OK to the P‑CSCF of the releasing.

18.
The P‑CSCF of the releasing party forwards the OK to the UE.

5.10.2
PSTN initiated session release

The following flow shows a PSTN terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established to the PSTN from the Home Network (the visited network could be the Home network in this case). Furthermore, this flow assumes that service-based local policy is used.
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Figure 5.23: PSTN initiated session release

1.
PSTN party hangs up, which generates an ISUP REL message to the MGCF.

2.
The MGCF sends a Hangup (Bye message in SIP) to the S‑CSCF to notify the UE that the far end party has disconnected.

3.
Step 3 may be done in parallel with Step 2. Depending on the GSTN network type Step 3 may need to wait until after step 14. The MGCF notes the reception of the REL and acknowledges it with an RLC. This is consistent with the ISUP protocol.

4.
The MGCF requests the MGW to release the vocoder and ISUP trunk using the H.248/MEGACO Transaction Request (subtract). This also results in disconnecting the two parties in the H.248 context. The IP network resources that were reserved for the message receive path to the PSTN for this session are now released. This is initiated from the MGW. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would be invoked here.

5.
The MGW sends an acknowledgement to the MGCF upon completion of step 4.

6.
The S‑CSCF invokes whatever service logic procedures are appropriate for this ending session.

7.
The S‑CSCF forwards the Hangup to the P‑CSCF.

8.
The P‑CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the IP-CAN to confirm that the IP bearers associated with the UE#2 session have been deleted.

9.
The P‑CSCF forwards the Hangup to the UE.

10.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P‑CSCF.

11.
Steps 11and 12 may be done in parallel with step 10. The UE initiates the release of the IP-CAN bearer .

12.
The IP-CAN releases the IP-CAN bearer. The IP network resources that had been reserved for the message receive path to the endpoint for this session are now released. This is initiated from the IP-CAN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

13.
The SIP OK message is sent to the S‑CSCF.

14.
The S‑CSCF forwards the message to the MGCF.

***** Next Change *****

5.11
Procedures to enable enhanced multimedia services

5.11.1
Session Hold and Resume Procedures
5.11.1.0
General

This section gives information flows for the procedures for placing sessions on hold that were previously established by the mechanisms of sections 5.4, 5.5, 5.6, and 5.7, and resuming the session afterwards. Two cases are presented: UE—to UE, and a UE-initiated hold of a UE-PSTN session.

For a multi-media session, it shall be possible to place a subset of the media streams on hold while maintaining the others.

These procedures do not show the use of optional I‑CSCFs. If an I‑CSCF was included in the signalling path during the session establishment procedure, it would continue to be used in any subsequent flows such as the ones described in this section.

5.11.1.1
UE-to-UE Session Hold and Resume Procedures

An IMS session was previously established between an initiating UE and a terminating UE. Each of these UEs has an associated P‑CSCF, and a S‑CSCF assigned in their home network. The procedures are independent of whether the P‑CSCFs are located in the home or visited networks. Therefore there is no distinction in this section of home network vs. visited network.

The hold and resume procedures are identical whether the UE that initiated the session also initiates the session-hold, or whether the UE that terminated the session initiates the session-hold.

When a media stream has been placed on hold, it shall not be resumed by any endpoint other than the one that placed it on hold.

The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in the following information flow:

[image: image3.wmf]2. Hold

3. Hold

UE#1

P-CSCF#1

11. 200 OK

12. 200 OK

5. Hold

S-CSCF#2

P-CSCF#2

8. 200 OK

9. 200 OK

UE#2

6. Hold

4. Hold

S-CSCF#1

10. 200 OK

1. Stop media flow

7. Stop media flow

13. Resume

14. Resume

15. Resume

16. Resume

17. Resume

18. Resume media flow

19. 200 OK

20. 200 OK

21. 200 OK

22. 200 OK

23. 200 OK

24. Resume media flow


Figure 5.28: UE to UE session hold and resume

Information flow procedures are as follows:

1.
UE#1 detects a request from the user to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2.
UE#1 sends a Hold message to its proxy, P‑CSCF#1.

3.
P‑CSCF#1 forwards the Hold message to S‑CSCF#1.

4.
S‑CSCF#1 forwards the Hold message to S‑CSCF#2.

5.
S‑CSCF#2 forwards the Hold message to P‑CSCF#2.

6.
P‑CSCF#2 forwards the Hold message to UE#2.

7.
UE#2 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

8.
UE#2 acknowledges receipt of the Hold message with a 200-OK final response, send to P‑CSCF#2.

9.
P‑CSCF#2 forwards the 200 OK final response to S‑CSCF#2.

10.
S‑CSCF#2 forwards the 200 OK final response to S‑CSCF#1.

11.
S‑CSCF#1 forwards the 200 OK final response to P‑CSCF#1.

12.
P‑CSCF#1 forwards the 200 OK final response to UE#1.

13.
UE#1 detects a request from the user to resume the media stream previously placed on hold. UE#1 sends a Resume message to its proxy, P‑CSCF#1.

14.
P‑CSCF#1 forwards the Resume message to S‑CSCF#1.

15.
S‑CSCF#1 forwards the Resume message to S‑CSCF#2.

16.
S‑CSCF#2 forwards the Resume message to P‑CSCF#2.

17.
P‑CSCF#2 forwards the Resume message to UE#2.

18.
UE#2 resumes sending the media stream to the remote endpoint.

19.
UE#2 acknowledges receipt of the Resume message with a 200-OK final response, sent to P‑CSCF#2.

20.
P‑CSCF#2 forwards the 200 OK final response to S‑CSCF#2.

21.
S‑CSCF#2 forwards the 200 OK final response to S‑CSCF#1.

22.
S‑CSCF#1 forwards the 200 OK final response to P‑CSCF#1.

23.
P‑CSCF#1 forwards the 200 OK final response to UE#1.

24.
UE#1 resumes sending the media stream to the remote endpoint.

5.11.1.2
UE-initiated Hold and Resume of a UE-PSTN Session

An IMS session was previously established between an initiating UE and a MGCF acting as a gateway for a session terminating on the PSTN, or between an initiating MGCF acting as a gateway for a session originating on the PSTN to a terminating UE. The UE has an associated P‑CSCF, an S‑CSCF assigned in its home network, and a BGCF that chooses the MGCF. The procedures are independent of whether the P‑CSCF is located in the subscriber's home or visited network. Therefore there is no distinction in this section of home network vs. visited network.

The session hold and resume procedure is similar whether the UE initiated the session to the PSTN, or if the PSTN initiated the session to the UE. The only difference is the optional presence of the BGCF in the case of a session initiated by the UE. Note that the BGCF might or might not be present in the signalling path after the first INVITE is routed.

The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in the following information flow:
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Figure 5.29: UE-initiated Hold and Resume of a UE-PSTN Session

Information flow procedures are as follows:

1.
UE detects a request from the user to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2.
UE sends a Hold message to its proxy, P‑CSCF.

3.
P‑CSCF forwards the Hold message to S‑CSCF.

4.
S‑CSCF forwards the Hold message to BGCF.

5.
BGCF forwards the Hold message to MGCF.
5a
MGCF sends a CPG(hold) in order to express that the call has been placed on hold.
6.
MGCF initiates a H.248 interaction with MGW instructing it to stop sending the media stream, but to keep the resources for the session reserved.

7.
MGCF acknowledges receipt of the Hold message with a 200-OK final response, send to BGCF.

8.
BGCF forwards the 200-OK to the S‑CSCF.

9.
S‑CSCF forwards the 200 OK final response to P‑CSCF.

10.
P‑CSCF forwards the 200 OK final response to UE.

11.
UE detects a request from the user to resume the media stream previously placed on hold. UE sends a Resume message to its proxy, P‑CSCF.

12.
P‑CSCF forwards the Resume message to S‑CSCF.

13.
S‑CSCF forwards the Resume message to BGCF.

14.
BGCF forwards the Resume message to MGCF.
14a.
MGCF sends a CPG(resume) in order to resume the call.
15.
MGCF initiates a H.248 interaction with MGW instructing it to resume sending the media stream.

16.
MGCF acknowledges receipt of the Resume message with a 200-OK final response, sent to BGCF.

17.
BGCF forwards the 200 OK final response to the S‑CSCF.

18.
S‑CSCF forwards the 200 OK final response to P‑CSCF.

19.
P‑CSCF forwards the 200 OK final response to UE.

20.
UE resumes sending the media stream to the remote endpoint.
5.11.1.3
PSTN-initiated Hold and Resume of a UE-PSTN Session

An IMS session was previously established between an initiating UE and a MGCF acting as a gateway for a session terminating on the PSTN, or between an initiating MGCF acting as a gateway for a session originating on the PSTN to a terminating UE. The UE has an associated P‑CSCF, an S‑CSCF assigned in its home network, and a BGCF that chooses the MGCF. The procedures are independent of whether the P‑CSCF is located in the subscriber's home or visited network. Therefore there is no distinction in this section of home network vs. visited network.

The session hold and resume procedure is similar whether the UE initiated the session to the PSTN, or if the PSTN initiated the session to the UE. The only difference is the optional presence of the BGCF in the case of a session initiated by the UE. Note that the BGCF might or might not be present in the signalling path after the first INVITE is routed.

The following information flow shows the procedures, where the session is set on hold from the PSTN side:
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Figure 5.29a: PSTN-initiated Hold and Resume of a UE-PSTN Session

Information flow procedures are as follows:

1.
The call is placed on hold in the PSTN.

2.
The MGCF receives a CPG (hold) from the PSTN, which indicates that the call has been placed on hold.

3.
MGCF sends a Hold message to BGCF.

4.
BGCF forwards the Hold message to S‑CSCF.

5.
S‑CSCF forwards the Hold message to P‑CSCF.
6.
P‑CSCF forwards the Hold message to the UE.

7.
UE stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

8.
The UE acknowledges receipt of the Hold message with a 200-OK final response, send to P‑CSCF.

9.
P‑CSCF forwards the 200-OK final response to S‑CSCF.

10.
S‑CSCF forwards the 200 OK final response to BGCF.

11.
BGCF forwards the 200 OK final response to MGCF.

12.
The call is resumed in the PSTN.

13.
MGCF receives a CPG (resume) request from the PSTN, which indicates that the call is resumed.

14.
MGCF sends a resume message to BGCF.

15.
BGCF forwards the Resume message to S‑CSCF.

16.
S‑CSCF forwards the Resume message to P‑CSCF.
17.
P‑CSCF forwards the Resume message to UE.

18.
UE resumes sending the media stream to the remote endpoint.
19.
UE acknowledges receipt of the Resume message with a 200-OK final response, sent to P‑CSCF.

20.
P‑CSCF forwards the 200 OK final response to the S‑CSCF.

21.
S‑CSCF forwards the 200 OK final response to BGCF.

22.
BGCF forwards the 200 OK final response to MGCF.
***** Next Change *****

G.3
Network elements

G.3.1
Required functions of the P-CSCF

When supporting IMS communication for a UE residing behind a NAT or when IP address translation is needed between the IP-CAN and the IMS domain on the media path only, the P-CSCF shall include the IMS-ALG function that is defined in Annex I of this specification. The following functions shall be performed in the P-CSCF:

1)
The P-CSCF shall be able to recognize that the UE is behind a NAT device or IP address translation is needed between the IP-CAN and the IMS domain on the media path only.

2)
The IMS-ALG function in the P-CSCF shall control the IMS Access Gateway, e.g. request transport addresses (IP addresses and port numbers) from the IMS Access Gateway, and shall perform the necessary changes of the SDP parameters.

3)
The IMS-ALG function in the P-CSCF shall perform the necessary changes of headers in SIP messages.

4)
The IMS-ALG function in the P-CSCF shall be able to support scenarios where IMS CN domain and IPCAN use the same IP version and where they use different IP versions.

Further functions of the P-CSCF/IMS-ALG, e.g. to request to open and close gates on the IMS Access Gateway, are FFS.

G.3.2
Required functions of the IMS Access Gateway

The required functions of the IMS Access Gateway for NAT translation are the following:

1)
It allocates and releases transport addresses according to the requests coming from the IMS-ALG function of the P-CSCF.

2)
It ensures proper forwarding of media packets coming from or going to the UE.

3)
It shall support the scenarios where IMS CN domain and IPCAN use the same IP version and where they use different IP versions.

Further functions of the IMS Access Gateway, e.g. to open and close gates (pinholing), are for further study.

Editor's note:
It is also for further study if IMS Access Gateway function are controlled via the Rx+ or if the IMS Access Gateway function is the same as TrGW defined in Annex I.

***** End of Changes *****
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