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1
Introduction
An accompanying contribution proposes text for section 7.1, which describes the problem space that is trying to be solved.  This contribution attempt to provide text for the exploration into at least one of the solutions for the dynamic allocation of users to SIP-ASs.
2
Discussion

2.1
General

This contribution proposes a solution for the dynamic allocation of users to SIP-ASs for a particular service.  The basic principles of the solution are described below:
· A user could be served by a number of SIP-AS.
· When a user is not allocated to a SIP-AS, none of the SIP-AS stores the data for the user (for that service).

· The data for the user is contained in the transparent data carried over the Sh interface.

· A SIP-AS is allocated to a user when the network receives the first request for that user.  Such a request could be a SIP registration; a SIP terminating call; an operation over the Ut interface or an operation over other interfaces, etc.

· A SIP-AS can decide when to de-allocate the user to the SIP-AS.  This is expected to be at, or sometime after, e.g. de-registering from the network.

The basis for the solution is described in figure 1 below.
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Figure 1: S-CSCF based AS selection
1. The UE registers with the network.  The service profile is downloaded from the HSS to the S-CSCF.  The service profile for the selected service contains a “server name” that could correspond to a number of SIP-ASs

2. The S-CSCF performs the DNS query on the “server name” and resolves this to one of the IP address which represents one of the SIP-ASs.

3. The S-CSCF sends the 3rd Party register to the SIP-AS over the ISC

4. The SIP-AS performs the actions required to initialise for the subscriber.  This may contain actions regarding retrieving the data for the subscriber.

5. The 200 OK is returned to the S-CSCF.

The above approach assumes that a number of SIP-ASs are capable of serving a user, and those SIP-ASs are capable of retrieving the data required to serve the user over e.g. the Sh interface.  It also allows that a user can be de-allocated from a SIP-AS after e.g. de-registration.

The major deficiency with this solution is the assumption that a received SIP request is always the means to trigger the allocation of a subscriber to an AS.  It does not support the case where the allocation of a user to an AS is required based on e.g. Ut interface signalling.  As the S-CSCF does not have knowledge of whether a SIP-AS has already been allocated to a user or not, so that when a S-CSCF receives the Registration message, it will allocate the user to a SIP-AS without any regard as to whether the user is already allocated to a SIP-AS.  This solution is based upon informing the S-CSCF that a user has been allocated to a SIP-AS, so that the S-CSCF can send the subsequent SIP messages to the SIP-AS if it has been allocated.
2.2
SIP initiated SIP-AS allocation
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Figure 2: SIP-AS allocation due to SIP registration.

Note:
While steps 4-5 and 6-9 are shown as separate information flows over the Sh interface, these could be combined for reasons of efficiency.

1. The UE registers with the network.  The service profile is downloaded from the HSS to the S-CSCF.  The service profile for the selected service contains a “server name” that could correspond to a number of SIP-ASs, and does not contain a “specific SIP-AS name” representing an allocated SIP-AS.
2. The S-CSCF performs the DNS query on the “server name” and resolves this to one of the IP address which represents one of the SIP-ASs.

3. The S-CSCF sends the 3rd Party register to the SIP-AS over the ISC
4. The SIP-AS request the subscriber data contained in the transparent data over the Sh

5. The HSS returns the transparent data to the SIP-AS

6. The SIP-AS writes the specific name of the SIP-AS to the HSS

7. The HSS informs the S-CSCF of the specific SIP-AS name.

8. The S-CSCF acknowledges the update

9. The HSS acknowledges the read of the data to the HSS.

10. The 200 OK is returned to the S-CSCF.
It can be seen in the flow contained in Figure 2 that :
· The SIP-AS retrieves the subscriber data over the Sh-interface from the HSS.  The subscriber data is stored in the transparent data. (steps 4-5).

· The SIP-AS writes the specific name of the selected SIP-AS into the HSS, and the HSS informs the S-CSCF of the specific name of the allocated SIP-AS

This allows the S-CSCF to forward any further relieved flows to the allocated SIP-AS.
If there was a SIP-AS already allocated to the user, then upon registration the S-CSCF would be provided with the name of the specific SIP-AS instead.
2.3
Ut interface based SIP-AS allocation
As discussed, a SIP-AS may also be allocated to a user based on signalling from another interface such as the Ut interface.  This shows a SIP-AS front end (SIP-AS FE) which can be assumed to be a logical part of the SIP-AS.
Figure 3: SIP-AS allocation due to upon Ut interface signalling. [image: image3.emf]UE HSS SIP-AS FE SIP-AS
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Note:
While steps 6-7 and 8-11 are shown as separate information flows over the Sh interface, these could be combined for reasons of efficiency.

1. The Ut request is sent to the configured address in the terminal – which reaches a SIP-AS front end.
2. The SIP-AS FE queries the HSS for the allocated SIP-AS

3. In this case, as there is not a SIP-AS already allocated, the HSS returns an indication that not SIP-AS has been allocated

4. The SIP-AS front end selects the SIP-AS.

5. The Ut request is sent to the selected SIP-AS

6. The SIP-AS request the subscriber data contained in the transparent data over the Sh

7. The HSS returns the transparent data to the SIP-AS

8. The SIP-AS writes the specific name of the SIP-AS to the HSS

9. The HSS acknowledges the read of the data to the HSS.

10. The Ut interface response is returned to the SIP-AS front end.
11. The Ut interface response is returned to the UE.

It can be seen in the flow contained in Figure 3 that :

· Upon the reception of a Ut interface request, the SIP-AS front end contacts the HSS to see if a SIP-AS has already been allocated.

· The SIP-AS retrieves the subscriber data over the Sh-interface from the HSS.  The subscriber data is stored in the transparent data. (steps 6-7).

· The SIP-AS writes the specific name of the selected SIP-AS into the HSS

If there was a SIP-AS already allocated to the user, then specific SIP-AS name would be returned to the SIP-AS FE.  The SIP-AS FE would return the Ut interface request to the specific SIP-AS.

2.4
De-allocation of user from a SIP-AS
A SIP-AS may decide to de-allocate a user from the SIP-AS.  This may, for example, occur when a user de-registers.
Figure 4: SIP-AS de-allocating a user [image: image4.emf]HSS SIP-AS
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1. The SIP-AS decides to de-allocate a user from the SIP-AS

2. The SIP-AS sends a Sh-Update to the HSS to remove the specific SIP-AS name for the user

3. The Sh-Update Response is returned to the SIP-AS

2.5
Conclusion
This contribution shows an approach that allows users to be dynamically allocated to SIP-AS in such a manner that if a SIP-AS is contacted by other interfaces, then those requests can be send to the allocated SIP-AS.
3
Proposal

This contribution proposes that the following text is included in TR 23.818.
[image: image5.emf]UE P-CSCF I-CSCF HSS S-CSCF

1. UE registers

2. DNS query

SIP-AS

3. Register

10. 200 OK

4. Sh-Pull (transparent data)

5. Sh-Pull Resp

6. Sh-Update (specific server name)

7. Cx-Update (specific server name)

8. Cx-Update Resp

9. Sh-Update Resp


7.2
Solution analysis

7.2.1
General

This section describes an approach to the dynamic allocation of user to SIP-AS and is based upon the following principles:

· A user could be served on a number of SIP-AS.

· When a user is not allocated to a SIP-AS, none of the SIP-ASes stored the data for the user (for that service).

· The data for the user is contained in the transparent data carried over the Sh interface.

· A SIP-AS is allocated to the user when the network receives the first request for that user.  Such a request could be a SIP registration; a SIP terminating call; an operation over the Ut interface or an operation over other interfaces, etc.

· A SIP-AS can decide when to de-allocate the user from the SIP-AS.  This is expected to be at, or sometime after, e.g. de-registering from the network.

In this section, the term “Specific SIP-AS name” is used to represent the FQDN that would uniquely resolve to an IP address of the physical SIP-AS serving the user.

7.2.2
SIP initiated SIP-AS allocation

The procedures for allocating a user to a SIP-AS based upon the reception of SIP signalling is shown below in figure 7.2-1.
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Figure 7.2-1: SIP-AS allocation due to SIP registration.

Note:
While steps 4-5 and 6-9 are shown as separate information flows over the Sh interface, these could be combined for reasons of efficiency.

1. The UE registers with the network.  The service profile is downloaded from the HSS to the S-CSCF.  The service profile for the selected service contains a “server name” that could correspond to a number of SIP-ASs, and does not contain a “specific SIP-AS name” representing an allocated SIP-AS.

2. The S-CSCF performs the DNS query on the “server name” and resolves this to one of the IP address which represents one of the SIP-ASs.

3. The S-CSCF sends the 3rd Party register to the SIP-AS over the ISC

4. The SIP-AS request the subscriber data contained in the transparent data over the Sh

5. The HSS returns the transparent data to the SIP-AS

6. The SIP-AS writes the specific name of the SIP-AS to the HSS

7. The HSS informs the S-CSCF of the specific SIP-AS name.

8. The S-CSCF acknowledges the update

9. The HSS acknowledges the read of the data to the HSS.

10. The 200 OK is returned to the S-CSCF.
It can be seen in the flow contained in Figure 7.2-1 that :

· The SIP-AS retrieves the subscriber data over the Sh-interface from the HSS.  The subscriber data is stored in the transparent data. (steps 4-5).

· The SIP-AS writes the specific name of the selected SIP-AS into the HSS, and the HSS informs the S-CSCF of the specific name of the allocated SIP-AS

This allows the S-CSCF to forward any further relieved flows to the allocated SIP-AS.

If there was a SIP-AS already allocated to the user, then upon registration the S-CSCF would be provided with the name of the specific SIP-AS instead.

7.2.3
Ut interface based SIP-AS allocation

The procedures for allocating a user to a SIP-AS based upon the reception of signalling over the Ut interface is shown below in figure 7.2-2.

Figure 7.2-2: SIP-A S al location due to upon Ut interface signalling. 
Note:
While steps 6-7 and 8-11 are shown as separate information flows over the Sh interface, these could be combined for reasons of efficiency.

1. The Ut request is sent to the configured address in the terminal – which reaches a SIP-AS front end.

2. The SIP-AS FE queries the HSS for the allocated SIP-AS

3. In this case, as there is not a SIP-AS already allocated, the HSS returns an indication that not SIP-AS has been allocated

4. The SIP-AS front end selects the SIP-AS.

5. The Ut request is sent to the selected SIP-AS

6. The SIP-AS request the subscriber data contained in the transparent data over the Sh

7. The HSS returns the transparent data to the SIP-AS

8. The SIP-AS writes the specific name of the SIP-AS to the HSS

9. The HSS acknowledges the read of the data to the HSS.

10. The Ut interface response is returned to the SIP-AS front end.

11. The Ut interface response is returned to the UE.

It can be seen in the flow contained in Figure 7.2-2 that :

· Upon the reception of a Ut interface request, the SIP-AS front end contacts the HSS to see if a SIP-AS has already been allocated.

· The SIP-AS retrieves the subscriber data over the Sh-interface from the HSS.  The subscriber data is stored in the transparent data. (steps 6-7).

· The SIP-AS writes the specific name of the selected SIP-AS into the HSS

If there was a SIP-AS already allocated to the user, then specific SIP-AS name would be returned to the SIP-AS FE.  The SIP-AS FE would return the Ut interface request to the specific SIP-AS.

7.2.4
De-allocation of user from a SIP-AS

The procedure for a SIP-AS to de-allocate a user is shown in Figure 7.2-3

Figure 7.2-3: SIP-AS de-allocating a user 
1. The SIP-AS decides to de-allocate a user from the SIP-AS

2. The SIP-AS sends a Sh-Update to the HSS to remove the specific SIP-AS name for the user

3. The Sh-Update Response is returned to the SIP-AS
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�I am not sure that we should introduce the SIP-AS Front End functional entity. I think that we could describe this as a function performed by the SIP-AS, i.e. the  SIP-AS that receives the Ut signalling should check if it serves the user. If it does not, it should then act as a FE and do what the FE does in this sequence.�Other views?
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