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Introduction

The purpose of this paper is to provide text for section 4.0 of the GRUU Technical report TR 23.8bc.

*****Proposed text****

4
Analysis of IMS functions requiring GRUU

The IMS architecture supports the possibility for multiple UEs to register with the same Public User Identity. However when since current IMS addressing and routing is based solely on Public User Identities this can result in SIP requests in IMS being forked to multiple contacts when more than on UE is registered with the same Public User Identity. For some IMS applications this forking to multiple contacts registered with the same Public User Identity is not always a desirable behavior when what is needed is a mechanism to identify and route to a specific UE instance.  

Many IMS based applications need to be able to identify the origin of and route SIP signalling to a specific UE instance even when multiple UEs use the same Public User Identity. The IETF GRUUs (Globally Routable User Agent URIs)  offers a solution to this problem  A GRUU URI enables routing to a specific user agent instance. There are several IMS applications where the GRUU properties may be needed in order for the application to operate correctly:
Combinational Services 

In Combinational Services [Reference to CSI TS here] User A may be in a CS call with User B and User A needs to determine the IMS capabilities of User B's UE by sending a SIP OPTIONS request to the specific UE instance of User B that User A is involved in the CS call with. If User B has multiple terminals with the same E.164 number IMS Registered then the response to the SIP OPTIONS request may not be that from the UE that User B is using for the CS call. This causes the UE A's capabilities record for User B to be invalid. Likewise if User A attempts to establish an IMS Messaging Session to User B while in a CS call the IMS Messaging Session SIP INVITE request needs to be addressed to the specific UE instance that User B is using for the CS call. In order to ensure this works when User B has multiple terminals with the same E.164 number IMS Registered the URI in the destination address of this SIP INVITE request needs to be a GRUU. I

Voice Call Continuity

Similar to Combinational Services, Voice Call Continuity requires that an IMS Session can be established with the same specific UE instance that is involved in an existing CS call. SIP requests in IMS need to be addressed to a specific Public User Identity and UE combination in order to avoid the CS call being handed over to a different UE instance that is registered with the same Public User Identity other than the one involved in the CS call. To ensure correct handover from CS to IMS the SIP requested need to be addressed to a GRUU.
Call Transfer Supplementary Service

In a Call Transfer when  User A is talking to User B. User A wants to transfer the call to User C. So, User A sends a SIP REFER request to User C. That SIP REFER request contains a Refer-To header field that needs to contain a URI that can be used by User C to place a call to User B. However, this call needs to route to the specific UE instance which User B is using to talk to User A. If User B has multiple UEs registered with the same Public User Identity then currently in IMS, the Call Transfer Supplementary Service will not execute properly as all the UEs registered by User B with the same Public User Identity will be contacted.  The URI provided by User B  to User A in the Refer-To header needs to be a GRUU that uniquely identifies the specific Public User Identity and UE instance in order for the  Call Transfer Supplementary Service to work properly. Supplementary IMS Services are needed for Fixed Broadband Access to IMS, Voice Call Continuity and for Multimedia Telephony work items.  Another use case is for user B to transfer his call to another device he has.
Presence Service
In the Presence System, the Presence Server generates notifications about the state of a user.  This state is represented with the Presence Information Document Format (PIDF). In a PIDF document, a user is represented by a series of tuples, each of which describes the services that the user has.  Each tuple also has a URI in the <contact> element, which is a SIP URI representing that device.  A watcher can attempt a communication to that URI, with the expectation that the communication is routed to the service whose presence is represented in the tuple. In some cases where the publishing user has multiple UEs registered with the same Public User Identity the service represented by a tuple may exist on only a single UE associated with a user.  In such a case, the URI in the presence document has to route to that specific UE instance and therefore this URI needs to be a GRUU.

Push to Talk over Cellular

OMA requirements for PoC V2.0 require that multiple PoC Clients with the same PoC Address are supported. In addition these requirements require that the PoC Service Settings (Answer Mode, Session Barring etc) that are published to the PoC Server using SIP PUBLISH are treated separately for each PoC Client with the same PoC Address and that invitations to PoC Sessions are each handled separately according to the PoC Settings of each PoC Client. This requires that the published PoC settings are identified by a GRUU that can be used to individually address SIP INVITE requests with the appropriate parameters based on the PoC Settings to each PoC Client instance.


