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**** Second change ****

5.3 
New functions in network elements and reference points

5.3.1 
Additional functions in the 3GPP AAA Server/Proxy

[Editor's Note: This section describes which additional functions are needed in the 3GPP AAA Server/Proxy to have QoS support for the I-WLAN architecture.]

In case of WLAN Direct IP Access the following functions are needed:

· Retrieves subscriber profile, including subscriber's QoS authorization information, from the HLR/HSS of the 3GPP subscriber's home 3GPP network
· Authorizes 3GPP WLAN QoS profile. The authorized QoS is based on the best match of subscriber’s QoS profile with the WLAN AN capabilities/policies. The authorization information may pass through AAA Proxies to the WLAN AN.
· 
· Other functions are FFS.
In case of WLAN 3GPP IP Access the following additional functions are needed:

· 
· 
· 
· Other functions are FFS.
5.3.2 
Additional functions in the WLAN AN

[Editor's Note: This section describes which additional functions are needed in the WLAN AN to have QoS support for the I-WLAN architecture.]

In case of WLAN Direct IP Access the following functions are needed:

· May send out its QoS capabilities/policies along with the user Authentication Request to the 3GPP AAA server.
· Shall apply QoS mechanisms according to the authorized QoS profile (from the 3GPP AAA Server).

· May apply DiffServ QoS mechanism to uplink/downlink IP packets. Additionally WLAN specific QoS mechanisms may be supported. The DiffServ QoS parameters are mapped into the WLAN QoS parameters.
· Shall include the used QoS profile into accounting messages, in case QoS mechanisms have been used.

In case of WLAN 3GPP IP Access the following additional functions are needed:

· 
· 
· 
· .
5.3.3 
Additional functions in the WAG

[Editor's Note: This section describes which additional functions are needed in the WAG to have QoS support for the I-WLAN architecture.]

In case of WLAN 3GPP IP Access the following additional functions are needed:

· In case of applying DiffServ in the I-WLAN, the WAG shall support DiffServ QoS mechamism to uplink/downlink IP packets.
Note that the WAG is only part of the WLAN 3GPP IP Access architecture. 

5.3.4 
Additional functions in the PDG

Editor's Note: This section describes which additional functions are needed in the PDG to have QoS support for the I-WLAN architecture. 

In case of WLAN 3GPP IP Access the following additional functions are needed:

· Enforces the authorized 3GPP QoS profile.
· For end-to-end QoS, the PDG operates as a QoS edge router between I-WLAN and external network. That is, the PDG shall have functionality of translation between I-WLAN QoS mechanism and external network QoS mechanism. In case of applying DiffServ in the I-WLAN, the PDG shall support DiffServ edge function.
· To allow for policy control (e.g. service based QoS control or gating) according to PCC, the PDG shall support the PCEF functionality specified in TS 23.203 [9].
Note that the PDG is only part of the WLAN 3GPP IP Access architecture. 

5.3.5 
Additional functions in the WLAN UE

[Editor's Note: This section describes which additional functions are needed in the WLAN UE to have QoS support for the I-WLAN architecture.]


In case of WLAN Direct IP Access the following functions are needed:

· Applies DiffServ mechanisms by marking the DS field of IP packets according to the application QoS requirements. The DS field of IP packets are mapped into WLAN QoS parameters, when WLAN QoS mechanisms are applied.

In case of WLAN 3GPP IP Access the following additional functions are needed:

· In case of applying DiffServ in the I-WLAN, WLAN UE marks the DS field of IP packets according to the application QoS requirements. The DS field of IP packets are mapped into the WLAN QoS parameters

Editor’s Note: It is FFS what is the relation of the DS field of the inner and the outer IP header.

5.3.6
Additional functions in the HSS

Contains 3GPP WLAN QoS profiles authentication and subscription data for the 3GPP subscribers.
5.3.7 
Additional functions of the Wd/Wa reference points

[Editor’s Note: This section describes which additional functionality of Wa/Wd reference points is needed to have QoS support for WLAN Direct IP Access]

In case of WLAN Direct IP Access the following functions are needed:

· Carrying data for QoS capabilities/policies within authentication request from WLAN AN to 3GPP AAA Proxy and 3GPP AAA Server

· Carrying data for QoS profile authorization signalling between WLAN AN, 3GPP AAA Proxy and 3GPP AAA Server.
· Carrying used QoS profile within charging signalling per WLAN user.

In case of WLAN 3GPP IP Access the following additional functions are needed:


· 
· 
· 
5.3.7 
Additional functions of the Wm reference point

· Carrying messages for user authorization, including QoS authorization information, between PDG and 3GPP AAA server/proxy.
5.3.7 
Additional functions of the Wx reference point

· Retrieval of WLAN access-related subscriber information (profile), including QoS profile, from HSS

**** End of Changes ****
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