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1. Introduction
In 3GPP TSG-SAP#29, New WID on WLAN Interworking – Private Network Access from WLAN 3GPP IP Access was approved. Technical requirements for private network access from WLAN 3GPP IP access should be clarified in order to efficiently investigate some alternative solutions.
2. Discussion
Following technical requirements are proposed.

1. Confidentiality of ID and password used for authentication and authorization by PDN service provider shall be possible. 

2. It shall be possible that CHAP capability with existing RADIUS protocol between PDG and external RADIUS server in PDN is utilized.

3. Duration of tunnelling establishment with private network access should be as short as possible.

4. Impacts to UE or PDG should be as less as possible.
Motivation of requirement 1

It is essential to protect against eavesdropping and unauthorized access.

Motivation of requirement 2

From backward compatibility aspect, it is needed to consider capability of existing RADIUS server implemented in PDN. The existing RADIUS server support CHAP capability according to pre-Rel7 TS29.161 and TS29.061. Therefore authentication method by using CHAP capability shall be produced in Rel7.

Motivation of requirement 3&4

They are effective to evaluate some solutions by whether and how they satisfy requirement 1&2.

3. Conclusion
We propose that all of the requirements be added to TS23.234. 

Note: CR for the proposal is in S2-052944
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