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1.
Introduction

Scenarios have been defined, where it is important to be able to address a SIP request to a specific physical entity. An IMS Public User Identity (IMPU) cannot be used for this, since it may be associated with multiple physical entities. Call transfer is a use-case, which is normally used to show this need. Another possible use case where it is explicitly needed is call pick up.

It has also been identified that the address information, which is used for the SIP request, shall be globally routable. For this, IETF has defined the GRUU concept. An entity may retrieve a GRUU as part of the registration process, or it may be configured (e.g. for PSTN gateways, and other SIP entities that do not register).

To get IMS to support GRUU a new WID has been agreed. There is a need to define the 3GPP stage 2 requirements for how non IMS Public User Identities such as GRUUs should be used in IMS.

2.
Discussion

2.1
USE-CASE

In the use-case (rather simplified) below, a dialog (D1) is established between user A and user B. Both users have retrieved a GRUU, which is included in the Contact headers of the INVITE (user A) and 200 OK (user B).

Later, user B wants to establish another dialog (D2) with user A, and needs to make sure that the dialog (D2) initiation request reaches the same physical entity which user A is currently using. To do this, user B uses the URI it received in the Contact header of the INVITE it received from user A in the first dialog (D1)

USER A




USER B
    ------------------------------- INVITE userB@operator.com ------------------------>

                                    Contact: pyhysicalA@operator.com
    <----------------------------- 200 OK ---------------------------------------------------------

                                    Contact: physicalB@operator.com

    *************************** Dialog (D1) established ************************

    <---------------------------- INVITE physicalA@operator.com ---------------------

                                   Contact: physicalB@operator.com 

    ------------------------------ 200 OK -------------------------------------------------------->

                                   Contact: physicalA@operator.com

    *************************** Dialog (D2) established ************************

2.2
REQUIREMENTS

In order to support the use-case above (or, any use-case where a non-IMPU is used when a dialog is initiated) we have identified some IMS related requirements, listed below.

NOTE: IETF developed requirements for GRUU can be found here http://www.ietf.org/internet-drafts/draft-ietf-sip-gruu-06.txt
Req-1: The GRUU must be registered

· In order for the IMS network to identity the user addressed with the GRUU, the GRUU must be associated with an IMPU of that user.

Req-2: The I-CSCF must be able to find the correct S-CSCF based on the GRUU
· Since the SIP request does not contain the IMPU of the addressed user, the I-CSCF will have to contact the HSS, in order to find the appropriate HSS, using the GRUU.

Note: If the IMPU can be “derived” from the GRUU, the I-CSCF can use the IMPU when contacting the HSS (current behaviour).

Req-3: The S-CSCF must be able to find the user information using the GRUU
· Since the SIP request does not contain the IMPU of the addressed user, the S-CSCF must be able to find the user information using the GRUU. Therefore, the GRUU must be registered, as defined in Req-1. 


Note: If the IMPU can be “derived” from the GRUU, the S-CSCF can use the IMPU when retrieving the user information (current behaviour).

Req-4: The S-CSCF shall never fork a request addressed using a GRUU
· Forking should never occur, since a GRUU is not associated with multiple URIs.

Req-5: The HSS shall store the AOR, and the associated Contacts/GRUUs

· This is needed to fulfil Req-2 (and Req-3?), unless the IMPU can be derived from the GRUU.

Req-6: The GRUU shall contain the same domain information as the associated IMPU, in order for a P-CSCF to route the request to the appropriate I-CSCF

· Especially in roaming cases, the P-CSCF must be able to retrieve the domain information of the home network, in order to find the entry point of the home network.
Req-7: A UE supporting GRUUs shall be able to differentiate between an IMPU and a GRUU
Req-8: Usage of GRUU for routing shall be backward compatible with current IMS routing
· If an originating network entity does not support GRUU the routing and the application behaviour shall not fail 
· The routing of requests from a UE not using GRUUs shall not be impacted due to the introduction of GRUUs 
Req-9: It should be possible to keep the same GRUU for a long time
· It is required to be able to keep the GRUU over multiple registration periods
Req-10: It should be possible to update a session with a new GRUU
· If a new GRUU is acquired by a UE, it needs to be possible to update the remote entities involved in the session 

Req-11: There should be clear guidelines when to use a GRUU
· A UA needs to know when to use a GRUU and when to use an IMPU

· An AS should not retarget a SIP request addressed towards a GRUU

Req-12: It shall be possible to define iFC that match SIP requests that either include an IMPU or a GRUU
· It would be beneficial if it not required to update the iFC even though the GRUU is updated
Req-13: It must be possible for an AS to derive the IMPU for a GRUU

· Normal privacy requirements need to be taken into account

Req-14: It shall be possible for an SLF to select a proper HSS based on a SIP request including a GRUU
3.
Proposal

It is proposed to add the listed requirements in section 2.2 into the new TR 23.8yz.
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