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1. Introduction

The PCC rule handling at the PCEF has several aspects, which need to be addressed.
2. Discussion

The PCC rule handling at the PCEF needs to cover

· PCEF gaining knowledge on a PCC rule definition

· Defining the scope within which a PCC rule definition is valid

· Defining whether the PCC rule is a candidate rule in the service data flow detection

· Defining in the scope within which the PCC rule is a candidate in the service data flow detection

The PCEF gains knowledge on a PCC rule definition either

a) by local means at the PCEF (predefined PCC rule only)

b) by the PCRF providing the PCC rule definition over the Gx reference point

A suitable name for the PCC rule state, when the PCEF has gained knowledge on the PCC rule definition, is installed (at the PCEF).

The scope within which an installed rule shall be known is straightforward:

· A predefined installed PCC rule is known within the scope of one, or more, access points.

· An installed PCC rule, which was provided from PCRF over Gx, is known within the scope of that IP network connection.

A suitable name for the PCC rule state, when it is a candidate rule in the service data flow detection process, is active (within the IP network connection).

For an IP-CAN supporting multiple bearers for a single IP network connection, the PCC rule might be active on selected bearer(s) only.

3. Proposal 

It is proposed make the following amendments to the TS.

************
1st change
************

6.3.2
Policy and charging control rule states
An installed (at the PCEF) PCC rule:
-
is known at the PCEF;
-
is associated with one PDN access point;
-
may be associated with multiple PDN access points (predefined PCC rules only);
-
if the PCC rule is provided from the PCRF, it is associated with an IP network connection.
An active (for an IP network connection) PCC rule:

· includes the service data flow template in the service data flow detection on the IP network connection;

· 
· causes usage data for the service data flow to be recorded, categorised per Charging key value;

· if Service identifier level reporting is mandated, causes usage data for the Charging key/Service identifier value pair to be recorded;

· invokes the policies, if any, associated with the PCC rule.



NOTE:
The same predefined PCC rule can be activated for multiple bearers in multiple IP network connections.

The PCRF may, at any time, modify a PCC rule, installed at the PCEF. The effect shall be equivalent to
· the deactivation of the old PCC rule;

· the removal of the old PCC rule;

· the installation of the new (modified) PCC rule;

· the activation of the new PCC rule where it was active before the removal.
The PCEF shall modify a PCC rule as an atomic operation. The PCEF shall not modify a predefined PCC rule on request from the PCRF.

Editor´s note: It is FFS whether the option to be install a PCC rule from the PCRF without activating the rule in the same procedure is required.

The PCRF may, at any time, deactivate an active PCC rule on an IP network connection or remove a PCC rule, which was installed from the PCRF.

6.3.3
IP network connection attributes

The OCS and/or OFCS addresses, for online and offline charging, shall be available at the PCEF. Should a local configuration at the PCEF be insufficient, the PCRF may associate an OCS and/or OFCS address with an IP network connection at establishment.

7
Procedures and flows

Annex <A> (normative):
Access specific aspects

A.1
GPRS

Editor’s note:
[Other GPRS stuff…]
A.1.f
Policy control and charging rule

A.1.f.a
Policy and charging control rule states

An active (at the PCEF) PCC rule:

· includes the service data flow template in the service data flow detection on one or more PDP contexts (detection association to PDP context);
· determines the mapping of downlink packets, in the service data flow, to one PDP context (traffic mapping association to PDP context).

The PCRF may, at any time, add/remove detection associations and modify the traffic mapping association. 
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