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1. Introduction

Roaming cases and inter-system mobility present challenges for the policy control and charging framework. This contribution discusses the policy control architecture in important roaming and inter-system mobility scenarios. 

In general, we are aiming for solutions that keep the features of the existing PCC framework, and also minimize the amount of new nodes and interfaces to be standardized.
2. Discussion

Scenario 1: Inter-system mobility within the home domain

[IS-Mobility] has discussed principles behind inter-system mobility. As the user changes between access X and Y, its serving E-PC (Evolved Packet Core) may change. However, one of the E-PC nodes may also take on the anchor node, meaning that all user plane traffic will also pass the anchor in addition to the service E-PC node. 
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Figure X1: Policy control for inter-system mobility in the home domain

We propose that for a single user, the same PCRF node controls both the serving and the anchor E-PC nodes, over an enhanced Gx interface (Gx+). This means that when a user moves between 3GPP cellular accesses and non-3GPP access such as I-WLAN, the PCRF will remain unchanged. (Note however the for a non-3GPP access with its own policy control framework such as TISPAN, additional inter-working mechanisms may be needed, which are FFS.)

In the serving E-PC node, QoS enforcement functions are needed, denoted by PEP in the figure. In the anchor E-PC node, QoS enforcement as well as charging functions are needed, shown by PEP and TPF in the figure. 

Scenario 2: Roaming with home tunnelling of traffic

In this scenario a user moves to an access operated by a different operator than its home operator, i.e. the user is roaming. The access type used in the visited domain may or may not be different from the access type used in the home domain. Traffic is tunnelled home from the serving E-PC node in the visited domain to the anchor E-PC node in the home domain. (Note that inter-system mobility in the visited domain is also applicable, although it is not shown in the figure below.)

Since the serving E-PC node is in the visited domain, if we applied the same principle as in scenario 1 and kept the PCRF node in the home domain to control the E-PC node in the visited domain, it would imply that the Gx+ interface becomes a roaming interface. That would be very problematic however, since a network operator would have to allow another business entity, i.e. the home operator, to have direct control over its E-PC node and set QoS and charging filters. We believe that this would make it very difficult for the visited operator to take responsibility for the management of its own E-PC node. For this reason, we propose that the Gx+ interface is not regarded as a roaming interface, and instead the E-PC node in the visited domain is controlled by a PCRF node also in the visited domain. 
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Figure X2: roaming with home tunnelling of traffic to the home domain 

With a PCRF node in the visited domain, the question arises whether we need dynamic AF session information to be transferred to the visited PCRF node from the AF over a (modified) Rx+ roaming interface (shown as Rx+roam in the figure). We believe such an interface may be considered for further study, for functions such as QoS policy enforcement. We propose that such a roaming interface should be based on Rx, that is, any roaming interface for policy control should be based on Rx+ rather than Gx+. 

If such a roaming interface is defined, it could happen by either a direct interface from the AF to the visited PCRF, or from the home PCRF to the visited PCRF. We propose the latter approach, since a direct interface from the AF would make the AF mobility-aware, i.e., that it would need to be aware that the user is roaming. This would add complexity into the AF, which is clearly not desired. In addition, getting the AF sessions from the home PCRF rather than the AF would also allow the home PCRF to be involved in the signalling, and make e.g. admission control decisions in the home network. 

Since traffic is tunnelled through the home E-PC node in this scenario, charging is logically performed in the home domain, and not in the visited domain. QoS policy enforcement, on the other hand, is performed in the visited network in addition to the home network. The details of how to distribute QoS policy enforcement functionality between the visited and the home domains are for further study. 

Note also that the visited PCRF node has to translate dynamic AF session information into Gx+ signalling. It is expected that a roaming agreement between the visited and the home domains are in place such that the home and the visited PCRF nodes map the AF session information to QoS policies in a consistent fashion. 

Scenario 3: Roaming with local breakout of traffic in the visited domain, AF in the home domain
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Figure X3: Roaming with local breakout of traffic in the visited domain, AF in the home domain

This scenario is similar to the previous one, with the difference that traffic is not tunnelled to the home domain; instead it is routed optimally between the visited domain and the peer node. The application function, however, is still in the home domain; or alternatively it is outside the home domain (e.g. at a third-party) but is connected to the PCRF in the home domain. 

Note that local breakout of traffic in the visited network, as in this scenario, should be under the control of the home operator. Both local breakout or home tunnelling (scenario 2 or 3, or also the subsequent 4) should be applicable to the same user, in a selective way. 

Due to the fact that no E-PC node is involved in handling the traffic in the home network, both QoS policy enforcement and charging functions have to be implemented in the visited domain. This requires a roaming agreement to be in place between the home and the visited domains. (Roaming agreements for charging are made simpler if charging is based on session signalling, and media is zero-charged.)

Note also that the home PCRF is still in the signalling path, and thereby it can carry out some basic policy control features, such as admission or rejection of AF sessions. 

Scenario 4: Roaming with local breakout of traffic in the visited domain, AF in the visited domain
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Figure X4: Roaming with local breakout of traffic in the visited domain, AF in the visited domain

This scenario is similar to the previous one, with the difference that the AF is also in the visited domain, or at a third party but connected directly to the visited PCRF. In this case policy control takes place fully in the visited network, without direct signalling from the home network. The way policy and charging rules are provided by the PCRF in the visited domain has to be settled in the roaming agreement with the home domain. Scenario 2, 3 and 4 represent an increasing reliance on the roaming agreement to provide policy and charging rules according in the visited domain. 

Note that even though no nodes are seen in the home network in the figure, it is very possible that the home network takes part in the service provisioning, e.g. as in the case of IMS by taking part in the control signalling. 

Scenario 5: Static roaming agreement

This is a simplified scenario with limited capabilities. It does not provide any PCC features, i.e. it does not use a PCRF to install dynamic policy or charging rules. Such a simplified scenario might be used for e.g., plain best-effort internet access. Basic policy and charging functionality, (e.g., measurement of the total amount of bytes transferred) could be pre-provisioned or provided over a AAA interface between the home and the visited domains. 

3. Conclusion

We have review the important inter-system and roaming scenarios from the policy control point of view. We conclude the following. 
· For inter-system mobility within a single domain, the PCRF node should not change during mobility. 
· In the roaming case, a PCRF-PCRF roaming interface may be considered for further study to transfer information about AF sessions to the visited PCRF.
· The roaming interface for policy control should be based on Rx, rather than Gx. 
· For policy and charging control of traffic in the visited network, a PCRF node in the visited domain is necessary.
· A roaming agreement between the visited and home domains is needed to determine how the PCRF in the visited network maps AF session into policy rules in roaming scenarios. 
· A system without dynamic PCC functions may be built to provide simple services, such as plain internet access with local breakout of traffic. In this case policy and charging control may be provided by AAA signalling, without using PCC nodes in the visited network. However, this solution has limited capabilities. 
4. References
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5. Proposal.

It is proposed that the text in this contribution is incorporated in the SAE TR in a new Annex titled “PCRF – roaming and inter system mobility”
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