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1
Introduction

One of the objectives of the 3GPP System Architecture Evolution (SAE) WI is to address mobility and service continuity between heterogeneous access networks. TR 23.882 includes a few particular areas to be addressed, including how to maintain and support the same capabilities of access control (authentication, authorization), privacy and charging when moving between different radio access technologies. 

This document discusses inter-system mobility principles and proposes a solution based on Mobile IPv6 for mobility between 3GPP access and non-3GPP access technologies.  

2
Discussion

Principles

The mechanism for mobility between 3GPP and non-3GPP accesses should be as generic as possible in order to reduce the requirements on non-3GPP access networks. This will make it possible to deploy the solution in new or legacy access networks where introduction of 3GPP specific mechanisms is difficult or unrealistic. Mobile IP provides mobility support at the IP layer and does not, apart from IP transport, assume anything about the underlying access network.

One mobility solution for both IPv4 and IPv6

The Mobile IPv4 (MIPv4) and Mobile IPv6 (MIPv6) protocols, as they are defined today, are tightly coupled with the corresponding IP version, IPv4 and IPv6 respectively. This scenario has several drawbacks:

· Maintaining connectivity depends on the IPv4/IPv6 capabilities of the access network. MIPv4 and MIPv6 only works over IPv4 and IPv6 capable access networks respectively. The consequence is that a UE cannot maintain IPv6 connections in an IPv4-only access network and vice versa. 

· A dual stack UE need to support two sets of mobility management protocols, one for each IP version 

· A dual stack UE need to send two sets of signalling messages on every handoff 

· Operators need to run and maintain two sets of mobility management systems, e.g. Home Agents, on the same network. This also has impact on related infrastructure such as AAA, since e.g. authentication mechanisms differ between MIPv4 and MIPv6. 

This leads to the conclusion that it is desirable to have a solution with a single IP mobility protocol that separates the Mobile IP signalling version from the IP version of the traffic that it tunnels, for example MIPv6 signalling supporting IPv4 traffic. There are proposals (IETF Internet Drafts) to enhance Mobile IPv6 that makes it a signalling protocol that can run over IPv4 and IPv6, and can manage tunnels to transport IPv4 and IPv6 traffic over IPv4 and IPv6 networks. The IETF is currently working on a solution for MIPv6 support over IPv4-only access networks and to support mobility of IPv4 connections. 

Why Mobile IPv6?

When choosing a single Mobile IP based mobility solution for both IPv4 and IPv6, one could take one of two possible routes. Either evolve MIPv4 with the additional functionality needed to support IPv6 networks and traffic, or evolve MIPv6 to support IPv4 networks and traffic. We believe that MIPv6 has several advantages over MIPv4:

· Support for route optimization of IPv6 User Plane. MIPv4 does not support route optimization. A solution based on MIPv6 will be able to take advantage of optimal routing of IPv6 user data traffic while the transport of IPv4 traffic will be equally good as though MIPv4 was used. The other way around is not true.

· MIPv6 support for authentication based on IKEv2 (IETF work in progress). This provides synergies with I-WLAN and enable MIP authentication based on e.g. EAP-SIM/AKA. MIPv4 authentication is less flexible.

· The MIPv6 solution for transporting IPv4 traffic is as efficient as the MIPv4 solution (for transport of IPv4 traffic).

· Larger address space of IPv6. Some operators may use only IPv6 UE home addresses. To support IP mobility MIPv6 will be the only choice.

· IETF focuses standardization efforts more and more towards the IPv6 protocol suite. This implies that enhancements will be done primarily for MIPv6 and only in rare cases for MIPv4.

Network scenarios

The access networks may have different capabilities when it comes to supporting IPv4 and IPv6. Introduction of IPv6 will be stepwise and we will likely see a mix of IPv4-only and IPv6-capable networks even for a significant time in the future. The mobility solution must therefore support this heterogeneous scenario. Also, for IPv4-only networks, both public and private (NAT:ed) networks will be present. We see the need to support the following scenarios:

1. Home Agent: IPv6 and public & private IPv4 
(( 
Access network: IPv6.

2. Home Agent: IPv6 and public IPv4

((
Access network: public IPv4.

3. Home Agent: IPv6 and public IPv4 

((
Access network: private IPv4.

4. Home Agent: IPv6 and private IPv4

((
Access network: public IPv4.

5. Home Agent: IPv6 and private IPv4

((
Access network: private IPv4.
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Figure 1. IPv6 / IPv4 network scenarios.

Enhanced MIPv6 proposal

We propose that a single mobility scheme based on MIPv6 is used to provide mobility between 3GPP and non-3GPP accesses. The proposed solution is based on the Interned-Draft draft-ietf-mip6-nemo-v4traversal-00.txt. Key aspects of the enhanced MIPv6 proposal are:

· UE supports Mobile IPv6

· Mobile IPv6 is enhanced to support mobility not only over IPv6 but over IPv4 networks as well.

· UE is IPv4/IPv6 dual stack 

· We assume that most UEs in SAE time perspective will be dual stack. If support for IPv4-only UE’s is needed, it can be addressed (see below).

· Support for IPv4 and/or IPv6 Home Address(es) in the UE.

· Home Agent is IPv4/IPv6 dual stack.

· Support for IPv4-only access networks. 

· MIPv6 control messages (i.e. IPv6 header + extension headers) are encapsulated in IPv4 packet.

· UDP tunnelling used for NAT traversal, as is done with MIPv4

· IPv6 User Plane traffic is tunnelled in IPv4. 

· Support for IPv6-only access networks

· IPv4 User Plane traffic tunnelled in IPv6

· Interconnecting network(s) between Access Network and Home Network can be IPv4-only, IPv6-only or support both IPv4 and IPv6.

· Support for NAT/NAPT (IPv4) located between UE and HA

· User traffic is UDP encapsulated similar to when using MIPv4

· Support for simultaneous binding updates of IPv4 and IPv6 Home Addresses using MIPv6. 

· IPv4 Home Address option is introduced in MIPv6 and sent together with MIPv6 Binding Updates. No need to send both MIPv4 and MIPv6 messages

As an example, figure 2 below shows a protocol stack where a dual stack UE visiting a public IPv4-only access network. The IPv4 User Plane traffic is IPv4 tunneled in a similar manner to how it is done with current MIPv4. No extra User Plane overhead is thus introduced by using MIPv6 for IPv4 traffic compared to when using MIPv4. The IPv6 User Plane traffic is transported in IPv4 tunnels. The corresponding scenario for IPv6-only access networks is not shown for brevity. 
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Figure 2. Scenario with dual stack UE visiting public IPv4-only access network. IPv4 and IPv6 user traffic supported. 

Terminal aspects

The terminal needs to support one single multi-access mobility protocol (MIPv6) for both IPv4 and IPv6. A main assumption of the proposal is that the SAE/LTE capable UE has IPv6-only or IPv4/IPv6 dual stack support. We believe that it is reasonable to assume that all UE:s in the SAE time frame will support IPv6, at least the UE:s that need mobility support for 3GPP to non-3GPP access handovers. 

The IPv6 stack in the UE typically does the parsing of the MIPv6 control messages. A solution for IPv4-only terminals can be created if needed, e.g. by parsing a limited set of MIPv6/IPv6 fields in the IPv4-only UE. Details for this solution is FFS.  

Integrated architecture 

The inter-system mobility solution should be designed in such a way that it introduces minimal overhead (signalling and user plane transport overhead) and performance penalties (delays etc) as compared to when the mobility solution is not activated. This is of special importance for radio access technologies.  

Assuming that inter-3GPP access mobility is handled by other mechanisms than Mobile IP (see e.g. S2H050193), Mobile IP is only needed for terminals requesting mobility services between 3GPP and non-3GPP accesses. Furthermore, even for those terminals the solution should be designed to minimize impact when using 3GPP accesses. By providing a certain level of interaction between the inter-system mobility anchor (MIPv6 HA) and the 3GPP anchor (corresponding to GGSN in 2G/3G) within the Evolved Packet Core, the Mobile IP based mobility signalling and tunnelling only needs to be active when the terminal is using a non-3GPP access technology. Details regarding the interaction between 3GPP anchor and Inter access system anchor are FFS. For accesses where the Mobile IP signalling and tunnelling needs to be active, header compression can be used to reduce overhead.
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Figure 3. Architecture for 3GPP to non-3GPP access system handovers. 

Note that a serving access node for non-3GPP access (such as an evolved PDG) may be located in the evolved packet core but is not shown in the figure.
3
Conclusions 

Inter-access mobility is a central part of the SAE work. We believe that for mobility between 3GPP access technologies and non-3GPP access technologies (incl. I-WLAN) Mobile IPv6 (or an enhancement thereof) is the candidate to consider, for both IPv4 and IPv6. A solution with only one single mobility protocol (MIPv6) instead of two (MIPv4 and MIPv6) is both simpler to develop and to deploy. Furthermore, a MIPv6-only solution for dual stack terminals has clear benefits compared to a combined MIPv4-MIPv6 solution as discussed in section 2 above.

We also believe that the mobility solution should be integrated with charging and policy control. Furthermore, an integrated inter-system mobility scheme enables a solution with minimal protocol overhead, which is of particular importance when using 3GPP access technologies. 

3
Proposal 

It is proposed that the text in section 2 of this contribution is inserted into a new appendix of TR 23.882.
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