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During the TISPAN WG2 session on “IMS emergency sessions” at TISPAN 8bis meeting in Sophia Antipolis 24-28 Oct 2005, the contents TS 23.167 v.0.1.1 was discussed, as TISPAN wishes to reuse this TS also for the TISPAN NGN.

Discussion

During the TISPAN 8 meeting at Portorose 12-16 Sept 2005, TISPAN WG2 had agreed to indicate in their specification that CSCFs related to handling emergency sessions shall take the necessary prioritization procedures over normal sessions.

And during the TISPAN 8bis meeting at Sophia Antipolis, we had agreed the changes to the latest draft document, based on 3GPP TS 23.167 v.0.1.1, as indicated in the proposal.

As the P-CSCF performs functions for both emergency and non emergency sessions, it is believed that there is a need to prioritise emergency sessions over other sessions.

Since we understand that the requirements of 3GPP and TISPAN are the same in this area, we believe appropriate requirement indicating that should be included to the 3GPP TS.

Proposal

We would like to ask 3GPP SA2 to do the same modification to TS 23.167 as highlighted in red and with underline below.

****************** Modification in section (6.2.1 Proxy-CSCF) *******************

· Detect an emergency session establishment request and perform one of the following:

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF should respond with a 380 (Alternative Service) with the type set to “emergency”.


· On receipt of a marked emergency service session establishment request, the P-CSCF shall use prioritization procedures related to the emergency session and shall select an Emergency CSCF in the same network to handle the emergency session request and forward the request to that Emergency CSCF for further processing. The selection method is not standardized in the present document

****************** Modification in section (7.1.1 UE Detectable Emergency Session) *******************

7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication.

-
If the UE is equipped with an UICC, it shall send an IMS session establishment request to the P-CSCF containing an indication that this is for an emergency session establishment.

-
If the UE is not equipped with an UICC, it shall send an emergency session establishment request to the P-CSCF without prior registration. In this request the UE shall indicate that this request is coming from an anonymous user. When the P-CSCF receives an emergency session establishment request with an “anonymous user” indication it shall check whether anonymous emergency sessions are allowed (e.g. UICC-less emergency sessions). In the case that anonymous emergency sessions are not allowed, and the ”anonymous user” indication is present, the P-CSCF shall reject the session establishment request with sufficient information to inform the UE that the application level registration will not succeed. Otherwise the request is forwarded to an appropriate E-CSCF although no security association between UE and P-CSCF is established.
-
Upon reception of the emergency session initiation request, the P-CSCF shall recognize that the session requested is an “emergency” and shall prioritise the emergency session.
-

Upon the reception of the emergency session initiation request, the E-CSCF shall route the signalling towards the emergency centre or the PSAP. The E-CSCF shall also route anonymous session establishment requests when the UE is not registered in the IMS.
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF shall forward the signalling to a MGCF (maybe via a BGCF). The MGCF may insert any available location information in the PSTN/CS signalling (this may require an additional location request enquiry).
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