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1) Introduction
A solution has to be defined to allow the RNC to determine what is the AMR payload structure in used in each IP packet received in order to be able to apply UEP.
A simple solution is proposed in a separate contribution when there is no data encryption. In this simple solution, the RNC uses the RTP header Payload Type information and RTP Payload ToC information to determine which codec and codec mode and then the associated AMR payload structure is in use in each packet.

This document studies a solution when encryption is provided.
2) Discussion

IPsec is not considered for VoIMS as with IPSec, only ESP/IP profile of ROHC for header compression can be used; thereby, some compression efficiency is lost. SRTP is encryption/authentication envisaged by IETF for real time bearer data.

SRTP encrypts the RTP payload so that the ToC is encrypted along with the speech bits. The proposal done for non-encrypted case cannot apply. When encryption is done, the RNC cannot extract from each IP Packet itself the AMR structure information as for the simple solution.
Nevertheless as SRTP does not change bits position, UEP can still apply if the RNC knows by other means the RTP Payload structure in used for each received packet.

As there is no RFCI information in DL packet received, the RNC cannot use RAB CS subflows concept, like it does for CS domain.
Nevertheless, with the current speech codecs defined for VoIMS (NB-AMR and WB-AMR), there is a unique relationship between the AMR mode in used (so the RTP Payload structure) and the AMR payload length. It is then proposed that the RNC receives information specifying the relationship between the RTP Payload length and the RTP payload structure so that the RNC can use the RTP Payload length to discriminate class of bits and apply UEP. In other word, the RTP Payload length will play the role of the RFCI.

For example, the following lookup table can be provided to the RNC:

	RTP Payload length (bytes)
	UMTS AMR Speech codec structure

	
	Class A (bits)
	Class B (bits)
	Class C (bits)

	15
	42
	53
	0

	16
	49
	54
	0

	18
	55
	63
	0

	20
	58
	76
	0

	22
	61
	87
	0

	33
	75
	84
	0

	29
	65
	99
	40

	34
	81
	103
	60


The RNC can receive this table in which a unique relationship is specified between the RTP Payload length and expected number of bits for Class A, Class B and Class C bits, according to the AMR modes (AMR-NB or AMR-WB) negotiated and to be used during the VoIMS session.

For each VoIMS packet received, the RNC uses the RTP Payload size and this table to determine the RTP Payload structure in use (as it uses the RFCI for UEP in CS domain) and applies UEP:

· this proposal follows one of the principle of UEP for CS domain where mapping table. As a consequence, there are minor changes in the RNC compared to UEP support for CS domain.
· this proposal is simple (RNC only calculates some lengths)
· this proposal works indifferently when encryption is used or not
3) Conclusion

It is suggested to update the TR 23.807 to describe this solution as shown in following Annex.
In addition, if 3GPP SA2 prefers homogenization of UEP solution whatever SRTP encryption is used or not, the proposal done for encryption case can also be used for non-encrypted case. Then the RNC will remain agnostic of AMR codec in use even when encryption is not done.
The way this table of information is provided to the RNC is subject of a separate contribution.
Annex: proposed changes for the TR 23.807
5.1 Which entity differentiates and separates speech bits of the AMR frame









The RNC differentiates and separates the most and the least important speech bits of the AMR codec frame.

-
During an IMS multimedia session establishment, the end-points negotiate codecs and codec modes to be used during the IMS multimedia session (AMR and WB-AMR).

-
At the end of the IMS multimedia session negotiation, the RNC gets information indicating relationship between the expected speech frame payload structures and the RTP Payload length (while keeping the RNC agnostic of Codec negotiated).

-
During the VoIMS session life, the RNC differentiates each set of bits in the received packet and separates the speech bits by using this information.

-
The UTRAN applies different error protection level to each identified part of the speech frame.
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