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Introduction

From reading [1] it can be seen that a GRUU is an alias SIP URI that is unique and globally routable. One of its purposes is to identify a specific Public User ID at a specific UE.  As a result a GRUU is linked to Public User ID and UE.
Public User ID <--------------   GRUU
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User equipment

Given that the user can change their (U)SIM from UE to UE, and the user can register the same Public User ID from many different UEs at the same time, there is a need to provide a GRUU at the time of registration by the SIP registrar.  
1. A UE is able to request a unique ID that identifies a specific Public User Identity at a specific UE at the time of registration.

2. The IMS network is able to receive a request for a unique ID for a specific Public User Identity at a specific UE and be able to generate such unique ID and send it back to the UE that requested it. 
In addition, if a Public User ID is part of an implicit set of Public User IDs there is also a need to generate GRUUs for each of those other Public User IDs.  The device ID to be used to generate these additional GRUU's shall be the same as that one used for Public User ID that a request to generate a GRUU for was received.
3. When the IMS network receives a request for a unique ID for a specific Public User Identity, the IMS network will also generate unique IDs for all the other Public User Identity that are implicity registered when that a Public User Identity that is a member of the implicit set is explicitly registered.  The IMS network will communicate all these other unique IDs to the UE.
The GRUU generated should be the same every time that this Public User ID and UE combination register together as some services in the network i.e. CSI cache this information along with other specific information about that UE capabilities.

4. The IMS network always generates the same unique ID for given Public User Identity and UE combination.
Once a GRUU has been generated and received by a UE, the UE can provide this GRUU to other SIP User agents.  In addition other SIP User agents can use GRUU to identity a specific Public User ID / UE combination they wish to communicate with.  As a result the IMS core needs to be able to receive a GRUU and route it to the correct Public User ID at the correct UE
5. A UE is able to establish a communicate with a specific Public User Identity and UE combination using a unique ID that identifies that Public User Identity at the specific UE.

6. The IMS network is able to receive a unique ID and route it to the correct UE registered with that Public User Identity.

The IMS network should be able to generate a GRUU for any valid registered SIP URI or TEL URI.
7. The IMS network will be able to generate a unique ID for any UE registered with a valid SIP or TEL URI.

The IMS system also needs to be able to determine when a GRUU has been used and route it accordingly
8. Ability to recognise when a unique ID has been used as the target address and route accordingly.

Furthermore [1] suggests that a globablly unique device ID is used to link the GRUU to the AOR and actual device.  Given that 3GPP has had a unique device ID defined for many years, it is proposed that the IMEI is used.
9. The unique ID generated is to be based upon and resolvable by the network to the existing 3GPP unique device identifier (IMEI).

*****Proposed text****

5
Overall Architecture for support of GRUU

5.1 
Architecture Considerations

The solution for support of device identifier in IMS should fulfils the following architectural requirements:

1. A UE is able to request a unique ID that identifies a specific Public User Identity at a specific UE at the time of registration.

2. The IMS network is able to receive a request for a unique ID for a specific Public User Identity at a specific UE and be able to generate such unique ID and send it back to the UE that requested it.

3. When the IMS network receives a request for a unique ID for a specific Public User Identity, the IMS network will also generate unique IDs for all the other Public User Identity that are implicity registered when that a Public User Identity that is a member of the implicit set is explicitly registered.  The IMS network will communicate all these other unique IDs to the UE.

4. The IMS network always generates the same unique ID for given Public User Identity and UE combination.

5. A UE is able to establish a communicate with a specific Public User Identity and UE combination using a unique ID that identifies that Public User Identity at the specific UE.

6. The IMS network is able to receive a unique ID and route it to the correct UE registered with that Public User Identity.

7. The IMS network will be able to generate a unique ID for any UE registered with a valid SIP or TEL URI.

8. Ability to recognise when a unique ID has been used as the target address and route accordingly.

9. The unique ID generated is to be based upon and resolvable by the network to the existing 3GPP unique device identifier (IMEI).
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