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1. Introduction

A new WI of LCS for I-WLAN was approved in SA2#47 meeting to analyze the architectural impacts in 3GPP WLAN interworking scenarios. 

This contribution is to discuss to realize LCS with OMA SUPL in interworking WLAN If a location request from an external LCS client uses a SIP-URI as the target UE's identity. 
2. Proposal
2.1 MT-LR Procedure using a SIP-URI
The MT-LR procedure with a SIP-URI as the target UE’s identity is proposed as follows: 
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1. The WLAN UE selects a WLAN AN and establishes the WLAN connection with a WLAN technology specific procedure (e.g. in IEEE 802.11 it starts an association procedure).
2. The Authentication procedure is initiated in a WLAN technology specific way and as a part of this process, the WLAN UE sends a NAI to the WLAN AN. The NAI shall be constructed as it is specified in 3GPP TS 23.003 [5]. Information to execute the authentication with the accessed user is retrieved from HSS.

3. At the completion of authentication, the AAA server provides its own address to the HSS as the serving node for LCS.
4. WLAN UE performs a DNS query to obtain the addresses of PDGs.

5. The WLAN UE initiates W-APN resolution and tunnel establishment with one of PDGs in PLMN
6.
An external LCS Client requests the current location of a target UE from a R-GMLC using the Public User Identity (SIP-URI) associated with the target UE.

7.
The R-GMLC selects a LIMS-IWF in the requesting network. The LIMS-IWF address may be pre-configured or DNS is used for this purpose. The R-GMLC forwards the LCS service request to the requested LIMS-IWF via Lr interface.

8.
The LIMS-IWF in the requesting network determines the LISM-IWF address in the home network. This may be done by using a pre-configured address or by DNS. The requesting LIMS-IWF forwards the LCS service request to the home LIMS-IWF via Lr interface.
9. The home LIMS-IWF queries the SLF via Dh interface to get the HSS address (using the Dh interface to retrieve the HSS address is an option).
10. The home LIMS-IWF retrieves the HSS address from the SLF via Dh SLF Response.

11.
The home LIMS-IWF queries the HSS via Sh PULL (including the SIP-URI) to get the user's MSISDN.

12.
The home LIMS-IWF retrieves the user's MSISDN from the HSS via Sh PULL Response.

13.
The LIMS-IWF uses MAP Send Routing Info for LCS to get the H-GMLC address from the HLR.

14.
The LIMS-IWF retrieves the H-GMLC address from the HLR.

15.
The LCS service request is forwarded to the H-GMLC through Lr interface.
16. GMLC sends routing information query to HSS to obtain the address of AAA

17. HSS returns the address of AAA to GMLC.

18. GMLC queries AAA to obtain the address of WLAN UE.

19. GMLC retrieves the address of WLAN UE from AAA.

20. GMLC initiates SUPL procedures based on OMA SUPL. 

21.
The LCS service response is sent from the H-GMLC to home LIMS-IWF.

22.
The LCS service response is sent from the home LIMS-IWF to the requesting LIMS-IWF.

23.
The LCS service response is sent from the requesting LIMS-IWF to the R-GMLC.

24.
The LCS service response is sent from the R-GMLC to the external LCS Client.
2.2 Proposed Impacts

1) AAA server
Support of routing information query to release the address of WLAN UE to the GMLC
2) HSS

Support of routing information query to release the address of AAA server of WLAN UE to the GMLC
3) GMLC 

Support of routing information query to obtain the address of AAA server of WLAN UE and the address of WLAN UE
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