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1. Introduction

Roaming cases and inter-system mobility present challenges for the policy control and charging framework. This contribution discusses the policy control architecture in important roaming and inter-system mobility scenarios. 

In general, we are aiming for solutions that keep the features of the existing PCC framework, and also minimize the amount of new nodes and interfaces to be standardized.
2. Discussion

Policy related network Scenarios

Scenario 1: Inter-system mobility within the home domain

As the user changes between two access systems, its serving MME/UPE may change. All user plane traffic will pass the anchor node(s) in addition to the serving MME/UPE. Depending on the grouping of functions (which is FFS), the anchor nodes may be interpreted as MME/UPE, Inter-AS Anchor, or both. 

For a single user, one PCRF node controls the anchor node(s), over an enhanced Gx interface (Gx+). This means that when a user moves between 3GPP cellular accesses and non-3GPP access such as I-WLAN, the PCRF will remain unchanged. Policy enforcement (PEP) and charging functions (TPF) are in the anchor node(s).

It is FFS whether policy enforcement functions are needed in the serving MME/UPE, 

Note: the single PEP assumption for this scenario may prevent the use of route optimisation for traffic generated in the non-3GPP access system. Whether this is an issue for the non-roaming case is FFS.

Scenario 2: Roaming with home forwarding/tunnelling of traffic

In this scenario a user moves to an access operated by a different operator than its home operator, i.e. the user is roaming. The access type used in the visited domain may or may not be different from the access type used in the home domain. Traffic is forwarded/tunnelled home from the MME/UPE in the visited domain to the anchor node(s) in the home domain. Policy enforcement (PEP) and charging functions (TPF) are in the anchor node(s).

Since the serving MME/UPE is in the visited domain, QoS support is needed in the MME/UPE. The visited network operator may prefer not to allow another business entity, i.e. the home operator, to have direct control over its MME/UPE and set QoS and charging filters, since this would make it very difficult for the visited operator to take responsibility for the management of its own MME/UPE. 

It is FFS whether a PCRF node is needed in the visited domain in order to transfer dynamic AF session information to policy enforcement functions (PEP) in the serving MME/UPE, when there already are both PEP and TPF in the home domain anchor node(s). 

If such a roaming interface is defined and used for the transfer of dynamic AF session information (or some translation thereof) to the MME/UPE, it should not make the AF mobility-aware, i.e., the AF should not need to be aware that the user is roaming. This would add complexity into the AF, which is clearly not desired. In addition, the interface should also allow the home network to be involved in e.g. admission control decisions together with the transfer of the AF session information (or some translation thereof).

If it will be decided that the existence of both PEP and TPF in the home domain anchor node(s) is not enough to support the QoS in the visited domain, it is FFS how to translate the dynamic AF session information so that a roaming agreement between the visited and the home domains can be applied to the QoS policies of the AF session in a consistent fashion.

The inter-system mobility in the visited domain may imply a PEP relocation. How policy control works in conjunction with PEP relocation is FFS.

Scenario 3: Static roaming agreement

This is a simplified scenario with limited capabilities. It does not provide any PCC features, i.e. it does not use a PCRF to install dynamic policy or charging rules. Such a simplified scenario might be used for e.g., plain best-effort internet access. Basic policy and charging functionality, (e.g., measurement of the total amount of bytes transferred) could be pre-provisioned or provided over a AAA interface between the home and the visited domains.

Scenario 4: Roaming with route optimisation of traffic in the visited domain, AF in the home domain

This scenario is similar to scenario 2, with the difference that traffic is not forwarded/tunnelled to the home domain; instead it is routed optimally between the visited domain and the peer node. The application function, however, is still in the home domain; or alternatively it is outside the home domain (e.g. at a third-party) but is connected to the PCRF in the home domain.

The traffic passes through the visited network and not the home network, but it should be under the control of the home operator.

Due to the fact that no anchor node is involved in handling of the user plane traffic in the home network,  policy enforcement has to be implemented in the visited domain. It is FFS whether PCRF nodes need to be involved in the home and visited domains in order to transfer dynamic AF session information for policy enforcement in the MME/UPE. It is FFS whether the roaming agreement required between the home and the visited domains is feasible. In particular, it is FFS how the roaming agreements for charging can be made simpler, e.g. if charging is based on session signalling, and media is zero-charged.

The use of route optimisation may require updates to the PEP configuration (e.g. if the bearer route can switch between optimised and non-optimised mode during the lifetime of a session). How this is achieved is FFS.

Scenario 5: Roaming with local breakout of traffic in the visited domain, AF in the visited domain

In this scenario, the AF is in the visited domain, or at a third party but connected directly to the visited PCRF. In this case policy control takes place fully in the visited network, without direct signalling from the home network. The way policy rules are provided by the PCRF in the visited domain has to be settled in the roaming agreement with the home domain. It is FFS whether an increasing reliance on the roaming agreement to provide control in the visited domain is feasible, and what modifications would be needed to the roaming agreements. 

In particular, it is FFS how charging is handled in the visited network.

It is FFS whether the home network AF takes part in the service provisioning.

4. Proposal.

It is proposed that the text in section 2 of  this contribution is incorporated in the SAE TR in a new Annex titled “PCRF – roaming and inter system mobility”
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