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Introduction

This contribution provides call flows for interworking with QoS provided in I-WLAN Scenario 3 (WLAN 3GPP IP Access).
Discussion
During SA2 #47 meeting, the following was agreed.
5
QoS provisioning for I-WLAN

5.1 
Architecture for QoS support

……
Figure 5.2 shows the considered QoS architecture for WLAN 3GPP IP Access.
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Figure 5.2 QoS Architecture for WLAN 3GPP IP Access
The End-to-End Service provides transport of the signalling and user data between the WLAN UE and another (external) TE (or correspondent node) passed over different bearer services of the network. In case of WLAN Direct IP Access, it consists of WLAN Bearer Service and External Bearer Service. In case of WLAN 3GPP IP Access, it consists of 3GPP IP Access Bearer Service and External Bearer Service.

The External Bearer Service is not further elaborated here as this bearer may be using several network services, e.g. another UMTS Bearer Service (TS 23.107 [6]). The 3GPP IP Access Bearer Service provides transport of signalling and user data between WLAN UE and PDG and supports I-WLAN QoS.

WLAN Bearer Service supports WLAN AN specific bearer capability between WLAN UE and WLAN AN.
During SA2 #48 meeting, following requirements are agreed.
4.2
Architectural requirements 

To support interworking with QoS provided by the WLAN AN, following enhancements of the architecture defined in TS 23.234 [1] are necessary:

· The 3GPP WLAN QoS profile and WLAN AN QoS profiles shall be WLAN technology independent. The WLAN AN QoS profiles should use existing standardized specifications, if possible.

· The AAA Server shall be the single point to authorize WLAN AN QoS profiles for both WLAN direct IP Access and WLAN 3GPP IP Access.

· The 3GPP WLAN QoS profile shall be specified within the subscriber data of the HSS (defined in TS 23.008 [5]). The 3GPP WLAN QoS profile contains the subscribed WLAN AN QoS profiles and optionally additional parameters.
· Authorization of the WLAN AN QoS profile in case of WLAN 3GPP IP Access shall be able to take into account the Policy Control and Charging (PCC) functionality.

· A mechanism shall be defined, which allows that the WLAN AN’s QoS capabilities (e.g. the supported WLAN AN QoS profiles) are provided by the WLAN AN to the 3GPP AAA Server during initial WLAN direct IP Access authorization.
· The authorized WLAN AN QoS profile shall be sent from the 3GPP AAA Server to the WLAN AN during WLAN 3GPP IP Access authorization and re-authorization.

· A mechanism for authorization of change of WLAN AN QoS profile after initial authorization between WLAN AN and 3GPP AAA Server/Proxy shall be considered.

· Charging signalling sent between WLAN AN and 3GPP AAA Proxy/Server shall contain information about the used WLAN AN QoS profiles.
Based on the agreed principles and requirements, four optional QoS provisioning call flows are proposed that two have QoS negotiation mechanisms, another two have no such mechanisms, between network elements (e.g. between WLAN AN and PDG, and between WAG and PDG). In addition, advantages and disadvantages are analyzed for further decision. It is proposed that four optional QoS provisioning call flows are to be added to the TR.

==== Start of Changes ====

5.2.x
QoS Provisioning Procedures for WLAN 3GPP IP Access
This subclause describes the QoS provisioning procedure for WLAN 3GPP IP Access. Four optional procedures are included and related analysis is presented for further decision.
5.2.x.1

(Option 1) QoS Provisioning Procedure for WLAN 3GPP IP Access without QoS Negotiation (3GPP AAA Server makes QoS decision)
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If WLAN AN access authentication and authorization procedure is performed, capabilities of WLAN AN are optionally sent to 3GPP AAA Server.

1. WLAN UE sends tunnel establishment request to PDG, in which the QoS Requested is included;

2. PDG shall retrieve authentication and authorization data. In authorization request, the QoS Negotiated is sent to 3GPP AAA Server. ,The PDG may restrict QoS Negotiated given its capabilities and the current load
3. Based on QoS Negotiated, QoS, subscribed, 3GPP AAA Server determines the QoS provisioned to the user. If available, the capabilities info of WLAN AN shall be taken into account. Then QoS Determined along with other info, e.g. filtering policy, shall be exchanged between WLAN AN and 3GPP AAA Server, and in the case of roaming QoS Determined may be between WAG and 3GPP AAA Server/Proxy.

4. PDG shall return tunnel establishment response with QoS Determined to WLAN UE.

5.2.x.2

(Option 2)QoS Provisioning Procedure for WLAN 3GPP IP Access with QoS Negotiation (3GPP AAA Server makes QoS decision)
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3.QoS Negotiation between WLAN AN/WAG and PDG


If WLAN AN access authentication and authorization procedure is performed, capabilities of WLAN AN are optionally sent to 3GPP AAA Server.

1. WLAN UE sends tunnel establishment request to PDG, in which the QoS Requested is included;

2. PDG shall retrieve authentication and authorization data. In authorization request, the QoS Negotiated is sent to 3GPP AAA Server. The PDG may restrict QoS Negotiated given its capabilities and the current load. 

3. Based on QoS Negotiated and QoS Subscribed, 3GPP AAA Server shall create a new QoS Negotiated and deliver it to WLAN AN and WAG (in the case of roaming) to negotiate QoS. If WLAN AN and/or WAG do not decide to accept the QoS Negotiated, e.g. for the reason that the available resources in them is not able to support the QoS Negotiated, WLAN AN and/or WAG may send a new QoS Negotiated to 3GPP AAA Server.

4. According to the QoS Negotiated received from WLAN AN and/or WAG, 3GPP AAA Server shall determine the QoS provisioned to the user. Then QoS Determined along with other info, e.g. filtering policy, is exchanged between WLAN AN and 3GPP AAA Server, and in the case of roaming QoS Determined may be exchanged between WAG and 3GPP AAA Server/Proxy. In authorization response, 3GPP AAA Server shall provide QoS Determined to PDG.

5. PDG shall return tunnel establishment response with QoS Determined to WLAN UE.

5.2.x.3

(Option 3) QoS Provisioning Procedure for WLAN 3GPP IP Access without QoS Negotiation (PDG makes QoS decision)
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If WLAN AN access authentication and authorization procedure is performed, capabilities of WLAN AN are optionally sent to 3GPP AAA Server.

1. WLAN UE sends tunnel establishment request to PDG, in which the QoS Requested is included;

2. PDG shall retrieve QoS Subscribed from 3GPP AAA Server in authentication and authorization data. If available, the capabilities info of WLAN AN shall be delivered to PDG from 3GPP AAA Server.
3. Based on QoS Subscribed and QoS Requested from WLAN UE, PDG shall determine the QoS provisioned to the user. If available, the capabilities info of WLAN AN shall be taken into account. Then QoS Determined along with other info, e.g. filtering policy, shall be exchanged between WLAN AN and PDG via 3GPP AAA Server/Proxy, and in the case of roaming QoS Determined may be exchanged between WAG and PDG via 3GPP AAA Server/Proxy.

4. PDG shall return tunnel establishment response with QoS Determined to WLAN UE.

5.2.x.4

(Option 4) QoS Provisioning Procedure for WLAN 3GPP IP Access with QoS Negotiation (PDG makes QoS decision)
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3.QoS Negotiation between WLAN AN/WAG and PDG (via 3GPP AAA Server)


If WLAN AN access authentication and authorization procedure is performed, capabilities of WLAN AN are optionally sent to 3GPP AAA Server.

1. WLAN UE sends tunnel establishment request to PDG, in which the QoS Requested is included;

2. PDG shall retrieve QoS Subscribed from 3GPP AAA Server in authentication and authorization data. If available, the capabilities info of WLAN AN shall be delivered to PDG from 3GPP AAA Server.
3. Based on QoS Subscribed and QoS Requested from WLAN UE, PDG shall create a new QoS Negotiated and deliver it to WLAN AN and WAG (in the case of roaming) to negotiate QoS via 3GPP AAA Server/Proxy. If WLAN AN and/or WAG do not decide to accept the QoS Negotiated, e.g. for the reason that the available resources in them is not able to support the QoS Negotiated, WLAN AN and/or WAG may send a new QoS Negotiated to PDG via 3GPP AAA Server/Proxy.

4. According to the QoS Negotiated received from WLAN AN and/or WAG, PDG shall determine the QoS provisioned to the user. Then QoS Determined along with other info, e.g. filtering policy, shall be exchanged between WLAN AN and PDG via 3GPP AAA Server/Proxy, and in the case of roaming QoS Determined may be exchanged between WAG and PDG via 3GPP AAA Server/Proxy.

5. PDG shall return tunnel establishment response with QoS Determined to WLAN UE.

5.1.x.5
Summary

Option 1 and 3 have similar rationale (without QoS negotiation between network entities), but have different QoS decision point, i.e. decision point of option 1 is 3GPP AAA Server and that of option 3 is PDG.
Option 2 and 4 have similar rationale (with QoS negotiation between network entities), but have different QoS decision point, i.e. decision point of option 2 is 3GPP AAA Server and that of option 4 is PDG.
In option 1 and 2, 3GPP AAA Server acts as both authorization point and QoS decision point; in option 3 and 4, 3GPP AAA Server acts as authorization point and PDG acts as QoS decision point.
The advantages and disadvantages of all candidates are shown in the table as follow.
5.1.x.6
Analysis

	
	Pros.
	Cons.

	Option 1 (w/o QoS negotiation)
	· Simplicity. Easy to implement.

· Fully based on the current tunnel establishment procedure.
	· No accurate control on the status of WLAN AN and WAG



	Option 2 (with QoS negotiation)
	· Accurate control on the status of WLAN AN and WAG


	· More complicated procedure.

· More modifications to current tunnel establishment procedure.

	Option 3 (w/o QoS negotiation)
	· Simplicity. Easy to implement.

· Easy to co-ordinate with PCC
	· No accurate control on the status of WLAN AN and WAG

	Option 4 (with QoS negotiation)
	· Accurate control on the status of WLAN AN and WAG
· Easy to co-ordinate with PCC
	· More complicated procedure.

· More modifications to current tunnel establishment procedure.


==== End of Changes ====

Proposal

It is proposed to add the above high level procedures and associated analysis to the TR 23.836.
3GPP
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