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Introduction

At the SA2 ad-hoc meeting in Seattle, Ericsson submitted a contribution on an Extended Attach procedure [1] that was not treated during the meeting. That contribution proposed a solution for the B1 architecture. This contribution attempts to generalize the solution for both B1 and B2 architectures, and proposes changes to TR 23.882.

The following chapter from Ericsson contribution [1] is a good description of the technical background and is copied here verbatim. Additionally, the related first paragraph of “Description of Key sub-Issue – Extended Attach procedure” has been copied to the chapter “Description of Key Issue – Default IP Access Service” in this contribution.

Background
Today in the PS domain, the GPRS Attach procedure and the PDP Context Activation procedure are two separate procedures. After power on the UE normally performs the GPRS Attach procedure where it is authenticated and authorised to attach to the network and its location is made known in the HLR. However, the UE still doesn’t have IP connectivity before having performed a PDP Context Activation procedure. By doing this, it selects its access point by means of the APN parameter and requests QoS. The UE is allocated an IP address and provided other necessary IP configuration parameters. At this stage the UE has IP connectivity and can start to transmit and receive data. 

Thereafter, the UE may choose to activate more PDP contexts if there is, for example, a need for setting up a bearer with other Quality of Service, or a need to select another access point. In a simplified message sequence diagram the current signalling scheme looks like in the figure below.
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Figure 1: Current situation with an Attach procedure followed by a PDP Context Activation procedure

Discussion
There are various views within the SAE about the way in which UE connectivity contexts, including PDP and MM contexts, are used. Especially, it is not agreed whether additional PDP contexts are needed for user data sessions. Another point of contention is how much UE signalling is needed in order to set up a UE connectivity context. We propose to introduce “Default IP Access Service” to describe the basic IP packet bearer service for a UE in the evolved system. This involves default context similar to primary PDP context. The support for sessions or flows requiring e.g. specific QoS or charging involves additional state information (context).

The name reflects the intention to provide “always-on” IP connectivity by default for bulk user data that doesn’t have further requirements. This aggregate user data can be served with simpler policies and charging than the rest of the user data, allowing simpler supporting functions and therefore lower requirements of the access network. The Default IP Access Service is provided for every UE attached to the network. It serves all of the UE’s IP connectivity related to that IP Access Service, to any network permitted under applicable policies and roaming restrictions, such as the serving (access) and the home network. The associated IP addressing can be used e.g. in IMS registration.
The default context for the Default IP Access Service is created immediately after the subscriber has been authenticated and authorized by the network, similar to the “Extended Attach procedure” proposed in [1]. In that procedure, signalling transactions should be streamlined to reduce the overhead and latency. The type of context information for the Default IP Access Service in the network elements is created according to the functions contained in them. That default context information may subsequently be transferred from an old network element to a new network element during handovers.

Conclusions and Proposal
The Default IP Access Service can provide basic “always-on” IP connectivity for bulk user data, allowing simpler supporting functions and therefore lower requirements of the access network. It is created in the network elements immediately after the subscriber has been authenticated and authorized by the network.

We propose to add the following text to TR 23.882:

**** Start of changes ****

7.x
Key Issue – Default IP Access Service

7.x.1
 Description of Key Issue – Default IP Access Service

Currently, in the PS domain, the UE performs a GPRS Attach in order to register with the network. The UE is authenticated and authorised to attach to the network. In order to get IP connectivity, the UE needs to perform a sub-sequent PDP context activation.

In the new evolved architecture the Default IP Access Service provides the basic “always-on” IP packet bearer service for the user data that can be controlled with simple policies and charging, such as best effort QoS and flat rate/bundled charging. This allows simpler supporting functions and reduces the requirements on the access network. The Default IP Access Service involves default context similar to primary PDP context. Sessions or flows with higher QoS or charging requirements are controlled separately, involving additional state information (context).

The default context for the Default IP Access Service is created for a UE immediately after the subscriber has been authenticated and authorized by the network, and can be transferred between network elements during attach or handover procedures. The Default IP Access Service provides the UE with IPv6 or IPv4 connectivity to operator network and services, other UEs, private IP networks, or the Internet. This IP connectivity includes UE association with the Inter-AS MM, and the capability to register to the IMS, e.g. with the address allocated or assigned by Inter-AS MM, for the reception of incoming sessions.
7.x.2
 Solution for Key Issue – Default IP Access Service

· It shall be possible to initiate the Default IP Access Service in the serving (access) network with UE participating only in the authentication and authorization of the procedures, so that further subscriber specific information, such as policies or configuration parameters, are received from the subscriber databases, such as HSS.

· The default context for the Default IP Access Service shall contain at least one IPv6 address or one IPv4 address allocated or assigned to the UE by the network, and other necessary IP configuration parameters. The Default IP Access Service shall provide IP connectivity to any network permitted under applicable policies and roaming restrictions, such as the serving (access) and the home network. This IP connectivity includes UE association with the Inter-AS MM.
· The Default IP Access Service shall allow the UE to register to the IMS, e.g. with the address allocated or assigned by Inter-AS MM, for the reception of incoming sessions.
· There shall be one Default IP Access Service for the UE in the evolved system, and it is used for all user data sessions related to that IP Access Service, that are not under session/flow specific control.

· It is FFS what kind of additional dynamic contexts are needed to support user data with higher QoS, service policy or charging requirements.

· Both home and visited operator shall have the capability to control the Default IP Access Service in the serving (access) network.

· It is FFS how the Inter-AS MM and the IMS are selected for UE registrations in the Default IP Access Service.

· It is FFS how the subscriber-specific policies or configuration parameters are transferred from Home Environment to the serving (access) network.

· It is FFS how IPv6 or IPv4 connectivity in the Default IP Access Service is configured for a dual stack UE.

7.x.3
Impact on the baseline CN Architecture

The baseline CN architecture is modified to support the constant UE IP connectivity and the new attach procedure.
7.x.4
Impact on the baseline RAN Architecture

No impact.

7.x.5
Impact on terminals used in the existing architecture
No impact.
**** End of changes ****
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