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1.
Introduction

With the evolution of the PCC architecture, to embrace both policy control, QoS control and Charging control it becomes essential with a clear understanding of how QoS control will function. With the evolution of PCC, to also function in multi-access environments this need becomes even more pronounced. To reach this goal the new PCC TS, 23.203, will have a main body that is access agnostic. 
2.
Discussion

This paper will argue that QoS control per Service Data Flow will be needed in the general case. Application Functions are responsible for Services and what QoS levels are required for each service to deliver an acceptable end-user perception of the service. 

One role of the Policy and Charging Rules Function is to coordinate requests for services from different Application Functions. The PCRF carries out this service control by issuing rules for how bearer resources shall be handled and delegating these rules to the Policy and Charging Enforcement Functions located in different Gateways e.g. GGSNs, PDGs and potentially Gateways for a multitude of IP-CANs. In the generic case it cannot be assumed that IP-CANs have multiple bearers per IP network connection, and therefore multiple services will share the same bearer.

Gateways that implement the Policy and Charging Enforcement Function provide physical resources for transporting the IP flows that is the result of the different services, described as one or more service data flows, and it does this in a controlled way according to the given rules. 
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Figure 1.  Simplified view of responsibilities in the PCC architecture

Further, QoS control can be done on two levels only; a) on IP Network Connection level, or b) on Service Data Flow level. An alternative c) exists e.g. for GPRS which is on PDP context level. In the general case only alternative b) can provide service differentiation, which is a basic requirement for PCC, which leads to the conclusion that PCC must support QoS control on Service Data Flow level. The GW/PCEF will be able to schedule traffic per service according to their QoS requirements. This is supported by the following;

· In the access agnostic case multiple bearers cannot be assumed, meaning that in principle all services share the same bearer.

· In GPRS it is a PCC requirement that several services will run on the same PDP context. Having a single PDP reserved for just one service is also a special case.

3.
Proposal

It is proposed that the above reasoning is discussed and it is agreed to base QoS control also on Service Data Flow level. The following modification to TS 23.203 is proposed.

4.3
Policy control requirements

The policy control features comprise gating control and QoS control. 


Gating control shall be applied on a per service data flow basis.

To enable the PCRF gating control decisions, the AF shall report session events (e.g. session termination, modification) to the PCRF. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

QoS control shall be applied on a per service data flow basis.

QoS control per service data flow allows the PCC architecture to provide the PCEF with the QoS requirements of each specific service data flow. The GW/PCEF will be able to map the QoS requirements to the particular access in a per service data flow basis.
QoS control per service data flow allows the PCC architecture to control the "Authorised QoS" of a service data flow. Criteria such as the QoS subscription information may be used together with policy rules such as, service-based, subscription-based, or default PCRF internal policies to derive the “Authorized QoS” of a service data flow.
Bearer QoS control allows the PCC architecture to control the "Authorised QoS" of a bearer. Criteria such as the QoS subscription information may be used together with service-based, subscription-based, or a default PCRF internal policies to derive the “Authorized QoS” of a bearer.

Editor's note: Minimum QoS authorization are FFS.

The enforcement of the “Authorized QoS” for a bearer shall allow for a downgrading of the requested bearer QoS as part of bearer establishment and modification. 

Editor's note: the ability to upgrade the requested bearer QoS as part of bearer establishment and modification is FFS.

Editors’ note:
QoS enforcement shall be supported in line with PEP capabilities defined for SBLP in TS 23.207 [5].
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