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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

To ensure competitiveness of the 3GPP systems in a time frame of the next 10 years and beyond, a long-term evolution of the 3GPP access technology needs to be considered.

In particular, to enhance the capability of the 3GPP system to cope with the rapid growth in IP data traffic, the packet-switched technology utilised within 3G mobile networks requires further enhancement. A continued evolution and optimisation of the system concept is also necessary in order to maintain a competitive edge in terms of both performance and cost. Important parts of such a long-term evolution include reduced latency, higher user data rates, improved system capacity and coverage, and reduced overall cost for the operator. 

Additionally, it is expected that IP based 3GPP services will be provided through various access technologies. A mechanism to support seamless mobility between heterogeneous access networks, e.g. I-WLAN and 3GPP access systems, is a useful feature for future network evolution.
In order to achieve this, an evolution or migration of the network architecture, as well as an evolution of the radio interface, partly addressed already by individual WIDs, should be considered.

Architectural considerations will include end-to-end systems aspects, including core network aspects and the study of a variety of IP connectivity access networks (e.g. fixed broadband access).

1
Scope

The objective of this feasibility study is to develop a framework for an evolution or migration of the 3GPP system to a higher-data-rate, lower-latency, packet-optimized system that supports, multiple RATs. The focus of this work will be on the PS domain with the assumption that voice services are supported in this domain. 

The main objectives are to address the following aspects:

1) Overall architecture impacts stemming from requirements coming out from TSG-RAN’s Study Item on Radio Evolution (see SP-040915). The architectural developments should take into account the targets for the evolution of the radio-interface, e.g.:

i. whether there is a need for a modified network architecture and/or different functional split between network nodes (compared to the current 3GPP architecture);

ii. how to provide a very low latency (including C-plane) for the overall network (including core network, radio access network and radio access technology);
iii. how to provide the efficient support of the various types of services, especially from the PS domain (e.g. Voice over IP, Presence).
2) Overall architecture impacts stemming from the work in SA1 on an All-IP Network (AIPN) (see TR 22.978), e.g.:

i. support of a variety of different access systems (existing and future) and access selection based on combinations of operator policies, user preferences and access network conditions;
ii. how to realize improvements in basic system performance e.g. communication delay, communication quality, connection set-up time etc….;
iii. how to maintain the negotiated QoS across the whole system; in particular to address  inter-domain and inter-network interworking, and, QoS on the network link to the Base Station site.
Note: 
Although used in the SA1 TR 22.978 [4], the All-IP Network (AIPN) term is not used in the network architecture in this SAE TR as mapping between the term AIPN used in SA1 and the evolved architecture is not deemed necessary to progress the SAE work. Instead, the requirements on AIPN in TR 22.978 [4] are treated as overall system requirements. Even though the AIPN includes an evolved, IP based, core network and evolved IMS domain, the scope of this SAE TR does not include the IMS domain aspects.

3) Overall architecture aspects of supporting mobility between heterogeneous access networks, including service continuity. E.g.: 

i. service continuity between I-WLAN and the 3GPP PS domain;

ii. how to support multiple radio access technologies and terminal mobility between different radio access technologies;  
iii. how to maintain and support the same capabilities of access control (authentication, authorization), privacy and charging when moving between different radio access technologies.
Migration aspects should be taken into account for the above, i.e. how to migrate from the existing architecture.

In the course of conducting this feasibility study additional individual Work Items may be identified and prepared to address certain aspects and to take care of the respective specification work. The timelines of those Work Items may or may not concur with the timeline of this feasibility study.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TR 41.001: "GSM Release specifications".

[2]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

[3]
3GPP TS 23.002: “Network Architecture”

[4]
3GPP TR 22.978 “All-IP network (AIPN) feasibility study”

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

Nomadic Terminal: Terminal that does not have full mobile capabilities but would normally be expected 

to roam between different points of attachment of the network, both wireless and wired.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>

4
Architecture Baseline

4.1
Architecture starting point

This chapter describes the architecture baseline as the basis for further evolving the architecture. The full view of Release 6 network architecture is the reference logical architecture with some additions from Release 7 work. 

The Release 7 work that is included in the baseline architecture is:

- PCRF and related reference points

Editors Note: It is FFS what other Release 7 work that may be added to the baseline architecture

Note: For simplification reasons Gx+ and Rx+ is made explicit in the figure but it should be clear that in Release 6 then the interfaces Gx/Rx and Go/Gq are applicable towards the CRF and PDF respectively.

More specifically the feasibility study shall focus on evolving the PS and I-WLAN architecture, functionalities and figure 4.1-1. Refer to 3GPP TS 23.002 [3] for further detailed description. The functional entities that are depicted in figure 4.1-1 are those that are potentially impacted as a result of this study, in relation to the reference points shown. 

Editors Note: The interfaces and network entities related to CAMEL and LCS are currently not shown in figure 4.1-1. 
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Figure 4.1-1. Logical baseline architecture for 3GPP

5
Requirements on the Architecture

[Editors Note: This clause identifies the major requirements on the architecture that guide the architecture evolution.]

High-level principles

· 3GPP and non 3GPP access systems shall be supported.

· Shall provide scalable system architecture and solutions without compromising the system capacity, e.g. by separating the control plane and the transport plane.

· Interworking with release 6 3GPP systems (i.e. 3GPP-PS core, 3GPP-IP access and IMS) shall be supported

· The C plane response time for the IP-CAN shall be such that (excluding DRX times) the mobile can move from a fully idle state (this is an idle state where the mobile is GMM attached, has an IP address allocated and is IMS registered) to one where it is sending and receiving user plane data in a significantly reduced time. The target time is less than 200 ms;
-
The Evolved 3GPP System shall support SMS and equivalent functionality to that provided by the MSC’s “SMS message waiting flag”. Note: this might be provided by the R’7 WID for “support of SMS and MMS over generic 3GPP IP access”.

· The Evolved 3GPP System shall support basic IP configuration for terminals that do not have IP connectivity.
· The functional split will be defined to sufficient level of detail to avoid overlapping/duplicated functionality, signalling and related delays.
-
The basic IP connectivity in the evolved architecture is established during the initial access phase of the UE to the network.

-
For the set-up of IP connectivity with enhanced QoS, the number of signalling transactions shall be minimised.

· Mobility Management functionality shall be responsible of mobility within the Evolved 3GPP System and between the Evolved 3GPP System and different types of access systems.
· The Evolved 3GPP Mobility Management solution shall be able to accommodate terminals with different mobility requirements (e.g.: fixed, nomadic and mobile terminals);

· The Evolved 3GPP Mobility Management shall allow the network operator to control the type of access system being used by a subscriber.
· Mobility procedures within the Evolved 3GPP System and between the Evolved 3GPP System and existing 3GPP Access Systems shall provide seamless operations of both real-time and non real-time applications and services.
-
The Evolved 3GPP Mobility Management should allow optimized routing for user-to-user traffic (including communication towards Internet and PSTN users, e.g.: via local break-out) and in all roaming scenarios (e.g.: when both users are in a visited network).

· The Evolved 3GPP System shall support IPv4 and IPv6 connectivity;

· Subscriber security procedures in the Evolved 3GPP System shall assure (at least) the same security level as current 3GPP CS/PS networks;

· Access to Evolved 3GPP System shall be possible via existing Rel 99 USIM. Evolved 3GPP System shall also permit access to inbound roamers from mobile networks with Rel 5 HSS;

· The authentication framework should be independent from the specific access network technology;

-
The evolved 3GPP System shall ensure necessary support for the existing charging principles (e.g.: calling party pays) both at application and bearer level.

· Transport overhead needs optimization, especially for the last mile and radio interfaces.
· Radio interface multicast capability shall be a built-in feature.
-
Evolved system shall support IP multicast service which provides point to multipoint user data transport.
 [Editor’s note: Initial list to be completed]
6
Scenarios and Solutions

[Editors Note: This clause identifies potential scenarios based on drivers such as social and new emerging technologies that have an impact on the existing reference architecture. The identified scenarios are used to explore the architecture options and as a base for identifying the key architectural issues. The scenarios may be based on the outcome from AIPN in SA1 and the TSG-RAN’s Study Item on Radio Evolution (see SP-040915). The scenarios should identify how migration and/or evolution from current systems occur.]

7
Key Architectural Issues

[Editors Note: this clause identifies key issues e.g. related to mobility and QoS mechanisms, solutions for key Issues and impact on the Architecture i.e.

7.1
Key Issue 1

7.1.1
Description of Key Issue 1

7.1.2 
Solution for key issue 1

7.1.3
Impact on the baseline CN Architecture
7.1.4
Impact on the baseline RAN Architecture
7.1.5
Impact on terminals used in the existing architecture]

7.1
Key Issue Policy control and Charging

7.1.1
Description of Key Issue Policy control and Charging

The PCC functionality comprises important functionality related to the configuration of certain filters and packet processing rules. Typical use of such rules and filters include flow based charging, gating,QoS control, etc. Such rules may implement multiple services of various types, including ones from 3rd party suppliers and hence are an important part since it is related to a subscription and how services are authorized and charged for e.g. zero rating, price bundling, premium price etc depending on the particular configuration of an operator. In a Rel-7 context PCC considers a number of input parameters such as QoS parameters and for GPRS case TFTs and if a PDP context was activated by a secondary PDP context activation procedure, etc. before finally implementing a rule. It is key for an operator to be able to use a configuration of rules (policy and charging), which apply to Rel-7 architecture and terminals also in long term, i.e., smooth migration is important. The PCRFs interaction with future CN should be based on the existing PCC Rel-7 interfaces. It should be noted that some Rel-7 models (e.g. the QoS model) may be further evolved in the SAE work.

With the introduction of new 3GPP radio access technologies operators need to be in control of the use of each 3GPP radio access technology. The policy should take subscriber identity and other circumstances into account. The use of a different radio access technology may also lead to changes in other policies, e.g., different rating, etc.

7.1.2 
Solution for key issue Policy control and Charging

· It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF

· The PCC interfaces already defined in Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements

Editors Note: In a B1 context, cf. Annex B, the enforcement point of the mobility anchor that resides in the core network shall be controlled by a PCRF. In a B2 context, it is FFS if the Inter AS-MM shall contain an enforcement point that is controlled by a PCRF. Alternatively in a B2 context, it is FFS how the interaction between the PCRF(s) and IP Gateways is performed in Inter Access System Handover.

· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA

7.1.3
Impact on the baseline CN Architecture

The PCC functionality shall be evolved from the existing Rel-7 PCC interfaces.

It shall be possible to inform the baseline CN architecture what radio access technology (including an evolved RAN) is being used by a subscriber.

7.1.4
Impact on the baseline RAN Architecture

In case the baseline RAN architecture support multiple RAN access technologies it may be needed to inform the PCRF what radio access technology a subscriber is utilizing including an evolved RAN access technology.

7.1.5
Impact on terminals used in the existing architecture
[Editors Note: It is FFS whether there is any particular terminal impact from the evolution of Policy control and Charging architecture. However at the moment no particular terminal impact has been identified.]

7.2
Key Issue- Roaming with Local Breakout

7.2.1
 Description of Key Issue  - Roaming with Local Breakout

Roaming is when users receive service when they are in a VPLMN, i.e. in a network other than their HPLMN.

Local breakout might optimize access to visited network services and might allow for user plane traffic route optimization. In this section it is clarified which interfaces are the roaming interfaces, and how roaming and local breakout works in general for the evolved architecture. 

7.2.2
 Solution for key issue – Roaming with Local Breakout

Roaming of subscribers (to different VPLMNs and to different types of VPLMN access) requires certain policies from the home operator to be available in the Visited network. This information may be downloaded or it may be pre-configured and used during the subscriber access to the visited network. These policies may be static, dynamic or a combination.

In order to provide high performance as well as real time services for roaming customers, efficient routing of user data or media traffic is required. Features shall be provided to the home operator to negotiate with the visited operator if the traffic of the user is always transported to the home network over a roaming interface or broken out locally for transport towards the destination. 

Such policies shall be based on the home operator’s preference and have a granularity such that the gain justifies the roaming infrastructure and complexity in operations for such a set up.

The IP Gateway (defined as GW in the context of current Policy and Charging Control work) in a VPLMN may connect to multiple HPLMNs. The IP Gateways in the VPLMN serves to enforce the policies and charging as negotiated between the visited and home operators. 

Using the policy enforcement function in the IP Gateway in the visited network, home operators can control routing of traffic for roaming users. The IP Gateway in the HPLMN serves as a global mobility anchor point and at the same time enforces the policies of, and the charging for the home operator. This IP Gateway can provide session continuity, even if the VPLMN changes.

Editor’s Note:  Roaming with UTRA system needs additional evaluation.

Editor’s Note: Further refinement of the architecture will need to be performed to allow the concept to be further elaborated and evolved.

Editor’s Note: The User plane interface and the AAA interface in roaming case needs to be defined for 3GPP access System and non 3GPP access System.

7.2.3
Impact on the baseline CN Architecture

The role of current nodes/functions (e.g. PCRF in the baseline architecture) and IP Gateway as well as the relationship with 3GPP HSS/AAA are FFS. 
7.2.4
Impact on the baseline RAN Architecture

No impact currently foreseen. 

7.2.5
Impact on terminals used in the existing architecture
None.

7.3
Radio Access Network – Core Network Functional Split

This clause describes the allocation of functions to either the RAN or the CN.

Location:

High-level Function:
RAN
CN
Comments

Radio resource management
X



Policy Decision

X


Signalling between UE and NW for QoS Negotiation
FFS 
 FFS
Depends on the selected mechanism. A single entity in the NW should terminate the signalling.

Admission/commitment of requested or downgrade to available radio resources
X

Includes appropriate RAN capabilities and RAN transport resources

Admission/commitment of network resources

X
Transport network resources outside RAN

Authorisation of QoS based on subscription/service

X


Uplink packet Classification


Done by UE.

Uplink packet re-classification based on operator administered subscriber policies
FFS
FFS


Uplink packet re-classification based on operator policies
X

If needed and visible. e.g. Mapped from radio bearer. 

Uplink Qos policy enforcement of negotiated QoS 
X

E.g. by scheduling. (does not include packet marking, QoS Authorisation).

Downlink packet classification

X
Does not include radio QoS (by definition done in RAN).

Downlink QoS policy enforcement of negotiated QoS 
FFS
X


Attach, Subscriber & Key Management, Authentication and Authorisation

X


Location management, Paging, Intra-radio access mobility in Idle mode
FFS
FFS


Handling of terminals in power saving mode, 
X
FFS
Further definition needed

Radio channel coding
X



Integrity protection protection terminating in UE 




          - For user plane data
-
-
As yet, not required to be provided by the “access system”.

          - For CN signalling
Note A
Note A


          - For RAN signalling
X



Ciphering terminating in UE




          - For user plane data
Note A
Note A


          - For CN signalling
Note A
Note A


          - For RAN signalling
If needed

The requirements for RAN signalling encryption need to be clarified.

IP Header compression between UE and network
FFS
FFS
It is agreed that, within the network, IP Header Compression is performed in between the User Plane Encryption functionality and the Flow Based Charging functionality.

Intra-radio access mobility, connected mode
X
FFS


Radio protocols (ARQ, scheduling etc.)
X



Charging

X


Volume reporting of unsent data
FFS



IP Address Allocation

X


Roaming 

X


Local breakout

X


Inter-Radio Access mobility, Connected mode
X
X


Inter-Radio Access mobility, Idle mode
X
X


Access system selection
FFS
X


Load sharing among RATs
X



Lawful intercept

X


Positioning
X
X


Frame selection (if MDC is needed)
FFS
FFS
If needed

Downlink Duplication for HO support
FFS
FFS
If needed

Flow Control and buffering
FFS
FFS
If Needed

MBMS
X
X


Table 1: RAN-CN functional split

Note A: 
the location of this function is FFS. However, there are expected to be some dependencies between the locations of the ciphering and integrity protection functions.

Note:
Packet Re-classification and QoS Enforcement at operator interconnect are done in CN if needed.

Note:
transcoding has been considered and the conclusion is that it is handled on the Application level (IMS), and hence not in RAN or CN.

8
Consolidated architecture

9
Conclusions

[Editors Note: both interim and final conclusions can be documented]

Annex A: 
Open Issues

· How to achieve mobility within the Evolved Access System?
· Is the evolved access system envisioned to work on new and/or existing frequency band?
· Is connecting the Evolved RAN to the legacy PS core needed?
· How to add support for non-3GPP access systems?
· WLAN 3GPP IP access system might need some new functionality for Inter-system Mobility with the Evolved Access System
· Clarify which interfaces are the roaming interfaces, and how roaming works in general
· Inter-access-system mobility
· Possible difference between PCC functionality, mainly stemming from the difference in how Inter-AS mobility is provided
· How do UEs discover Access Systems and corresponding radio cells ? Autonomous per Access System and the UEs scans/monitors any supported Access System to discover Systems and cells. Or, do Access Systems advertise other Access Systems to support UEs in discovering alternative Access Systems ? How is such advertising performed (e.g. system broadcast, requested by UE, …) ? How do these procedures impact battery lifetime ?

· In case Access Systems advertise other Access Systems: will any Access System provide seamless coverage (avoiding loss of network/network search), or is a hierarchy of Access Systems needed  to  provide seamless coverage for continuous advertisement ?

· Is user access control/authentication per access system or more centralized for multiple access systems ?

· How are Access Systems, PLMNs and operators discovered and selected ? Can a UE access/attach multiple PLMN/operator in parallel ? If yes, how many ? Or, has a UE to select the same PLMN/operator for each Access System in case the UE accesses/attaches multiple Access systems in parallel?

· How many identities and temporary identities has a UE/subscriber? For every Access System another identity? In case of multiple identities: is user context transfer and identity translation required at a change of the Access System to avoid re-authentication?

· In case a UE accesses/attaches multiple Access Systems in parallel: how does reservation of guaranteed resources work? Are multiple reservations in parallel required (same resource on every Access System) to allow for fast change between Access Systems ? Or, does a mobility/handover mechanism reserve resources during the mobility/handover process ?

· Shall inter Access System mechanisms and signaling for load sharing and mobility be generic for all Access Systems or peer-to-peer between Access Systems ?

· Will any Access Systems have an idle or paging mode ? And, shall the wake-up work over multiple Access Systems (e.g. paging in multiple Access Systems in parallel) ?

· Are User or UE access and service rights specific per Access Systems or common for all or multiple Access Systems ?

· How many network nodes are between UE and top level mobility anchor ? And is there only one set traffic plane functions for user data (policing and charging) ? Or, may the traffic plane functions change during an ongoing service because of an Access System change?

· Are there layers of multiple Access Systems in same physical location required ? And how dynamic do UEs change between different Access Systems in the same location in idle and in connected mode? What signaling traffic is acceptable during such mobility (e.g. signaling via HPLMN) and how does it influence system performance and QoS (e.g. packet loss / service interruption during change of Access System)?

· May functions be transferred to application/services level (e.g. mobility supported by IMS services) ? If yes, to which extent is this feasible for application/services ?

· Does every Access System provide its own security mechanisms (encryption, integrity) ? Is a parameter mapping between different security mechanisms possible? Or, can security associations be established in parallel to ongoing services ?

· How is data compression provided for the different access systems ? And how re-synchronizes compression when the access system changes ?

Annex B: 
Summary of different high level architecture proposals.

B.0
General

Current company inputs have been summarized into the following 2 separate high level architecture figures. These figures represent the spectrum of company inputs. The key differences between the two figures are:

a)
Inter-access-system mobility is achieved differently

b)
Possible difference between PCC functionality, mainly stemming from the difference in how Inter-AS mobility is provided

Key issues for further consideration and contributions have been added to the list of open issues in Annex A.

B.1
Concept B1

Note:
for simplicity and readability, in figures B1.b to B1.e, many of the details of WLAN roaming are omitted and some details may be FFS.
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roaming case " still apply.
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Figure-B.1d - roaming case
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Figure-B.1e - roaming case

Future VPLMN, future HPLMN

" GGSN " in VPLMN

•

Gn

+ denotes enhanced SGSN -

Evolved Packet Core interface

•

Other notes from Fig-B.1a " non-

roaming case " still apply.

* Color coding:
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 indicates new functional element / interface
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Note: the exact details of the PCC architecture to handle the " GGSN " in the VPLMN are FFS.

B.2
Concept B2
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Key and notes to figure B.2

-
Color coding: red indicates new functional element / interface

· Inter-AS MM: Inter-Access-System Mobility Management

-
*PCRF2 elements are drawn twice only for figure topology reasons 

· PCRF2: Evolved Policy and Charging Rules Function

Note-i: It is FFS how PCRF2 connects to other elements.

Note-ii: It is necessary to contact the same PCRF2 for a user when he moves between different access systems. How this is achieved is FFS.

· Gi+ : Gi with added Inter-AS mobility support

· Wi+ : Wi with added Inter-AS mobility support
- 
Rh: provides functionality to prepare handovers such that interruption time is reduced. It is intended that this interface should be generic enough to cope with other “combinations of RATs” for which handover preparation is needed.
Annex C: 
Summary of different MM concepts.
So far 3 LTE-MM states are identified:

LTE_Detached: 

· The location of the UE is not known by the network (e.g. UE switched off);

LTE_Idle:

· State in which the UE has a low power consumption and can thus be kept for many days;

· Fast state transition to LTE_Active shall be supported (<=100ms excluding DTX);

· Mobility: cell reselection by the UE and traffic area change registration to the network;

LTE_Active

· UE is able to perform Uplink/Downlink transport with very limited access delay;

· Mobility: network directs the UE to serving cells;

It is FFS whether additional LTE-MM states will be required.

Mobility State
Context in E-UTRAN

(including security parameters)
E-UTRAN U-plane resources established:

Radio Resources
E-UTRAN U-plane resources established:

Transport Network Layer Resources
Paging within Tracking Area 


Tracking Area Update

(please indicate size of Tracking Area, e.g. RA, NodeB)
Intra-access mobility
Inter-access mob -> UTRAN/

GERAN
Handling of roaming restrictions
Battery saving scheme

LTE_
Detached
No
No
No
No
No
No
No
No
inherently power saving 

LTE_
Idle
Yes/No (note 1)
No

Yes/No (note 1)
Handled by RAN/CN (note 1)
Cell group level

UE triggered
UE (re-)selects cells autonomously
UE (re-)selects cells autonomously
Within RAN (assisted by CN) or CN
inherently power saving e.g. use of DRX cycle

LTE_
Active 
Yes
Yes
(shared)
Yes
No paging
Cell/NodeB Level – No Tracking area update


E-UTRAN directs UEs to serving cells,

(note 2)
E-UTRAN directs UEs to serving cells,

(note 2) 
Within RAN (assisted by CN) or CN
There is a power saving substate within the Active Mode.  This is the dormant substate (e.g. using DRX cycles).

(note 1) 4 options were expressed w.r.t. LTE_Idle state:

Context in E-UTRAN

(including security parameters)
E-UTRAN U-plane resources established:

Transport Network Layer Resources
Paging within Tracking Area


Comment

No
No
Handled by CN
Only CN is aware of UE in LTE_Idle state

Yes
Yes
Handled by E-UTRAN
Resources to Node-B remain established; Node-B will handle paging

Yes
No
Handled by E-UTRAN
Node above Node-B in E-UTRAN handles UE in LTE_Idle state, but no reservation of U-plane resources

No
Tunneling endpoints in CN remain
Handled by CN
UE and CN have the necessary shared security parameters to enable user data transfer before security parameters are sent from CN to RAN

(note 2) Some companies think UE based selection may be required in the Dormant Substate of the Active state.
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Figure-B.1b - roaming case


Evolved VPLMN, legacy HPLMN 


			Gn+ denotes enhanced SGSN - Evolved Packet Core interface


			Other notes from Fig-B.1a " non-roaming case " still apply.
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Figure-B.1c - roaming case


Legacy VPLMN, evolved HPLMN 


			Other notes from Fig-B.1a " non-roaming case " still apply.
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Figure-B.2
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Figure-B.1e - roaming case


Future VPLMN, future HPLMN


" GGSN " in VPLMN 





			Gn+ denotes enhanced SGSN - Evolved Packet Core interface


			Other notes from Fig-B.1a " non-roaming case " still apply.
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Figure-B.1d - roaming case


Evolved VPLMN, evolved HPLMN


" GGSN " in HPLMN 


			Gn+ denotes enhanced SGSN - Evolved Packet Core interface


			Gr+ and Gp+ denote evolutions of Gr and Gp


			Other notes from Fig-B.1a " non-roaming case " still apply.
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• Other notes from Fig-B.1a " non-
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Figure-B.1a - non roaming case


			R1, R2, R3 are working names for reference points





			Gx+ denotes evolved/extended Gx





			PCRF1 denotes evolved Policy and Charging Rules Function
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