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1. Introduction

This contribution merged contents from S2-052086 and S2-051975.
This contribution provides texts to insert to Section 9 of the TR 23.806 v 1.4.0. It provides evaluation of the IMS Controlled model, static anchoring method followed by a comparative analysis of the model with the Original Domain Control model using the evaluation criteria matrix in Annex C of the TR.
2. Discussion
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Comparative analysis of the IMS Controlled and Original Domain Control Architectural models

Below is an analysis of the IMS Controlled model and the Original Domain Control model as potential solution options for realization of the Voice Call Continuity service based on the analysis criteria provided by Annex C Evaluation Criteria of TR 23.806.

	Criteria
	Definition
	Relative Weighting Factor
	IMS Controlled Model
	Original Domain Control Model

	Impact on Circuit Switch (CS) 
	Identify and define changes and new requirements to the Circuit Switch (CS) System and UE.
	High. 

Changes should be minimized
	Standardization: None.

CS Stack Impact: None.

Configuration: Configuration for VCC service in the CS domain network.


	Standardization: 

· SIP encapsulation in BSSAP/RANAP.

· 
· 
· 
· 
· 

· 
Configuration: 

· 
· .

· Target Cell administration
.

	Impact on IMS
	Identify and define changes and new requirements to the IMS System and UE.
	Medium

Fewer Changes are preferred
	Standardization: 

· VCC TS.

· Originating iFCs for unregistered users.

· Minor Sh stage 3 impact

Configuration: 

· New Application Server for support of VCC.
	Standardization:

· VCC TS.

· 
· 
· 
Configuration:

· New Application Server for support of VCC.



	Support of Supplemental Service
	Identify the types of CS and IMS supplemental services that can be supported with the architecture.
	High. 

Identify those supplemental services that cannot be supported.
	· VCC procedures may potentially not allow certain flavours of Outgoing Call Barring service in CS domain with distributed service control in CS and IMS.

· VCC with Multiparty service may incur procedure latency with distributed service control in CS and IMS.

· CCBS not supported.

· Service ambiguities may result due to dual service control post CS to IMS VCC, e.g. call progress tone and music on hold
· Recreate the voice supplementary services as part of the VCC procedures

· Call Forwarding No Reply and Busy may cause loop

· Outgoing Call Barring  - VCC procedures can’t be executive if certain flavours of outgoing call barring are enabled.

· Multi-Party – Transfer of multi-party service is possible as long as the handing-in domain support it

· Optimal Routing – for basic mobile to mobile calls to be disable for CS-IMS users

· Lawful Interception may require probable change to 33.108, if VoIP intercept is required
	· Support of Voice Supplementary Services of the original domain, before, during, and after VCC procedures, in an easier fashion
· SIP encapsulation in RANAP/BSSAP is required for control of services post IMS to 
· 
· 
· 

	Support of Roaming
	Identify whether the architecture allows subscriber to use the service when the home network is not available.
	Medium
	· Require backhaul trunks from the roaming partner to the IMS network


	· 
· 
· Target Cell administration.


	Scalability
	Identify how the network scales as the service usage grows.
	High. 
	· PSI assignments for VCC subscriber and load balancing of CCCF Application Servers.

· Require additional trunk and capacities to support all CS calls be routed to CCCF based on the number of subscriber
	· Standard handover support given deployment of CCCF elements in visited networks.  Such deployment avoids the need to coordinate network configuration parameters
· .

	User Experience
	Identify and define changes and new requirements to the subscriber behavior. 
	High. 


	· User experiences longer delay  (e.g. call set up time)

· Increase call failure, because VCC call does not priority over the radio channel assignment procedure (e.g. new call origination, instead of handover call)

· Possible disruptive for call progress tone and other services, such as music on hold 

· Expect possible change to voice sound character after VCC procedures due to technology change of voice bearer.

· The ping pong effect because of the call set up (e.g. location update procedure, authentication, ciphering may need to be execute..
	Expect possible change to voice sound character after VCC procedures due to technology change of voice bearer.

	Resource Usage
	Identify which network resources are impacted to implement the architecture.
	Medium

e.g., identify any routing impact to resource usage
	· All CS calls for VCC subscribers anchored in IMS, resulting in additional resource usage.

· During VCC procedures, additional signaling to the HSS/HLR
	· Pseudo RAN frequencies need to be assigned to CCCF handover function.

	Service Interactions
	Identify impact on other services to support voice call continuity.
	High. 

Identify impacts to existing services, e.g., SMS, PS domain services
	· No impact to SMS (SMS delivery based on GPRS techniques or use of SMS over IP).
· LCS part of R7 emergency WID.
	· SMS has not been investigated.
· 
· .

	Voice Break
	Identify the length of voice break introduced by the architecture solution during transition from one network to another network.
	High

The length of the voice break should be reasonable to not impact user experience
	There is disruption during VCC procedure.

	There is disruption during VCC procedure.


	Procedure Latency
	Identify the time it takes from start to completion of the voice call continuity procedures.  Identify critical intervals that need to be completed in order for the procedure to complete successfully.
	High. 
	· Based on call set up procedure latency.

· May require multiple sessions to be set up with distributed service control in CS and IMS.
	· Based on maximum IMS call setup procedure latency for CS to IMS VCC or handover procedure latency; based on handover procedure latency for IMS to CS VCC


	Service Scenarios
	Identify the degree to which the architecture solution supports envisioned interworking scenarios  
	High  
	· supported today service scenarios.
	
· 
· 
· 
· supported today service scenarios.

	Requirements on the Visited Network
	Identify the requirements placed on the visited network in order for the voice continuity procedure to work.
	Low
	· Must support CAMEL


	· Visited network must configure their network to permit inter-operator handovers.
· 
· 
· 

	Applicability to 3GPP PS IPCAN
	Identify whether the architecture solution can support VCC between CS voice and VoIP/IMS call over I-WLAN, 3GPP GPRS, etc.
	High
	Supported.
	No known solution for applicability to 3GPP PS IPCAN.

	Bearer Path Detour
	Identify whether the architecture solution introduce bearer path detour after transition from one network to another network
	Medium
	No.
	No.

	Flexibility for operator control
	Identify what kind of operator control can be supported by the architecture solution
	Medium
	Standard operator controls.
	Standard operator controls.

	Robustness
	Identify whether the voice service would continue when the serving domain becomes unstable, but the other domain is available
	Medium
	For Further Study.
	For Further Study.

	Accounting Data Collection
	Identify the architecture’s impact to the operator’s ability for consistent charging across domains and the accounting settlement between home and roaming operator.
	High
	Charging records with complete history of VCC; VCC legs identified accordingly.
	Charging records to be identified accordingly.

	Emergency Call Support
	Identify whether the architecture solution supports voice call continuity for emergency call
	High
	For Further Study.
	For Further Study.

	Impact to Security
	Identify whether the voice call continuity procedure impacts existing security in CS and IMS domain
	Medium
	No impact.
	· no impact.



	Idle Mode Call Termination
	Identify how the architecture solution supports Call Termination in Idle mode.
	High
	· all CS calls must be anchored in IMS before call delivery

	· No change to today termination call.


Table x.1 Evaluation Criteria Matrix for VCC solution options
3. Conclusion and Proposal

Agree for inclusion of the proposed text in Section 2 of this document in the section 9 of TR 23.806.





























































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































�Depend on the triggering mechanism?  CAMEL, USSD, SIP NOTIFY or others


�Security is covered in 2135.  No known CS Stack impact


�in 2210.  Accepted target Cell administration.  The other 2 bullets are same, just different wording.


�should be one bullet, because per 2210, configuration is only required if SLA is agreed for roaming user.
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