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5.4.12
Configuration and Routing principles for Public Service Identities
5.4.12.0
General

Depending on the service nature, different mechanisms may be used for configuration and routing of PSIs according to operator preference.

When PSIs are created, the uniqueness of a PSI shall be ensured. Note that only the username part of a PSI is definable within a predefined hostname(s).

Whenever possible, routing to/from a Public Service Identity (PSI) should be provided using basic principles used for IMS routing.
5.4.12.1
PSIs on the originating side
The Application Server hosting the PSI may be invoked as an originating Application Server. This can be achieved by modifying the filter information within the subscription information of the users intending to use the service identified by the PSI. The PSI is then made available to these users.

The SIP requests are directed to the corresponding Application Server hosting the service according to the originating filtering rules in the S‑CSCF of the user who is using the service.
Such statically pre-configured PSIs are only accessible internally from within the IMS of the operator's domain where the PSI is configured.

5.4.12.2
PSIs on the terminating side
The Application Server hosting the PSI may be invoked as a terminating Application Server via information stored in the HSS. Such PSIs are globally routable and can be made available to users within and outside the operator domain, and can take the following form:

· Distinct PSIs are defined in TS 23.003 [24]. Distinct PSIs can be created, modified and deleted in the HSS by the operator via O&M mechanisms. Distinct PSIs can also be created and deleted by users using the Ut interface using the means described in sub-clause 5.4.12.3 for subdomain-based PSIs. 
· The distinct PSI may  be activated in the HSS by the AS using the Sh interface.

-
Wildcarded PSIs are defined in TS 23.003 [24]. Wildcarded PSI ranges can be created, modified and deleted in the HSS by the operator via O&M mechanisms. Specific PSIs within a wildcarded range can be created and deleted by users using the Ut interface to the AS hosting the wildcarded range, or by the operator via O&M mechanisms.
For both the distinct PSIs and wildcarded PSIs, there are two ways to route towards the AS hosting the PSI:

a)
The HSS maintains the assigned S‑CSCF information and ISC Filter Criteria information for the "PSI user" to route to the AS hosting the PSI according to IMS routing principles. In this case, the I‑CSCF receives SIP requests at the terminating side, queries the HSS and directs the request to the S‑CSCF assigned to the "PSI user". The S‑CSCF forwards the session to the Application Server hosting the PSI according to the terminating ISC Filter Criteria.
b)
The HSS maintains the address information of the AS hosting the PSI for the "PSI user". In this case, the AS address information for the PSI is returned to the I‑CSCF in the location query response, in which case the I‑CSCF will forward the request directly to the AS hosting the PSI.

The AS hosting the PSI in combination with its entry in the HSS is referred to as "PSI user".

Figure 5. 19d depicts a routing example for incoming session where the session request is routed directly to the AS hosting the PSI.

Figure 5.19e depicts an example routing scenario where the basic IMS routing via S‑CSCF is used to route the session.

5.4.12.3
Subdomain based PSIs

Subdomains defined for PSIs allow both operators and users to define specific PSIs within subdomains for specific applications. For this purpose, subdomains can be defined by the operator in the DNS infrastructure. Specific PSIs within a subdomain can be created and deleted by users using the Ut interface to the AS hosting the subdomain, or by the operator via O&M mechanisms.

Subdomain based PSIs are globally routable and can be made available to users within and outside the operator domain.

In this case, there are two ways to route towards the AS hosting the PSI:

a)
When the subdomain name is defined in the global DNS, then the originating S‑CSCF receives the IP address of the AS hosting the PSI, when it queries DNS. The principles defined in RFC 3263 [44] may be used. For example, a NAPTR query and then a SRV query may be used to get the IP address of the AS.

b)
The PSI is resolved by the global DNS to an I‑CSCF address in the domain where the AS hosting the PSI is located. The I‑CSCF recognises the subdomain (and thus does not query the HSS). It resolves the same PSI to the address of the actual destination AS hosting the PSI using an internal DNS mechanism, and forwards the requests directly to the AS.

Figure 5.19f shows an example of DNS based routing of an incoming session from an external network. The routing from the external network leads to the entry point of the IMS subsystem hosting the subdomain of the PSI.

5.4.12.4
PSI configuration in the HSS

In order to support configuration of an AS hosting a PSI, the distinct PSIs and/or wildcarded PSI ranges hosted in the AS need to be configured in the HSS. The configuration shall include procedures to allow:

-
(
Distinct PSIs and wildcarded PSI ranges to be configured in the HSS via operation and maintenance procedures,

-
(
Authorization and verification of access as "PSI user" with the Public Service Identity hosted by the AS, e.g. for AS-originating requests,

-
(
Access to "PSI user" information (e.g. the S‑CSCF assigned) over the Cx reference point from the CSCF nodes,

-
(
Defining the "PSI user" similar to the principle of IMS user, without requiring any subscription/access information (e.g. CS/PS domain data) that are required for IMS user.


Note that the PSI configuration in the HSS does not affect the filter criteria based access to an AS as defined in the user profiles.
5.4.12.5
Requests originated by the AS hosting the PSI

The AS hosting the PSI may originate requests with the PSI as the originating party. For such originating requests, the home IMS network shall be capable to perform the following functions:

-
If network configuration hiding is to be applied, the request shall be routed as per the principles described in sub-clause 4.6.2.1. This means that the last hop within the originating IMS is an I‑CSCF (THIG), which processes the request further on and routes it towards the destination network.

-
Network Domain Security, TS 33.210 [20], shall be used where applicable.

-
Charging requirements such as providing appropriate accounting and charging functions via the charging entities shall be supported according to TS 32.200 [25].

-
If the target identity is a tel: URL, ENUM translation needs to be performed, and the request shall be routed based on the translation result.
Routing from the Originating AS hosting the PSI can be performed as follows:

a)
The AS may forward the originating request to the destination network without involving a S‑CSCF. If this option is applied where the target identity is a Tel: URI, the AS shall perform an ENUM query and route the request based on the translation result. ENUM support for an AS is optional, therefore, if an AS does not support ENUM and the target identity is a Tel URI, it shall be configured to use b).

b)
If the PSI has an S‑CSCF assigned, the AS forwards the originating request to this S‑CSCF, which then processes the request as per regular originating S‑CSCF procedures.

To prevent fraudulent or unsecure IMS traffic possibly caused by AS originated requests, security and authentication procedures may be performed towards the AS.
**************************************************************************************
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