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Introduction

TS 22.101 specifies the stage 1 requirements for emergency calls, e.g. it specifies the stage 1 requirements how an emergency call is recognized (e.g. a couple of pre-defined emergency numbers that the ME needs to identify as emergency numbers). To ensure a consistent support of emergency calls in the IMS, TS 22.101 should also specify how emergency calls are to be recognized over IMS.

TS 22.101 does not state anything about emergency SIP URIs, e.g. if the ME is required to recognize any emergency SIP URI, be able to download SIP URIs or whether it needs to be possible to store and read SIP URIs from the UICC. TR 23.867 currently states that all kinds of emergency SIP URIs need to be supported, but the specification of emergency identifiers seems rather to be a stage 1 issue and should therefore be specified in TS 22.101. 

Proposal

It is proposed to update TR 23.867 with the following changes.

************* First Change *************************

2
References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.002: "Network Architecture".

[2]
3GPP TS 23.060: “General Packet Radio Service (GPRS); Service description; Stage 2.

[3]
3GPP TS 23.228: “IP Multimedia Subsystem (IMS); Stage 2”.

[4]
3GPP TS 23.003: "Numbering, addressing and identification".

[5]
3GPP TR 23.803: "Policy and Charging Control".

[6]
3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".

[7]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[8]
3GPP TS 22.101: "Service aspects; Service principles"
************* Last Change *************************

4.1.1
Requirements for IMS Emergency Sessions

The solution for emergency sessions in the IMS shall fulfil the following requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions. This includes the support for cellular access network, and fixed broadband access amongst others.

3.
Any kind of emergency numbers, and emergency SIP URIs to be specified in 3GPP TS 22.101 [8], must be supported. 

4.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

5.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

7.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

8.
It must be possible to reject requests of an UE without UICC to establish bearer resources and attempts to make emergency sessions in networks where UICC-less emergency calls are not to be supported.

9.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.

10.
If an emergency session establishment request is routed via a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user.

13. If supported, the visited network may download emergency numbers to the UE, using, for example, procedures as described in TS 24.008 or other procedures provided by the used access network, in order to ensure that local emergency numbers are known to the UE.  

14. For GPRS access a globally dedicated APN shall be used to indicate emergency access to PS domain.

15.
The IMS core network shall be able to transport information on the location of the subscriber.

Editor’s note: The need to authenticate and validate the used identifiers in the case that a UICC is used requires further study.
Editor’s note: The need for the IMS to retrieve location information from the access network (e.g. fixed broadband access) is for further study.

The solution for emergency sessions shall also fulfil the following architectural requirements:

1.
The architecture for Emergency Service should be driven by the specific capabilities requirements. Specification should minimize the changes to existing IMS architecture and procedures, and re-use existing IMS functional entities. However the specification should not be constrained by the existing functional entities.

2.
The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a video telephony call.

3.
Emergency service delivery via the PS domain may benefit where only some dedicated GGSN are equipped for specialised emergency handling. Globally dedicated emergency APN may be configured in the SGSN and GGSN and provided to the UE in order to support emergency services over the PS domain based on the requirements defined in section 4.1.1.
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