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1. Introduction

In SA2#46 the Work Item “Evolution of policy control and flow based bearer level charging” was agreed, which considered the creation of a new TS “Policy Control and Flow-based Charging architecture”.

The initial skeleton for the new TS 23.cde is presented in a separate contribution.

This contribution aims to equip the skeleton with some content based on the discussions and agreements of TR 23.803.
2. Proposal 

It is proposed to add the following text to the draft TS.

*****First Modification*****
3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.


Session based service: An end user service requiring application level signalling, which is separated from service rendering.
*****Next Modification*****
6.2 Functional entities

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.(This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities). The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF. 
The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.
The PCRF shall decide how a certain service data flow shall be treated in the PCEF, e.g. discarded etc., and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile and the PCRF policy decision(s). For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF and as a result the PCRF shall indicate, in the response to the AF, the service information that can be accepted by the PCRF.
Editors Note:
For Go it was defined that the controller provides the authorized QoS to the PCEF. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF receives the requested QoS. Then the PCRF checks it against the authorized QoS and hence may downgrade the requested QoS from the PCEF when it exceeds the authorized QoS.
The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services. 
Editors’ note: The subscription specific information for each service may contain e.g. max QoS class and max bit rate for each APN the subscriber has access permission to and for each charging key of the subscriber.
6.2.2
Policy and Charging Enforcement Function (PCEF)

The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities. (This functional entity encompass the harmonization of the PEP and TPF release 6 logical entities). This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). It provides control over the service data flow detection, user plane traffic handling, the bearer QoS, and service data flow counting as well as online and offline charging interactions.

A PCEF, operating Gx, shall ensure that an IP packet, which is discarded at the PCEF as a result from policy enforcement or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging.
Note:
For certain cases e.g. suspected fraud an operator shall be able to block the IP flow but still be able to account for any packets associated with the blocked IP flow.

For an IP flow that is subject to policy control, the PCEF shall allow the IP flow to pass through the Gateway if and only if the corresponding gate is open. If the PCEF receives an Authorization token and Flow Id(s) from an UE, the PCEF shall report them to the PCRF over Gx.

For an IP flow that is subject to charging control, the PCEF shall allow the IP flow to pass through the Gateway if and only if there is a corresponding active charging rule with and, for online charging, the OCS has authorized the applicable credit with that Charging key. The PCEF may let an IP flow pass through the Gateway during the course of the credit re-authorization procedure.

A PCEF may be served by one or more PCRF nodes. For GPRS, the PCEF shall contact the appropriate PCRF based on the APN, which is the primary mechanism. Optionally, the IMSI or MSISDN may, in addition to the APN, be used as input for selection of the appropriate PCRF. For other IP-CANs the PCEF shall contact the appropriate PCRF based on the access point connected to and, optionally, a UE identity information that is applicable in that kind of IP-CAN.
Note:
For GPRS the PCRF address(es) are configured in the PCEF (GGSN) per APN.

6.2.3
Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources. The AF shall communicate with the PCRF to transfer dynamic service session information, required for PCRF PCC decisions. One example of an AF is the P-CSCF of the IM CN subsystem.

The AF may receive an indication that the service information is not be accepted by the PCRF and the service information that can be accepted by the PCRF. In that case, the AF rejects the service establishment towards the UE. If possible the AF forwards service information to the UE that can be accepted by the PCRF.
An AF may communicate with multiple PCRFs. The AF shall contact the appropriate PCRF based on either:

-
the end user IP Address; and/or

-
other UE identify information the AF is aware of.

Note:
By using the end user IP address, an AF is not required to acquire any UE identity in order to provide information, for a specific user, to the PCRF.
6.2.4
Subscription Profile Repository (SPR)

Editor's note: The SPR's relation to existing subscriber databases need to be considered, specifically HSS, AAA and AF need to be considered.
The SPR logical entity contains all subscriber/subscription related information needed for subscription-based policies and bearer level charging rules by the PCRF. The SPR may be combined with or distributed accross other databases in the operator's network, but those functional elements and their requirements for the SPR are out of scope of this TS.

*****End of Changes*****


