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Discussion

The current version of TR 23.867 contains several editor notes in chapter 4.6. This contribution contains proposed new text for the TR to replace the editor’s note on location information content and format.

Proposal

<< First change >>
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4.6.2
Emergency location information for I-WLAN and fixed broadband access

For I-WLAN and fixed broadband access, the UE may already know its own geographical location and shall insert that information in the SIP INVITE request when establishing the emergency IMS session.

As an alternative, if the UE is not able to determine its own location, the UE should request its location from the access network, as described in Annex A, clause A.1.1. The access network determines the location of the UE and sends the location information to the UE. The UE shall insert the location information received from the access network in the SIP INVITE request. In this case the access network needs to maintain a database regarding the location of the terminal. If the UE does not know its location and is unable to obtain its location, then the terminal shall  include an indication that its location is unknown in the emergency SIP INVITE.

It is an implementation issue on how the IMS network routes the emergency session based on location information. If the UE does not provide location information to the IMS network or the IMS network has to verify the provided location information, the IMS network may request location information from the access network, as described in Annex A, clause A.1.2. According to the implementation the IMS network may insert such location information in the emergency call set-up messages. That is, the IMS network will either insert the location information requested from the access towards the PSAP/Emergency Center or leave the location information in the SIP INVITE as given by the UE.


4.6.2.1  Location information sources  

In case the UE needs to retrieve its own location information from the access network, it may use the DHCP option for coordinate-based geographic location of the client (latitude, longitude, altitude). This solution is specified by IETF in RFC 3825 [8] and allows hosts to learn their coordinate-based location via DHCP in subnets where this information can be configured at or learned by a DHCP server. There is also a DHCP option that allows hosts to learn their civic location (“street address”) via DHCP. This is specified in the draft-ietf-geopriv-dhcp-civil-06 [9], which is under IESG evaluation. 
It is noted that the DHCP method should not be used by 3GPP mobile UEs, which are specified to include the cell identity as location information as described above.
4.6.2.2  Location information format and transport for IMS
IETF is specifying an XML based format for representing coordinate- and civic-based location info, the Location Object Format (PIDF-LO), which can be carried in various protocols, e.g. SIP and HTTP (Extension of Presence data format). PIDF-LO supports encoding for both coordinate based and civic location and is compatible also with the non-IMS SIP community. 
[The specification draft-ietf-geopriv-pidf-lo-03 [10] is approved as RFC and is in the RFC Editor queue.] 

The IETF SIPPING WG is working on methods for conveying and using location information in SIP. The SIP location conveyance specification, draft-ietf-sip-location-conveyance-01 [11], describes how PIDF-LO is carried in SIP messages in various use cases. The most relevant to emergency calling is the case where UE delivers its location to a SIP Proxy and SIP proxy makes routing decision based on the UE’s location. 

There may be some concerns regarding the size of PIDF-LO payload. One possibility to reduce the payload would be to store the PIDF-LO information in the network and just transfer the address (URI) where this information is available. This type of solution requires a server in the network to keep the location information.
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