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	In  the current TS29.228  V6.7.0 , it have description as belows, 

“- If it indicates TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME or USER_DEREGISTRATION_STORE_SERVER_NAME the HSS decides whether to keep the S-CSCF name associated to the Private User Identity stored or not for all the Public User Identities that the S-CSCF indicated in the request. If no Public User Identity is present in the request, the Private User Identity shall be present. 

-
If the HSS decides to keep the S-CSCF name stored the HSS shall keep the S-CSCF name stored for all the Public User Identities associated to the Private User Identity. The Result-Code shall be set to DIAMETER_SUCCESS. 

The HSS shall check if each Public User Identity in the request is currently registered with one or more Private User Identities. If the request did not contain Public User Identities the HSS shall check if each Public User Identity associated with the Private User Identity in the request is currently registered with one or more Private User Identities. For each Public User Identity;-

-
If only one Private User Identity associated with the Public User Identity is currently registered with the Public User Identity, the HSS shall set the registration state of the Public User Identity to Unregistered.

-
If more than one Private User Identity that shares that Public User Identity is currently registered with the Public User Identity the HSS shall keep the registration state of the Public User Identity as Registered.

-
If the HSS decides not to keep the S-CSCF name the Experimental-Result-Code shall be set to DIAMETER_SUCCESS_SERVER_NAME_NOT_STORED. 

The HSS shall check if each Public User Identity in the request is currently registered with one or more Private User Identities. If the request did not contain Public User Identities the HSS shall check if each Public User Identity associated with the Private User Identity in the request is currently registered with one or more Private User Identities. For each Public User Identity;-

-
If only one Private User Identity associated with the Public User Identity is currently registered with the Public User Identity, the HSS shall set the registration state of the Public User Identity to Not Registered and clear the S-CSCF name associated with Public User Identity.
-
If more than one Private User Identity that shares that Public User Identity is currently registered with the Public User Identity the HSS shall keep the registration state of the Public User Identity as Registered.”
From the description we can found that when public user identity has been deregistered from IMS network, the registration state  will not always be unregistered state. But now in the TS 23.228 it can be found as “In both cases the state of the Public User Identity is stored as unregistered in the HSS” . That is incorrect.
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*** First Modification ***

5.3.1
Mobile initiated de-registration

When the UE wants to de-register from the IMS then the UE shall perform application level de-registration. De-registration is accomplished by a registration with an expiration time of zero seconds. De-registration follows the same path as defined in subclause 5.2.2.3 "Registration Information Flow – User not registered".
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Figure 5.3: De-registration - user currently registered

1.
The UE decides to initiate de-registration. To de-register, the UE sends a new REGISTER request with an expiration value of zero seconds. The UE sends the REGISTER information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address).
2.
Upon receipt of the register information flow, it shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
4.
The HSS shall determine that the Public User Identity is currently registered. The Cx-Query Resp (indication of entry point, e.g. S‑CSCF) is sent from the HSS to the I‑CSCF.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism and then shall send the de-register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, UE IP address, I‑CSCF(THIG) in case network configuration hiding is desired) to the S‑CSCF.

6. Based on the filter criteria, the S‑CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate. Service control platform removes all subscription information related to this specific Public User Identity.

7.
Based on operator choice the S‑CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear S‑CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name), and the Public User Identity is no longer considered registered in the S‑CSCF . In case the user has (originating – see 5.6.5, or terminating – see 5.12) services related to unregistered state, the S‑CSCF sends Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name) in order to keep the S‑CSCF name in the HSS for these services.

The HSS then either clears or keeps the S‑CSCF name for that Public User Identity according to the Cx-Put request. If this Public User Identity only associated with one Private User Identity, then when HSS keeps the S-CSCF name, the state of the Public User Identity will be stored as unregistered; otherwise it will be stored as not registered. If this Public User Identity shared with more than one Private User Identity is currently registered with another Private User Identity, the HSS shall keep the registration state of this Public User Identity as registered. If the S‑CSCF name is kept, then the HSS shall be able to clear the serving S‑CSCF name at any time.

8.
The HSS shall send Cx-Put Resp to the S‑CSCF to acknowledge the sending of Cx-Put.

9.
The S‑CSCF shall return the 200 OK information flow to the I‑CSCF. The S‑CSCF may release all registration information regarding this specific registration of the Public User Identity after sending information flow 200 OK.

10.
The I‑CSCF shall send information flow 200 OK to the P‑CSCF.

11.
The P‑CSCF shall send information flow 200 OK to the UE. The P‑CSCF releases all registration information regarding this specific registration of the Public User Identity after sending information flow 200 OK.
*** End of First Modification ***

*** Second Modification ***

5.3.2.1
Network Initiated Application (SIP) De-registration, Registration Timeout

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on a registration timeout. A timer value is provided at initial registration and is refreshed by subsequent re-registrations. The flow assumes that the timer has expired. The locations (home or visited network) of the P‑CSCF and S‑CSCF are not indicated as the scenario remains the same for all cases.
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Figure 5.4: Network initiated application de-registration, registration timeout

1.
The registration timers in the P‑CSCF and in the S‑CSCF expire. The timers are assumed to be close enough that no external synchronisation is required. The P‑CSCF updates its internal databases to remove the Public User Identity from being registered. It is assumed that any cleanup of IP-Connectivity Access Network resources will be handled by independent means.

2.
Based on the filter criteria, the S‑CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate. Service control platform removes all subscription information related to this specific Public User Identity.

3.
Based on operator choice the S‑CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear S‑CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name), and the Public User Identity is no longer considered registered in the S‑CSCF. In case the user has (originating – see 5.6.5, or terminating – see 5.12) services related to unregistered state, the S‑CSCF sends Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name) in order to keep the S‑CSCF name in the HSS for these services.

The HSS then either clears or keeps S‑CSCF name for that Public User Identity according to Cx-Put the request. If this Public User Identity only associated with one Private User Identity, then when HSS keeps the S-CSCF name, the state of the Public User Identity will be stored as unregistered; otherwise it will be stored as not registered. If this Public User Identity shared with more than one Private User Identity is currently registered with another Private User Identity, the HSS shall keep the registration state of this Public User Identity as registered. If the S‑CSCF name is kept, then the HSS shall be able to clear the serving S‑CSCF name at any time.

4.
The HSS shall send Cx-Put Resp to the S‑CSCF to acknowledge the sending of Cx-Put.

*** End of Second Modification ***

*** End of Third Modification ***

5.3.2.2.2
Network Initiated De-registration by Service Platform
A service platform may determine a need to clear a user's SIP registration. This function initiates the de-registration procedure and resides in a service platform.

The following flow shows a service control initiated IMS terminal application (SIP) de-registration.
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Figure 5.5a: Network initiated application de-registration, service platform

1.
The S‑CSCF receives de-registration information from the service platform and invokes whatever service logic procedures are appropriate. This information may include the reason for the de-registration.

2.
The S‑CSCF issues a de-registration towards the P‑CSCF for this user and updates its internal database to remove the user from being registered. The reason for the de-registration shall be included, if available.

3.
The P‑CSCF informs the UE of the de-registration, and without modification forwards the reason for the de-registration, if available. Due to loss of contact with the mobile, it might be possible that the UE does not receive the information of the de registration.

4.
The P‑CSCF sends a response to the S‑CSCF and updates its internal database to remove the user from being registered.

5.
When possible, the UE sends a response to the P‑CSCF to acknowledge the de-registration. A misbehaving UE or a UE that is out of P‑CSCF coverage could not answer properly to the de-registration request. The P‑CSCF should perform the de-registration in any case, e.g., after the timer for this request expires.


If the UE does not perform automatic re-registration due to the de-registration the user shall be informed about the de-registration and of the reason, if available.

NOTE 1:
Steps 4 and 5 may be done in parallel: the P‑CSCF does not wait for an answer from the UE before answering to the S‑CSCF
6.
Based on operator choice the S‑CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear S‑CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name). In both cases the Public User Identity is no longer considered registered in the S‑CSCF. In case the user has (originating - see 5.6.5, or terminating - see 5.12) services related to unregistered state, the S‑CSCF may send Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name) in order to keep the S‑CSCF name in the HSS for these services.


The HSS then either clears or keeps S‑CSCF name for that Public User Identity according to Cx-Put the request. If this Public User Identity only associated with one Private User Identity, then when HSS keeps the S-CSCF name, the state of the Public User Identity will be stored as unregistered; otherwise it will be stored as not registered. If this Public User Identity shared with more than one Private User Identity is currently registered with another Private User Identity, the HSS shall keep the registration state of this Public User Identity as registered. 
7.
The HSS shall send Cx-Put Resp to the S‑CSCF to acknowledge the sending of Cx-Put.

NOTE 2:
Another trusted/secured party may also initiate the de-registration, for example, by issuing a third party SIP registration with timer set to 0 via S‑CSCF.

*** End of Third Modification ***
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