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This contribution attempts a clean up of sub-clause 5.1 Architectural Requirements.

The first change (bullet 9) clarifies that the UE shall be PS attached as well as IMS registered. The current description may be misleading, registration to the PS domain is mandatory prior to access to IMS. 

The second change rewords and moves the bullet 12 about the user scenario initiating simultaneous CS call and IMS session to subclause 5.3. Although this a possible/valid scenario it does not give specific requirement on the architecture but uses basic and non-simultaneous scenarios. 
The third change replace the terminology “capability detection” that is used only once in the current specification thus has no definition and is not elsewhere. It is proposed to replace “capability detection” by “UE capability exchange”. “capability exchange” being the terminology used in the rest of the specification.

It is proposed to discuss and approve the following changes on the TS 23.279

****** First Change ******

5.1
Architectural Requirements

The following general requirements are applicable to CSI:

· The solution is applicable to GERAN and UTRAN;

· A CSI capable UE requires DTM capability (in case of GERAN access) and MultiRAB capability (in case of UTRAN access);

· IMS networks and IMS UEs without CSI support should not be impacted;

· CS core, PS core, xRAN are not to be impacted. Conclusively, changes should be restricted to the IMS elements and the UEs that support CSI for IMS.

· Procedures connecting the IMS to the CS domain, to the PSTN and to other SIP networks, including other IMS networks should remain unchanged.

· CS only UEs and PS only UEs are not to be impacted;

· CSI capable UE provides capabilities to associate the corresponding peer-to-peer CS and IMS communication  to present it within one context for the user. The IMS communication may be peer-to-peer session or session unrelated communication, e.g. IMS immediate messaging.

· The quality of the CS call (e.g. voice quality, setup delay, handover, etc…) shall not be impacted from a user perception point of view regardless of whether the CS call is combined with an IMS session or not.

· The use of CSI requires that the UE is CS attached, PS attached and IMS registered.

· The solution shall be transparent for the end-user

· Existing security mechanisms for CS and IMS shall be re-used.

· 
· For network efficiency, the UE capability exchange functionality requires the terminal to cache information about the other terminals’ capabilities. 

· Functionality is required to handle remote parties who use more than one device (e.g. with the same MSISDN or the same public user ID).

****** Second Change ******

5.3 UE Logic

A CSI-capable UE shall have logic to trigger the capability and identity exchange required for simultaneous communication on the CS and IMS domains.  Further, the logic shall be able to co-ordinate current activities in the UE , the user preferences, whether support for simultaneous CS and PS access is available and available IMS enablers in such a way, that only those services/enablers are offered to a user, which can be used simultaneously. This logic shall function in such a way that it makes the simultaneous usage of the CS and IMS domains for the media flows as transparent as possible for the user.
For the scenario of a CS call and an IMS session being established at the same time from an end user perspective, an IMS session can be setup first followed by adding a CS call to the IMS session using the call-flow of Section 8.4, or a CS call can be setup first followed by adding the IMS session to the CS call using the call-flow of Section 8.3.
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