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Introduction

This contribution corrects some statements in the section with the description of the TFT based binding. 
Proposed Changes

Start of modified section

6.1.3
UE IP address + TFT based binding
UE IP address + TFT based binding is supported by Rel-6 Gx interface.

In case of GPRS access the TFT filter information may be used in addition to UE IP address to select policy/charging rules for the specific PDP context. As a consequence, for a token-less binding mechanism to apply to all PDP contexts, the UE IP address + TFT based binding must be combined with simple UE IP address based binding.

The UE may provide the TFT in the secondary PDP context activation procedure and in any PDP context modification procedure as per definition in TS 23.060. The TFT includes the TFT filters. The service information may originate from an AF providing it to the PCRF over the Rx+ interface, or be derived at the PCRF (e.g. based on the user subscription profile). There is set of requirements on information in the TFT filter from the UE and service information from the AF for proper binding to an authorized IP flow to occur at the PCRF.

Increasing the accuracy of an authorization reduces the risk for authorizing a flow on multiple PDP contexts to occur. However a TFT filter need not necessarily specify all the parameters of the flow. Proper binding at the PCRF is possible if the UE and the AF provide a common subset of parameters:

-
the source (source IP address/network and/or source port/port range), which identifies the remote end of communication (assuming sending and receiving are symmetric); or

-
the destination (destination port/port range), which identifies the UE end of communication; and

-
the protocol number, if the same source and/or destination appears in more than one authorization.

Editors note:
How to draft the specific requirements on how each side i.e. the AF and the UE shall provide with as much information that is available to describe the IP flow is FFS

However as a general issue in IMS, SDP negotiation does not provide any information about the source of media (IP address and port number) and therefore it may not be possible to well define charging rules from SDP information (i.e. the full IP 5-tuple in both directions).
Figure 6.2 below shows an example flow where TFT is included in PDP context activations or modifications.
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Figure 6.2: Example flow for UE IP address + TFT based binding mechanism

The TFT filter is not included into the PDP context activation/modification request by the UE if it receives Authorisation Token from the AF and includes it in the PDP context activation/modification request. Thus it is not possible to use this binding mechanism if the Authorization Token is provided and the UE supports the use of Authorization Tokens. If there exist UEs that support and UEs that do not support Authorization Tokens, then this binding mechanism can co-exist with the token-based mechanism.

The decision on the mapping of flows to appropriate bearers resides at the UE. A benefit of this is that the UE can multiplex PCC controlled service data flows with flows not subject to full PCC control (e.g. where no AF interaction is required) onto the same bearer. Therefore in GPRS, the PCRF will require flexibility to provide charging rules and authorisation information in an unsolicited manner to the GW to e.g. a default PDP context if no PDP context activation or modification occurs that can be bound to received AF information. If subsequently, a PDP context activation or modification, which can be bound to AF information, occurs then charging rules and authorisation information needs to be moved from the default PDP context to the PDP context that is being activated or modified. Such a push mechanism is already required for gating control (opening and closing of gates). An example of this can be found in figure 6.3 below.
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Figure 6.3: Example flow where PDP context activation/modification occurs after session setup

The use of TFT presents some limitations; The TFT is only interpreted as downlink filters. Therefore the use of TFT, as currently defined, as binding may not work for uplink IP flows, especially in case of unidirectional media with direction send only, since the UE does not indicate any uplink IP filter for the PDP context. As result the PCRF cannot know to which PDP context the applicable rules/policies shall be sent. 
To overcome this limitation the following solutions can be foreseen:

-
For a bi-directional media flow (i.e. 2 IP flows with IP address/port number pairs), both downlink and uplink packets shall travel on the same PDP context, thus making the TFT filter for the downlink traffic to be sufficient for determining what PDP context will carry the uplink traffic.
-
For a unidirectional media flow combined with RTCP flows in both directions, the media flow shall travel on the same PDP context as the RTCP flows, thus making the TFT filter for the downlink RTCP flow to be sufficient for determining what PDP context will carry the uplink RTCP and media traffic.
-

-
The TFT packet filter could be used to transfer mapping information for the uplink, i.e. especially for unidirectional media with direction send only. A dedicated parameter of the TFT packet filter shall indicate that this TFT packet filter provides mapping information for the uplink. Any parameter of the TFT packet filter that can be set to a value which does not occur in any downlink IP packet could be used for this purpose (e.g. IP source address of the TFT packet filter set to UE IP address or source port number of the TFT packet filter set to zero). The other parameters of the TFT packet filter can then be used to transfer information that describes the uplink IP flow(s). 
The UE is required to set the indication parameter as well as the other parameters of the TFT packet filter according to the uplink IP flow(s). The GGSN behaves as already specified, installing the TFT and forwarding the TFT to the PCRF including the TFT packet filters for the uplink. Alternatively, the GGSN could also recognize any TFT packet filter for the uplink and not install it. The PCRF recognizes the indication parameter and applies the other TFT packet filter parameters to bind any applicable unidirectional media with direction send only.

Editors Note-i:
By modifying the handling of TFT packet filters for sending uplink traffic mapping information from the UE there is a terminal impact. Hence there is a cost to control what traffic flows on what PDP context. It is expected that the study will consider this cost aspect and the feasibility of sending uplink traffic mapping information from the UE.

Editors Note-ii:
There may be other solutions to overcome this limitation.

End of modified section

