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1 Introduction

This paper discusses and proposes a solution to the following issue addressed by CT1 in their LS S2-051048:

“CT1 discussed a possible problem if the Tel-URI that a user has in their IMS subscription is different from the MSISDN for the user’s CS subscription. If such a case exists, then the SIP routing of an OPTIONS request with an MSISDN from one UE to the other cannot be guaranteed.”

The solution proposed in this paper is that the same MSISDN be used for both CS and IMS.
2 Discussion

2.1
The issue and related text in the specifications

CT1 states in their LS S2-051048 that:

“CT1 discussed a possible problem if the Tel-URI that a user has in their IMS subscription is different from the MSISDN for the user’s CS subscription. If such a case exists, then the SIP routing of an OPTIONS request with an MSISDN from one UE to the other cannot be guaranteed.”
TS 23.279 states at a couple of places that 

“The UE-B invokes the correct application, which associates the SIP session with the ongoing call by matching the identities used in the CS call and the SIP session”. 

Also, the SA2 TR states, 

“For the initial phase, it is recommended to use the same E.164 number in CS domain and IMS to facilitate the deployment of combinational services. If the same E.164 number is used in IMS and CS domain, it shall be possible to deliver both the IMS session and the call destined to the E.164 number of the UE.” 

TS 22.279:

“The existing address context is reused when the combined service is established, which makes the combined service simple to invoke for the user.”

24.229 S-CSCF procedure:

“if the request is not forwarded to an AS and if the outgoing Request-URI is a tel URI, the S-CSCF shall translate the E.164 address (see RFC 3966 [22]) to a globally routeable SIP URI using an ENUM/DNS translation mechanism with the format specified in RFC 3761 24]. Databases aspects of ENUM are outside the scope of the present document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an announcement) in the originator's home network or the S-CSCF may send an appropriate SIP response to the originator. If the outgoing Request-URI is a pres URI or an im URI, the S-CSCF shall forward the request as specified in RFC 3861 [63]. In this case, the S-CSCF shall not modify the received Request-URI;”

2.2
Possible routing scenarios

The following scenarios need to be examined:

1.
Same MSISDN, IMS first

2.
Same MSISDN, CS first

3.
Separate MSISDN, IMS first (CS MSISDN or IMS MSISDN used)

4.
Separate MSISDN, CS first (CS MSISDN or IMS MSISDN used)

In the procedures/flows it is assumed that BGCF is integrated within S-CSCF, P-CSCF and I-CSCF are omitted, and that no AS is invoked for routing purposes.

Same MSISDN, IMS first, TEL URI
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Figure 1. Same MSISDN, IMS first, TEL URI
The S-CSCF will do an ENUM lookup and as UE-B MSISDN is found in ENUM the S-CSCF will forward the SIP request to IMS Core (B). There is no problem with the routing as IMS routing keeps the routing in IMS, unless special configuration e.g. an AS is invoked to change the routing, ENUM lookup fails or session setup fails.

UE-A is able to initiate CS call afterwards using the same MSISDN, and the CS call will be kept in CS domain (B-number analysis etc will succeed). UE-B is able to correlate the CS call with the ongoing SIP session by checking whether the MSISDN for UE-A for the CS call is the same as the one saved in the TEL URI asserted identity.

No issues found.

Same MSISDN, CS first, TEL URI
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Figure 2. Same MSISDN, CS first, TEL URI

The CS call is set up, as CS routing will keep the call in CS domain. Afterwards the UE-A may send a SIP request using the MSISDN as a TEL URI. As the MSISDN is found in ENUM the SIP request is routed to the UE-B. UE-A will get UE-B SIP URI in a response to the SIP request. UE-B is able to correlate the ongoing CS call with the received SIP request by checking whether the MSISDN for UE-A for the CS call is the same as the one saved in the TEL URI asserted identity.
No issues found.

Separate MSISDN, CS first (CS MSISDN)
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Figure 3. Separate MSISDN, CS first (CS MSISDN)
The CS call will proceed without any problems.

The UE-A may only have UE-B CS MSISDN available and sends a SIP request using UE-B CS MSISDN as TEL URI. The S-CSCF will do an ENUM lookup and if UE-B CS domain MSISDN is not found in ENUM, then:

· the S-CSCF may forward the SIP request to a BGCF that then may decide to forward the SIP request to MGCF (or IMS Core B)

· assuming speech is to be used on CS the interworking might be hard for a number of SIP sessions e.g. messaging with MSRP

· how would an OPTIONS be interworked?

· In case interworking is performed to CS then UE-B may receive e.g. CS data call, if UE-B doesn’t have multicall capabilities UE-B can’t answer the additional CS call

· If UE-A uses its IMS MSISDN (and IMS SIP URI) as asserted identity then S-CSCF cannot add the asserted identity for CS MSISDN and UE-B may not be able to associate the IMS session with the CS call (according to the RFC3325 the asserted can only contain at the most 2 identities, which one of the identities must be a SIP URI)

If the operator has configured ENUM to include UE-B CS MSISDN then S-CSCF will forward the SIP request to IMS Core (B):

· S-CSCF is only able to include UE-A IMS MSISDN as the asserted identity

· UE-B may then not be able to correlate the ongoing CS call with the received SIP request

Separate MSISDN, IMS first (UE-B CS MSISDN used as TEL URI)


[image: image4.wmf]CS Domain (A)

CS Domain (B)

UE-B

CSCF

UE-A

1. INVITE

IMS Core (A)

MGCF

CSCF

IMS Core (A)

MGCF

2. Translate URI

3a. INVITE

5a. IAM (Video call...)

UE-B CS

MSISDN used,

ENUM lookup

failed, BGCF to

GSTN

6a. SETUP

4a. No point in iw

e.g. IMS

messaging?

7. CON

8. CON

10. OK

9. OK

11. Only UE-B

asserted for CS

domain included?

12. SETUP

13. IAM

14. SETUP

15. Depending on

multicall

capabilities,

treated as

separate call?


Figure 4. Separate MSISDN, IMS first (UE-B CS MSISDN used as TEL URI)
Basically same issues as for “CS first case”.

SUMMARY

The following issues and open questions has been found when using separate MSISDNs for CS and IMS:

· Assuming speech (or video) is to be used on CS, the interworking of a SIP session to CS would probably not be useful in many cases e.g. when the SIP request imply messaging with MSRP, OPTIONS etc.
· If interworking from SIP to CS is performed there is a major risk that additional CS call cannot be answered by the remote end, since multicall capability is optional
· Adding CS MSISDN in ENUM adds extra burden on operator provisioning, and IMS as such doesn’t need a separate MSISDN

· UE-B, in the examples above, may not be able to correlate the CS call with the SIP request, unless both CS and IMS MSISDNs are included in the SIP requests (an issue for S-CSCF to add CS MSISDN and perhaps an issue if P-Asserted-Identity is to be used)

It is evident that for CSI phase 1 there are major advantages to use the same MSISDN for CS and IMS. Using the same MSISDN would increase the probability to successfully setup a CSI session.

3 Proposal

It is proposed to add and change the following in the TS 23.279.

*** FIRST CHANGE ***

5
Architectural Requirements

5.1
Architectural Requirements

The following general requirements are applicable to CSI:

-
The solution is applicable to GERAN and UTRAN;

-
A CSI capable UE requires DTM capability (in case of GERAN access) and MultiRAB capability (in case of UTRAN access);

-
IMS networks and IMS UEs without CSI support should not be impacted;

-
CS core, PS core, xRAN are not to be impacted. Conclusively, changes should be restricted to the IMS elements and the UEs that support CSI for IMS;

-
Procedures connecting the IMS to the CS domain, to the PSTN and to other SIP networks, including other IMS networks should remain unchanged;

-
CS only UEs and PS only UEs are not to be impacted;

-
CSI capable UE provides capabilities to associate the corresponding peer-to-peer CS and IMS communication  to present it within one context for the user. The IMS communication may be peer-to-peer session or session unrelated communication, e.g. IMS immediate messaging;
-
The quality of the CS call (e.g. voice quality, setup delay, handover, etc.) shall not be impacted from a user perception point of view regardless of whether the CS call is combined with an IMS session or not;

-
The use of CSI requires that the UE is CS attached and IMS registered;

-
The solution shall be transparent for the end-user;

-
Existing security mechanisms for CS and IMS shall be re-used;

-
For the user scenario of initiating simultaneous CS call and IMS session, an IMS session can be setup first followed by adding a CS call to the IMS session using the call-flow of Section 8.4, or a CS call can be setup first followed by adding the IMS session to the CS call using the call-flow of Section 8.3;

-
For network efficiency, the capability detection functionality requires the terminal to cache information about the other terminals' capabilities;

-
Functionality is required to handle remote parties who use more than one device (e.g. with the same MSISDN or the same public user ID).

-
The same MSISDN should be used for the users IMS subscription and their CS subscription. If not the users may get some unexpected service experience.












_1180250505.vsd

_1180250591.vsd

_1180250729.vsd

_1180249405.vsd

