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1.
Introduction

This paper proposes text to replace the Handover section (6.3.6) of TR 23.806. The IMS-to-CS Handover section (6.3.6.4) is handled separately in a companion paper.
The term “Handover” has been replaced by “Domain Transfer”.

6.3.6
Domain Transfer Scenarios

6.3.6.1 
General 

DTF is a service in a CS-IMS user’s home IMS network that anchors user’s active CS calls and IMS sessions to enable active mode roaming across CS Domain and IM Subsystem.
Note: This is a change from 3GPP Handover procedures defined for active mode roaming within GSM/UMTS CS, wherein, calls are anchored at the system used for initial call setup, with the Handover Target node relaying the Call Control messages between the Anchor node and the UE post Handover. Although SIP extensions can be suggested for encapsulation of DTAP in SIP for Domain Transfers from GSM/UMTS CS to IMS over I-WLAN, significant changes to GSM/UMTS CS protocols are required for SIP encapsulation in BSSAP for Domain Transfer from IMS to GSM CS, and SIP encapsulation in RANAP for Domain Transfer from IMS to UMTS CS; it is therefore not feasible to maintain the same anchor control model with active mode roaming across CS and IMS.
DTF provides the Domain Transfer Control Functions for CS-IMS voice continuity. All CS-IMS Domain Transfers are executed and controlled by DTF upon UE’s request.

Since Domain Transfers are executed across CS Domain and IM Subsystem with different call control protocols, DTAP is used in CS Domain whereas SIP is used in IMS for call control procedures; the active mode roaming procedure is executed at the call control level. The call control Protocol State Machine is released in the handing-out domain and re-established in the handing-in domain. 
DTF provides cohesive billing with a complete Domain Transfer history for the duration of a voice session. Details of accounting and charging implications are for further study, however, it should be noted that the call/session established to enable domain transfers are captured as Handover legs of the call/session being transferred and therefore do not impact the direction initially used to establish the call/session for the purpose of charging.

DTF is globally routable using Public Service Identities, a service DN is used for routing within CS Domain and PSTN networks and a SIP URI is used for routing within IMS network. 

Simultaneous CS Domain and IM Subsystem registration is not required at the time of CS call or IMS session establishment; the user is required only to be registered in the domain from which it is currently receiving services. Simultaneous registration is required for initiation of the CS-IMS domain transfer.

6.3.6.2.1
CS to IMS Domain Transfers

Figure x1 describes how signalling and bearer paths are established for execution of Domain Transfer of CS originations from CS Domain to IM Subsystem. IMS termination is assumed in this walk-through, whereas an MGCF function is involved in the control path for the termination in case of CS and PSTN terminations.
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Figure x1: CS to IMS Domain Transfer walk-through
1. If the user is not registered with IMS at the time when the UE determines a need for Domain Transfer to IMS, the UE initiates Registration with IMS. It subsequently sends an INVITE including original session information to DTF using DTF PSI as an HO indication requesting it to perform Domain Transfer of the active CS call to IM Subsystem.

2. User’s S-CSCF routes the INVITE to DTF application server assigned to the user upon execution of filter criteria.

3. DTF performs the transfer of the user’s CS leg to IMS by using SIP Session Transfer procedures. It is an implementation option as to how the SIP Session Transfer is executed. Use of an UPDATE consisting of the SDP of the IMS leg is illustrated here; however, other options such as a ReINVITE can also be used to implement Session Transfer. Minor bearer path interruption, estimated to be about 100-200 milliseconds, is expected due to the switchover. 
4. The CS bearer and signalling legs are released upon successful execution of SIP Transfer. 
Note: DTF initiates the release of signalling and bearer in the handing-out domain as release from the UE cannot always be guaranteed due to possibility of loss of coverage in the handing-out domain during the VCC procedure. The UE may also initiate the release of the bearer and signalling in the handing-out domain, in which case, DTF processes the release appropriately.

6.3.6.2.2
Subsequent Domain Transfer back to CS

Figure x2 describes how signalling and bearer paths are established for execution of subsequent Domain Transfer to CS Domain.
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Figure x2: Subsequent Domain Transfer to CS walk-through
5. The UE registers with the Visited MSC when it determines a need for Domain Transfer to CS. It subsequently initiates a CS call to DTF using DTF PSI requesting it to perform Domain Transfer of the active CS call to CS Domain. The CS call is routed via the MGCF and I/S-CSCF to DTF application server.
Note: The MGCF generates ACM on receipt of 200 OK for ETSI interworking.
6. DTF performs the transfer of the user’s IMS leg to the CS Domain by using SIP Session Transfer procedures as described in the CS to IMS Domain Transfer walk-through. 
7. The IMS bearer and signalling legs are released upon successful execution of SIP Transfer. 
6.3.6.3 
CS to IMS – Dynamic Anchoring based fallback options 

Use of static anchoring as described in sections 6.3.4 Origination and 6.3.5 Termination is recommended for enablement of DTF for the following reasons:

· It provides uniform solution for anchoring CS and IMS calls/sessions at DTF with support of supplementary service continuity over CS-IMS domain transfer.

· DTF is in control of the bearer path since the initial call setup, therefore, Voice Call Continuity is guaranteed any time after the call/session is established. It is not susceptible to race conditions or loss of radio/WLAN coverage that may affect Voice Call Continuity when dynamic anchoring techniques are applied.

· It provides optimal execution time for completion of Voice Call Continuity procedure as additional signalling procedures are not required to establish the anchor prior to Domain Transfer.

It may not always be possible to employ static anchoring techniques due to network conditions such as non-supporting CS roaming partners or international roaming. Dynamic anchoring techniques as discussed below may be employed in such situations.
6.3.6.3.1 ECT enabled Dynamic Anchoring 

Although ECT has significant drawbacks when used as the only solution for Domain Transfers from CS domain to IM Subsystem, it may be used as a means for dynamically anchoring CS calls at DTF when techniques for static anchoring are not possible. The use of ECT is limited to setting up an anchor reference for a CS call in IMS upon first CS to IMS domain transfer. DTF is used for all subsequent Domain Transfer from CS to IMS and from IMS to CS.

6.3.6.3.1.1 Supplementary Service control for ECT enablement

Certain supplementary services like Call Forward Unconditional and Incoming Call Barring can prevent ECT enabled Domain Transfers due to interactions of these services with ECT. Call Independent Supplementary Services operations can be used by the UE to disable such services prior to initiating the Domain Transfer procedure and re-enable these services just before the CS radio is released upon Domain Transfer.

6.3.6.3.1.2 CS to IMS Domain Transfer using ECT

ECT can be used to enable first CS to IMS Domain Transfer and establish the anchor at DTF so that subsequent CS to IMS and IMS to CS Domain Transfers are executed via DTF. Figure x3 below provides a walkthrough of first CS to IMS Domain Transfer using ECT.
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Figure x3: DTF anchoring via ECT

1. UE registers with IMS if required upon detection of domain transfer conditions. If a DTF call anchor reference is available, the UE executes CS to IMS Domain Transfer via DTF as described in Section 6.3.6.2.1, CS to IMS Domain Transfers. If a DTF call anchor reference is not available at the UE, then it enables ECT as a mechanism to execute Domain Transfer to IMS.

2. The UE disables any supplementary services like Call Forward Unconditional that could potentially block ECT and initiates a call to its CS mode via IMS.

3. DTF inserts a routing B2BUA function upon completion of the call toward the CS Domain as a result of filter criteria execution at S-CSCF.

4. Upon successful execution of a Routing B2BUA function for IMS session to the CS domain, DTF assigns a unique call reference identifier to the session for identification between the UE and DTF in subsequent dialogue. It also assigns a unique identifier which can be used for Domain Transfer of this session to CS Domain. These new identifiers are communicated to the UE via a Notify with Mobility Event package.

5. The UE re-enables the supplementary services disabled previously upon successfully receiving the incoming CS call.

6.3.6.3.1.3 Subsequent Domain Transfers

Use of ECT for subsequent Domain Transfers results in a daisy chain effect s shown in Figure x4 below, due to the fact that the call anchor moves between CS and IMS upon each Domain Transfer.
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Figure x4: Undesirable Resource Daisy Chain with use of ECT for Subsequent Domain Transfers
Once a session anchor has been established at DTF and the session identifiers have been communicated to the UE, the UE executes all Inter domain Transfers via DTF. This helps eliminate the daisy chain effect as shown in Figure x5 below, because the call remains anchored in the IMS MGW after the first CS to IMS Domain Transfer.
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Figure x5: Resource optimization with use of DTF for subsequent Domain Transfers
ECT enabled dynamic anchoring technique cannot be used when the user is engaged in more than one CS sessions or is engaged in an Emergency Call.

6.3.6.3.2 DACCI enabled Dynamic Anchoring

Dynamic Anchoring of CS Calls in IMS, DACCI is a new Call Control service which can be requested by the UE via USSD, Facility Invocation or any other enabler as determined by a further study on DACCI enablers. DACCI transfers the Call Control Protocol State Machine of a user’s CS-IMS call from CS domain to the IM Subsystem upon UE’s request.

Enablement of first CS to IMS domain transfer for a CS call using DACCI provides dynamic means of anchoring CS calls in IMS. DACCI anchors CS bearer in an IM-MGW upon first CS to IMS domain transfer in order to enable subsequent domain transfers between CS and IMS via DTF. 
DACCI uses the Mobility Event package to communicate with DTF, session information required to perform domain transfers from CS to IMS.

DACCI is applicable to all voice teleservices including the Emergency Call Service.

6.3.6.3.2.1
First CS to IMS Domain Transfer using DACCI

Figure x6 below provides a walk through of a first CS to IMS Domain Transfer enabled by DACCI.
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Figure x6: First CS to IMS Domain Transfer using DACCI
1. The UE registers with IMS as it detects border conditions requiring domain transfer to IMS. If a DTF call anchor reference is available, the UE executes CS to IMS Domain Transfer via DTF as described in a Section 6.3.6.2.1 CS to IMS Domain Transfers

2. If a DTF call anchor reference is not available at the UE, then it uses DACCI to execute Domain Transfer to IMS.

3. The UE communicates connected party information with an intent to execute DACCI enabled CS to IMS Domain Transfer to DTF in a Notify. The connected party information is communicated to DTF for use in subsequent Domain Transfer from CS to IMS for the case when HO URI cannot get communicated to the UE due to lack of WLAN coverage at the time of establishing of CS leg upon subsequent Domain Transfer to CS. DTF assigns a unique Domain Transfer CS Identifier to be used for the first CS to IMS domain transfer using DACCI and communicates it to the UE in a Notify.

4. UE invokes DACCI at the CS Core Network, providing a routing number derived from the CS HO Identifier to set up the Domain Transfer leg towards IMS. It also provides the CC Transaction ID of the session to be handed over.

5. The MSC uses the routing number to establish an ISUP circuit connection toward DTF in IM Subsystem using procedures similar to the establishment of circuit connection toward target MSC for GSM/UMTS CS Domain Inter MSC Handovers. One way bearer path is established from the other end point for the extended bearer leg, resulting in a downlink bi-cast of the other endpoint’s bearer towards CS-IMS user’s CS and IMS legs. 

6. DTF establishes a Routing B2BUA function before extending the IMS session toward UE for the new IMS session and communicates the session information to the UE to be used for subsequent Domain Transfer to CS, upon successful setup of the IMS session. 

7. Upon sending 200 OK in response to the INVITE extended from DTF, the UE switches its bearer plane to IMS. An ISUP Answer message subsequently reports successful establishment of circuit connection to the MSC, thereby resulting in switch of the uplink bearer path for the user and release of the CS radio link at the MSC. 

8. The MSC remains in the bearer path, but the call control is moved to DTF and the bearer is anchored at IM-MGW

6.3.6.3.2.2 Subsequent Domain Transfers with DACCI enabled anchoring

Once a session anchor has been established at DTF and the session identifiers have been communicated to the UE, the UE executes all Domain Transfer via DTF using Domain Transfer procedures described in Section 6.3.6.2.1 CS to IMS Domain Transfers; 6.3.6.2.2, Subsequent Domain Transfer to CS and 6.3.6.4, IMS to CS Domain Transfers). Subsequent Domain Transfers result in establishment of new leg toward the UE followed by release of the old leg. The bearer for the other end remains anchored at the IM-MGW used to establish bearer for the first CS to IMS domain transfer as shown in Figure x7 below.
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Figure x7: Use of DTF for subsequent Domain Transfers
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