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Introduction

In the CSI architecture a problem that has been identified is that there is no guarantee using the current IMS addressing and routing mechanisms that a SIP request will be routed to the same UE as the CS call is established with. This is because the same Public User Identity may be registered by multiple UEs and the Public User Identity (SIP URI or TEL URL) identify the user not the UE. For CSI to work as required it is necessary to address the SIP Requests to the specific UE instance that is involved in the CS call. Also the current working assumption for CSI to use the Public User Identity for associating the SIP request and the CS Call does not work when privacy is requested.

IETF solution the GRUU 

This problem of needing to route to a device rather than a user has also be identified by IETF and a solution known as a GRUU (Globally Routable User Agent URI) has been defined in draft-ietf-sip-gruu-03. The GRUU is a SIP URI that identifies a specific device instance rather than a user identity. Every GRUU is unique for the device-user identity combination and a GRUU is allocated by the SIP Registrar to the SIP UA during registration. A GRUU can be used in any dialog creating SIP request in the Contact Header and the Request-URI. This allows two SIP UAs to exchange their GRUUs and then use them later to contact the same UA instance.

The GRUU has both the properties of routing to a single UA instance and long lived persistence which means it should exist for as long as the Public User Identity is registered and can even be constructed such that the same value is generated for the GRUU for the same device-user identity combination at each registration. These properties make the GRUU ideal for use with CSI as if a UE has another UEs GRUU it can ensure it SIP sessions are routed to precisely the UE instance that the GRUU belongs to and also be cached for use later. Also the GRUU can be constructed so that identity information is not revealed and hence the SIP request can be associated with a CS call even when privacy is requested.

GRUU usage with CSI

It is proposed that CSI capable UEs obtain a GRUU at IMS registration and then exchange their GRUUs during CS call setup by including their GRUU in the CS signalling messages. Then if an IMS session needs to be added the CS call the SIP request is addressed to the GRUU of the other UE. In the case that a IMS session is established first then the GRUUs are exchanged using the Contact header as defined in draft-ietf-sip-gruu-03. Then when a CS call needs to be added the GRUU of the other UE can be included in the SETUP message so that the receiving UE can tell whether the SETUP message is intended for it and is associated with the existing IMS session.

A GRUU would also be used to address the SIP OPTIONS request used in the capability exchange in order to ensure that the OPTIONS request reaches the terminal involved in the CS Call.

What is required to support GRUU

Support for the use of a GRUU by IMS requires some enhancements in release 7 to the HSS to generate GRUUs during registration and to the S-CSCF to resolve GRUUs to the contact for terminating SIP requests. The HSS will also need to be able to store the generated GRUUs and associate them with the assigned S-CSCF so that the assigned S-CSCF can be provided to the I-CSCF for terminating SIP requests. The UEs will also have to add support for GRUU. The GRUU is the IETF solution to the problem of multiple devices being associated with the same Public User Identity so we will need to add GRUU support to resolve these issues within IMS in any case in release 7.

In addition to CSI the GRUU may also be useful for voice call continuity in ensuring that when a handover from the CS domain to the IMS takes place that the same UE instance as involved in the CS Call is contacted. In addition a GRUU is needed for use in Call Transfer, Conferencing and Presence as identified by IETF. 

The current status of draft-ietf-sip-gruu-03 is that it already went through a Working Group Last Call, and received some comments which were addressed in discussions at the last IETF. Its awaiting an update from the author that addresses those issues and will then go into Working Group Last Call again. It is expected that GRUU will be a stable IESG approved draft within the CSI and release 7 timeframe.
Proposal 

It is proposed that SA2 agree that the GRUU should be used for addressing for CSI and the following changes to TS 23.279.
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3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AS
Application Server

CSI
Combination of CS and IMS services
GRUU
Globally Routable User Agent URI
DTM
Dual Transfer Mode

IAM
Initial Address Message

CON
Connect Message

MRFC
Media Resource Function; Control part 

MRFP
Media Resource Function; Physical Part

MSRP
Message Session Relay Protocol

RAT
Radio Access Technology

RTP
Real-time Transfer Protocol

7
Capability Exchange

7.1
General

It is highly advantageous if the set of services that can be supported between two endpoints is known to the endpoints when (or shortly after) communication is established. This information can be used to provide an indication to the user of the services that are available for a particular user-to-user communication session. This can encourage use of available services and avoid invocation of unavailable services, thereby avoiding customer dissatisfaction and unnecessary resource and bearer establishment attempts.

Two types of capability information are described: information about the current radio environment, and UE capability information.

7.2
Capability Information

7.2.1
Information about the current radio environment

The purpose of the information about the current radio environment is to use it as input to the UE's and/or the user's decision whether to initiate further CSI procedures (e.g. whether to start UE capability exchange, or an IMS session, etc.).

Editor's Note:
The information could include:

-
Simultaneous CS and PS capability, taking both UE and current RAN environment into account

-
Whether the UE is capable of supporting CS Video in the current RAN environment

-
Additional information e.g. whether the above should be divided into UE and RAN capabilities

Editor's Note:
What type of information and the benefit of exchanging this information need to be further motivated before it can be inserted in the current specification.  The resolution of this issue waits upon a response to LS sent to RAN2

7.2.2
UE Capability Information

The UE capability information provides input to determine the set of services that can be successfully invoked between two users.

It shall be possible to exchange the UE capabilities described below in this subclause. Note that the exchange of these capabilities is subject to the availability of the information and privacy control.

-
IMS Media types which can be supported as IMS media streams (i.e. media component definitions of IMS sessions).

-
Media format parameters for supported IMS media types (codecs, media file formats etc.).

-
GRUU, MSISDN and preferred SIP URI for the UE sending the UE capability information.

Additionally, it shall be possible for the UE to use IMS to exchange capability information about:

-
CS video telephony capability;

-
CS voice capability;

-
MMS version supported;

-
Support for other IMS based capabilities or services e.g. PoC.

The UE capability information is exchanged between the calling party and the called party. The UE may cache the retrieved capabilities for a certain amount of time, and may refresh its cache in a periodic manner.

NOTE:
due to varying radio environments (e.g. DTM/non-DTM, etc…) a UE capability exchange has the best success rate when performed outside of any other service, i.e. when no other CS/PS/IMS service is currently invoked.

The information flows for exchanging UE capabilities are shown in subclause 8.2.

7.3
Registering UE Capability Information

During registration, a UE shall register its capability information using SIP User Agent capability registration mechanism specified in RFC 3840 [16] and endorsed by TS 23.228 [2] and shall obtain a Globally Routable User Agent URI (GRUU) that uniquely identifies this UE using the mechanism specified in draft-ietf-sip-gruu [15]. 
To facilitate the operation of CSI, it shall be possible for the UE to register at least the following UE capabilities:

-
CS video telephony capability;

-
CS voice capability.

Registration of these UE capabilities and use of the Globally Routable User Agent URI enables the core IMS network to route SIP messages to appropriate UE device when the caller uses the GRUU using the mechanism specified in draft-ietf-sip-gruu [15] and indicates  preference for these capabilities in the a SIP message using mechanism specified in RFC 3841 [17] and endorsed by TS 23.228 [2].

8
Information Flows

8.1
Exchange of Capability Information at CS Call Setup

It shall be possible for the UE to perform  end-to-end information exchange about current radio environment during CS call setup. The current radio environment information exchange procedure shall include the information as outlined in subclause 7.2.1.

NOTE:
There will exist UEs, which do not support the radio environment exchange procedure, but do support parallel CS calls and IMS sessions, e.g. Rel-5 IMS-capable UMTS UEs. Thus lack of an answer in the radio capability exchange procedure does not mean that the remote UE cannot handle a parallel IMS session or the SIP based capability exchange.

The sequence diagram in figure 8-1 outlines the exchange of information about the current radio environment, at CS call setup. The diagram shows only an example of actual messages that can be used to transport this information. For this procedure to be successful, the network must handle the radio capability information transparently. 
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Figure 8-1: Exchange of current radio environment information "at" CS call setup

1)
The UE-A initiates a CS call by sending a SETUP message towards UE-B, including the current radio environment information and its GRUU obtained at IMS registration.

2)
The CS domain of the originating network sends an IAM message including the current radio environment information and GRUU of UE-A to the CS domain of the terminating network.

3)
The CS domain of the terminating network sends a SETUP message IAM including the current radio environment information and GRUU of UE-A to the UE-B. 

4)
The UE-B stores the current radio environment information and GRUU of UE-A and sends the current radio environment information of UE-B and the GRUU that UE-B obtained at IMS registration in the response that sets up the CS call, in this case the CONNECT message. UE-B uses the GRUU of UE-A to address SIP messages to UE-A related to the CS call.

5)
The CS domain of the terminating network sends a CON message including the current radio environment information and GRUU of UE-B to the CS domain of the originating network.

6)
The CS domain of the originating network sends a CONNECT message including the current radio environment information and GRUU of UE-B to the UE-A.

7)
The UE-A stores the current radio environment information and GRUU of UE-B. UE-A takes the current radio environment information of UE-B into account when deciding what service options to present to the user and/or whether to initiate a UE capability information exchange, see subclause 8.2. UE-A uses the GRUU of UE-B to address SIP messages to UE-B related to the CS call.
8.2
Exchange of UE Capability Information 

This Section outlines the exchange of UE related capability information using the SIP OPTIONS procedureto minimize the amount of network signalling and resource usage as well as the number of failed SIP INVITE requests. It also allows an up-to-date indication to the user which capabilities he could add to the ongoing call. Note that UE capability information exchange at IMS session initiation is specified in subclause 8.4.

It shall be possible for a UE to request the SIP OPTIONS request to be sent to any other registered UE. In case there is an ongoing CS call between UE-A and UE-B, UE-A shall use the GRUU of  UE-B obtained during CS call setup to address the SIP OPTIONS request, see subclause 8.1 to ensure that the UE capability exchange is routed to the UE-B.
If the GRUU of UE-B is not available then UE-A shall use either the Public
Editor's Note: The feasibility from a stage 3 perspective of the requirement above paragraph needs to be evaluated by 3GPP CT1.  The resolution of this issue awaits the results of an outstanding LS sent to CT1.

The UE shall include its GRUU in the SIP OPTIONS request and in the response to a SIP OPTIONS request to enable both UE-A and UE-B to correlate the IMS session with the CS call and within one context inform the user what capabilities the user is able to use.
NOTE:
If the UICC is not provisioned with the MSISDN the UE may get it during the IMS registration as an associated identity.

The execution of this SIP OPTIONS request procedure is recommended when UE-A's cache does not contain up-to-date information for UE‑B.
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Figure 8-2: Exchange of UE capability information
1)
UE-A sends an SIP OPTIONS request towards UE-B using the GRUU of UE-B if available, or a SIP URI if no GRUU is available or a TEL URI, if no valid SIP URI is available. Subject to privacy controls, in UE-A the SIP OPTIONS request shall contain MSISDN of UE-A, if available, and contains the information outlined in subclause 7.2.2 along with the GRUU of UE-A.

2)
The IMS Core (A) performs the normal security procedures and forwards the SIP OPTIONS request towards IMS Core (B). If the destination address is in the format of a TEL URI, IMS Core (A) performs MSISDN to SIP URI translation as per subclause 4.3.5 in TS 23.228 [2], before forwarding the OPTIONS request to IMS Core (B).


The IMS Core (A) should add the MSISDN of UE-A to the OPTIONS request, if not included by UE-A.

3)
The IMS Core (B) forwards the SIP OPTIONS request to UE-B. If privacy is requested, IMS Core (B) shall remove the MSISDN of UE-A.

4)
The UE-B caches the UE-A capability information if received and, if not already available, stores the GRUU and other address information of UE-A.

5)
The UE-B sends a 200 OK that , subject to UE-B's privacy settings contain the information outlined in subclause 7.2.2 including the GRUU of UE-B.

6)
The IMS Core (B) forwards the 200 OK to IMS Core (A).


The IMS Core (B)  should add the MSISDN of UE-B to the 200 OK, if not included by UE-B.

7)
The IMS Core (A) forwards the 200 OK to UEA-A. If privacy is requested, IMS Core (A) shall remove the MSISDN of UE-B.

8)
The UE-A caches the UE capability information received and if not already available stores the GRUU and other address information of UE-B.

For the capability exchange procedure to work properly UE-B should send an SIP OPTIONS request towards UE-A, in the following two situations and if the following conditions are met:

1.
An OPTIONS or INVITE request is received from UE-A, and

-
The OPTIONS or INVITE request received from UE-A did not include any UE capability information, and

-
The cache of UE-B does not contain up-to-date information for UE‑A;

2.
UE-B is in a CS call, and

-
UE-B has not received the OPTIONS request from UE-A within a certain time period after the CS call setup, and

-
The cache of UE-B does not contain up-to-date information for UE‑A, and

-
If received, the current radio environment information indicates that UE-A is capable of operating in class A mode of operation or UE-A has not received enough information to give an appropriate indication.

8.3
User adds an IMS service to an ongoing CS Call

8.3.1
IMS session set up without media requiring resource reservation

The following sequence diagram shows an IMS service being added to an ongoing CS call when the CSI capabilities of UE-B have not previously been cached by UE-A and are therefore exchanged after CS call setup, 

NOTE 1:
The SIP session may setup any service based on IMS and normal requirements as per TS 23.228 [2] apply.
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Figure 8.3-1: User adds an IMS session to an ongoing CS call

1)
A CS call is setup as per subclause 8.1.

2)
The UE-A should initiate an IMS capability exchange as described in section 8.2. If UE-B does not receive any IMS capability exchange from UE-A within a certain time limit the UE-B should initiate the IMS capability exchange, if required.

NOTE 2:
This step is only needed when UE-A does not have the UE-B IMS capabilities cached and vice versa.

NOTE 3:
The IMS Capability exchange will also include the correlation between the MSISDN and the SIP URI.

3)
The UE-A shall send the SIP INVITE request to the IMS Core along the signalling path established during registration using the GRUU of UE-B obtained during CS call setup as per subclause 8.1.

4)
The IMS Core (A) forwards the INVITE request to IMS Core (B).

5)
The IMS Core (B) forwards the INVITE request to UE-B.

6)
The UE-B shall associate the INVITE with the ongoing CS call by using its own GRUU and the MSISDN included in the SIP INVITE request.

7)
The UE-B invokes the correct application, which associates the SIP session with the ongoing call by matching the GRUU and other identities used in the CS call and the SIP session.  The UE-B then sends a 200 OK containing its own GRUU.

8)
The IMS Core (B) forwards the 200 OK to IMS Core (A).

9)
The IMS Core (A) forwards the 200 OK to UE-A.

10)
The UE-A acknowledges the 200 OK.

11)
The IMS Core (A) forwards the acknowledgement to IMS Core (B).

12)
The IMS Core (B) forwards the acknowledgement to UE-B.

13)
Media as per the session setup is sent between the two UEs.

8.3.2
IMS session set- up with media requiring resource reservation 

If preconditions are used for the IMS session setup then flows according to 23.228 shall be applied.

For an IMS session setup it shall also be possible to set the media to inactive in the INVITE (SDP offer) in order to activate the media once resource reservation has been performed, as illustrated in the use case below.

In addition to the call set-up procedure defined in sections 5.6.1 and 5.7.1 the following sequence diagram shows an IMS service being added to an ongoing CS call when the CSI capabilities of UE-B have not previously been cached by UE-A and are therefore exchanged after CS call setup, 
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Figure 8.3-2: User adds an IMS session to an ongoing CS call

1)
A CS call is setup as per subclause 8.1.

2)
The UE-A should initiate an IMS capability exchange as described in section 8.2. If UE-B does not receive any IMS capability exchange from UE-A within a certain time limit the UE-B should initiate the IMS capability exchange, if required.

NOTE 1:
This step is only needed when UE-A does not have the UE-B IMS capabilities cached and vice versa.

NOTE 2:
The IMS Capability exchange will also include the correlation between the MSISDN and the SIP URI.

3)
The UE-A shall send the SIP INVITE request with the media components marked "inactive" to the IMS Core along the signalling path established during registration using the GRUU of UE-B obtained during CS call setup as per subclause 8.1.

4)
The IMS Core (A) forwards the INVITE request to IMS Core (B).

5)
The IMS Core (B) forwards the INVITE request to UE-B.

6)
The UE-B shall associate the INVITE with the ongoing CS call by using its own GRUU and the MSISDN included in the SIP INVITE request. If required, UE-B immediately initiates IP-CAN bearer setup. No alerting of user B needs to be carried out.

7)
The UE-B directly sends a 200 OK containing its own GRUU with the media components marked 'inactive'.

8)
The IMS Core (B) forwards the 200 OK to IMS Core (A).

9)
The IMS Core (A) forwards the 200 OK to UE-A.

10) The UE-A initiates IP-CAN bearer setup for the media and acknowledges the 200 OK.

11)
The IMS Core (A) forwards the acknowledgement to IMS Core (B).

12)
The IMS Core (B) forwards the acknowledgement to UE-B.

13) 
The UE-A shall send the SIP INVITE request with the media components marked "active" to the IMS core when the IP-CAN bearer is established on UE-A access.

14)
The IMS Core (A) forwards the INVITE request to IMS Core (B).

15)
The IMS Core (B) forwards the INVITE request to UE-B.

16)
 The UE-B shall perform necessary service action to receive/send user plane media.

17)

The UE-B shall send 200 OK with the media components marked 'active' when the IP-CAN bearer is setup and the UE is ready to receive media.

18)
The IMS Core (B) forwards the 200 OK to IMS Core (A).

19)
The IMS Core (A) forwards the 200 OK to UE-A.

20)
The UE-A acknowledges the 200 OK.

21)
The IMS Core (A) forwards the acknowledgement to IMS Core (B).

22)
The IMS Core (B) forwards the acknowledgement to UE-B.

23)
User plane connection is established.

8.4
User adds a CS call to an ongoing IMS session
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Figure 8.4-1: User adds a CS call to an ongoing IMS Session

1)
The UE-A sends the SIP INVITE request to the IMS Core (A) using the address obtained during registration.


The SIP INVITE may contain CSI specific information including MSISDN and current CSI capabilities (UE and Radio capabilities) and its GRUU in addition to the standard information for the desired IMS service.

2)
The IMS-Core (A) forwards the SIP INVITE request to the IMS Core (B)

3)
The IMS-Core (B) forwards the SIP INVITE request to UE-B.

4)
The UE-B sends a 200 OK containing its own GRUU.

5)
The IMS Core (B) forwards the 200 OK to IMS Core (A).

6)
The IMS Core (A) forwards the 200 OK to UE-A.

7)
The IMS flow continues as standard.

8)
The UE-A initiates a CS call by sending a SETUP message towards UE-B containing it own GRUU and the GRUU of UE-B.

9)
The CS domain of the originating network sends an IAM message to the CS domain of the terminating network.

10)
The CS domain of the terminating network sends a SETUP message IAM of UE-A to the UE-B.


UE-B recognises the GRUU and calling party number as negotiated in SIP session setup.

11)
The UE-B sends ALERTING message to UE-A containing its own GRUU.

12)
The CS domain of the terminating network sends an ACM message to the CS domain of the originating network.

13)
The CS domain of the originating network sends an ALERTING message to the UE-A.

14)
The UE-B sends ANSWER message to UE-A.

15)
The CS domain of the terminating network sends an ANM message to the CS domain of the originating network.

16)
The CS domain of the originating network sends an ANSWER message to the UE-A.
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